3.14  Other Administrative Matters
Security
3.14.1 (Added 10/2002)
Applicability
This section is applicable to all screening information requests and contracts.

3.14.2 (Added 10/2002) 
Policy
3.14.2.1 (Revised 01/2003)
Contractor Personnel Security Program
The acquisition community shall ensure an adequate level of security for contractor employees as stated in FAA Order 1600.72 and 1600.73, allowing for compliance with OMB Circular A-130, “Management of Federal Information Resources”, Executive Order 12829 “National Industrial Security Program”, and DOD Directives 5200.2 and 5220.22M.
3.14.2.1.1 (Revised 10/2002)
Employment Suitability

Contractor employees (including contractors, subcontractors, or consultants) may be subject to the same investigative requirements as Federal employees if in similar positions requiring access to FAA facilities, sensitive information, and/or resources.  

3.14.3.1 (Revised 01/2003) 
Classified Information

The CO will ensure that all proposed and awarded procurement actions contain appropriate provisions and clauses if access to classified information is required, in accordance with Executive Order 12958, “Classified National Security Information”, Executive Order 12968, “Access to Classified Information” and Executive Order 12829 “National Industrial Security Program.”

3.14.4.1 (Added 01/2003) 

Facility Security Program

The Facility Security Risk Management process, as developed through the FAA’s Facility Security Management Program, shall be an integral part of program concept, planning, engineering design, and the implementation of required protective measures maintained throughout the lifecycle for physical security enhancements.

































































































































































2
FAA Acquisition Management System

[image: image1.wmf]

FAA Acquisition Management System
1


[image: image1.wmf]