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BACKGROUND      

On April 1, 1996, the Federal Aviation Administration adopted an Acquisition Management System (AMS) that relies on teamwork and team competency to manage the development and acquisition of systems and other products for the National Airspace System (NAS). The AMS minimizes policy and relies on the prudent application of guidance, best practices, and lessons learned from previous and ongoing investment programs.

The AMS empowers service organizations to decide how NAS systems will be acquired and how requirements will be verified or tested. These decisions are subject to minimal oversight outside service organization management structures. The service organizations fully integrate the acquiring and user organizations into a singular partnership structure that can make both corporate and program decisions. Its purpose is to build quality and achieve consensus using cross-functional teams supported by proven guidance, structured templates, and best practices as learned from the most successful investment programs.

This guidance document provides a sound foundation for planning and executing test and evaluation activities appropriate to each individual investment program.

1 PURPOSE      

This document provides test and evaluation (T&E) guidance in support of the FAA Acquisition Management System. This document will be updated throughout its lifetime, as better practices are identified and new lessons are learned. Document users are encouraged to submit comments, lessons learned, and any data that may improve this document to the Acquisition Policy Group. The latest version of this document, and all referenced AMS documents, are available in the FAA Acquisition System Toolset (FAST). 

2 TEST AND EVALUATION GUIDING PRINCIPLES      

1.  T&E programs should be structured to:
  Provide essential information to support decision-making
  Provide essential information for assessing technical and acquisition risk
  Verify the attainment of technical performance specifications and objectives
  Verify that systems are operationally effective and suitable for intended use

2.  Test objectives for each AMS lifecycle phase should be designed to mitigate potential operational risks and to demonstrate system performance appropriate to that phase. Quantitative criteria should provide substantive evidence for analysis of hardware (HW), software (SW), and system maturity and readiness to proceed through the acquisition management process.

3.  Each T&E phase should have specific milestones (entrance and exit criteria) that should be satisfied prior to entering the next T&E phase. This applies to both solution implementation (SI) and in-service management (ISM) during the lifecycle.

4.  Independent Operational Assessment (IOA) is an essential part of the T&E process for designated programs, and it provides decision-makers with an independent assessment of operational readiness.

5.  Parallel testing is encouraged when it is more efficient than, and at least as effective as, serial testing.

6. The Test and Evaluation Handbook defines the standards for conducting T&E activities in the FAA. This Test and Evaluation Handbook provides detailed information for conducting high-quality and consistent test and evaluation that fulfill the mission of verification and validation (V&V). Supporting documentation for these activities can be found in the V&V repository maintained by the Test Standards Board (TSB).

7.  The Test and Evaluation Gold Standard and Implementation Guide defines the activities to be performed during ISM. The Test and Evaluation Gold Standard and Implementation Guide details five phases that must be addressed by the ISM Team for all National Airspace System modifications. They are the “Define It,” “Design It,” “Build It,” “Test It,” and “Key Site/National Deployment” phases.  The details can be found in the TEST AND EVALUATION GOLD STANDARD AND IMPLEMENTATION GUIDE (FAA only).

3 TEST AND EVALUATION DURING THE ACQUISITION MANAGEMENT PHASES - OVERVIEW      

T&E processes for acquisition management have been developed to ensure consistency in testing approaches throughout the lifecycle of the program. Figure 3.0-1 illustrates the relationship of test activities to the different phases of a typical acquisition. This section describes the relationship between these test activities and explains how and when requirements are verified. In addition, it describes how an assessment of operational readiness is made.

Acquisition Management

[image: image1.jpg]INVESTMENT
MISSION ANALYSIS ANALYSIS SOLUTION IMPLEMENTATION IN-SERVICE MANAGEMENT

« Acquisiton Pianning and Control « Revise TEMP « Development Test « Define t
Dotument Development | « proposal Evaluation + Operational Test « Designit

« Develop High Level Test Strategies | « Pototype Evaluation « Site Acceptance Test «Buid it

« Develop niia TEMP «oaroct « Independent Operational | = Test It
Candidate Solutons | Development « siFieid Fanilarization

« Assess Testabiity of Requirements in

| * Risk Reduction « Risk Reduction
PRD

« Support Cantract Development
« Risk Reduction
* Early Evaluations (including OCD/OCT)




Figure 3.0-1: Tests and Test Activities Associated with NAS Investment Programs

The acquisition process begins with the research and systems analysis and mission analysis phases. Research and systems analysis is tightly coupled with, and supportive of, other AMS lifecycle management processes. It is especially important during the early stages of lifecycle management, when activities such as simulation, rapid prototyping, and computer-human interface development are conducted to define requirements, develop operational concepts, and reduce risk before entering investment analysis.

During mission analysis, a priority service need undergoes concept and requirements definition during which initial requirements and investment alternatives are defined. The Chief Operating Officer or Associate or Assistant Administrator of the line of business with the mission need makes the investment analysis readiness decision. Test activities conducted during mission analysis include concept feasibility demonstrations, which are conducted to determine the viability of a concept or new capability and to assess of the testability of initial requirements. A favorable outcome results in the creation of an approved set of initial requirements and candidate alternatives.

The two-part investment analysis phase includes initial and final investment analyses. During this phase, the testability of refined requirements are assessed and the cost to conduct test activities is estimated. These, in turn, serve as inputs to the Office of Management and Budget (OMB) Exhibit 300 (designated programs only) and required AMS documentation. When appropriate, candidate solutions may be analyzed and demonstrated to support the development and validation of the program requirements document. The implementation strategy and planning document (ISPD) defines the lifecycle management strategy for the overall investment program.

Investment analysis usually concludes with authorization for the program to proceed to the investment decision authority (IDA) for a final investment decision. The JRC authorizes movement of the program to solution implementation.

Figure 3.0-2 identifies the six major elements of the T&E processes implemented during the investment analysis, SI, and ISM phases of the AMS. These processes also identify test process documentation, test tools, and test environments that support test objectives. The T&E processes can be used to plan high-level T&E activities as they relate to the phases of the AMS.
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Figure 3.0-2: Test and Evaluation Process
Solution implementation typically begins with refinement and expansion of the ISPD, leading to a full-scale development, Commercial-Off-The-Shelf (COTS)/Non-Developmental Item (NDI) procurement or operational prototype. Development test (DT), operational test (OT), production acceptance test (PAT), site acceptance test (SAT), IOA, and field familiarization are performed by various FAA organizations to verify that requirements have been met and the system is ready for operational use.

The implementing service organization is responsible for DT, OT, and SAT; the Office of IOA is responsible for performing IOA on designated programs; and site and regional Air Traffic and Technical Operations personnel perform field familiarization for new systems. During investment analysis or early in solution implementation, prototype testing may be conducted to validate requirements and verify risk reduction plans associated with investment analysis assumptions. In some cases, the IDA may authorize the program to proceed through prototype testing. However, it may not advance to full-scale development until prototype test results are known and the IDA approves an updated Acquisition Program Baseline.

Development test demonstrates that all technical and performance requirements specified in the contract have been met. Operational test answers the Critical Operational Issues (COIs) contained in the program requirements document. When the combination of DT and OT is completed, the service organization determines if the product is ready either for an in-service decision (ISD) (when IOA is not required) or IOA. Following SAT, field familiarization is performed to verify the site is ready to transition to the new system. T&E documents that provide detailed process guidance and examples can be found in the V&V repository maintained on the Test Standards Board website.

IOA is performed on designated programs, as directed by the Vice President of ATO Safety. It evaluates the operational readiness of the system in its intended operational environment. An IOA report provides an operational readiness assessment to the ATO Vice President of Safety and the ISD authority.

ISM typically starts after system deployment. NAS modifications identified during ISM generally originate while the system is sustained in an operational state. Changes to the baseline are handled via the NAS Change Proposal (NCP)/case file process. All HW/SW modifications performed during ISM must follow a structured and disciplined T&E process. The process is defined in the Test and Evaluation Gold Standard and Implementation Guide and is accomplished through a five-phase approach:
• Needs and requirements defined (“Define It”)
• Design and development (“Design It”)
• Development test (“Build It”)
• System test (“Test It”)
• Field acceptance and field familiarization test (“Key site/National deployment”) (FAA only)


ISM system test (defined in paragraph 3.2.4.2) should not to be confused with solution implementation development test, key site test, and field familiarization. ISM T&E is conducted to ensure that modified components, functionality, or enhancements operate properly and do not degrade system effectiveness or suitability. All activities are conducted with appropriate user/stakeholder involvement to ensure the modifications are ready for deployment.

To make programs more efficient, it is sometimes necessary to tailor the standard acquisition/modification approach (e.g., spiral development, technical refresh, prototyping, emergency HW/SW releases). Each ISM team must evaluate the need or requirement and determine how the Test and Evaluation Gold Standard Matrix will be addressed and/or tailored for a specific program or NAS modification. Test standards detailed in the Test and Evaluation Gold Standard and Implementation Guide should be used as a basis to develop a tailored test approach.

FAA T&E processes rely on the development and use of T&E documents, test tools, and test environments. These are used to confirm operational readiness by measuring specific system performance and simulating operational environments. Test documentation, test tools, and test environments are initially developed and used during SI T&E and are then modified and/or supplemented during ISM T&E based on changes or upgrades to the system.


3.1 INVESTMENT ANALYSIS TEST AND EVALUATION       

Investment Analysis generates information the IDA needs to make an investment decision, which signifies the start of an investment program.  Because programs do not start until the investment decision is made, testing usually does not take place during investment analysis, although test-related activities do contribute to the development of the Program Requirements Document (PRD) and ISPD.


3.1.1 Initial Investment Analysis      

The initial PRD establishes the operational framework and performance requirements for satisfying a mission need. During development of the PRD, each requirement is assessed for testability. Requirements found not to be testable are often further refined or decomposed into testable requirements, and the results are provided to the service organization. Test professionals also review COIs and critical performance requirements (CPRs) to ensure they are complete, testable, and traceable to system or operational requirements. COIs are key operational effectiveness or suitability issues expressed as questions about solution concerns, such as capabilities, practicability, and environmental effects. COIs are examined in tests during solution implementation to determine a product’s capability to perform its mission. Critical performance requirements are primary requirements that represent attributes or characteristics considered essential to meeting the mission need the program is seeking to satisfy.  Critical performance requirements are part of total program requirements that define the operational framework and performance baseline for the investment program.  Program requirements are the basis for evaluating the readiness of products, with particular emphasis and priority given to critical performance requirements.  Critical performance requirements are expressed in terms of a value with a unit of measure.  The value represents the minimum acceptable operational value below which the utility of the solution becomes questionable.  The failure to attain critical performance requirements may degrade product performance, delay the program (possibly impacting related or dependent programs), or place into question the overall affordability and capability provided by the solution.  The service organization with the mission need is responsible for identifying and documenting meaningful critical performance requirements that are central to meeting the intended mission need.  Initial critical performance requirements are identified in the updated preliminary program requirements document before the initial investment decision and finalized in the final program requirements document.
The Acquisition Program Baseline (APB) establishes the performance, cost, and schedule boundaries for implementing the solution. The PRD contains appropriate critical performance requirements and COIs. Test professionals develop a high-level test strategy and estimate test costs for each candidate solution for inclusion in the Business Case Analysis Report (BCAR). They also review vendor performance data and demonstrations of COTS/NDI products that may satisfy the mission need.
Feasibility analyses and demonstrations address the refinement of the PRD and assess human factors and the evaluation of procedural impacts. The evaluation of a specific technology can reduce risk and collect data necessary to support investment decisions.


3.1.2 Final Investment Analysis      

Final investment analysis focuses on detailed planning for the selected solution for implementation. A tailored test strategy is developed and included in the ISPD. An Operational Capability Test (OCT) or Operational Capability Demonstration (OCD) may be conducted to verify requirements or select a particular COTS/NDI product. An OCT/OCD should address maintainability and human factors requirements; the information obtained may allow a reduction in the required testing. Vendor data may be used to reduce FAA test efforts for commercial products. (Plans to use vendor test data in place of FAA tests and the rationale for doing so should be identified in the ISPD.)


3.2 SI AND ISM TEST AND EVALUATION      

The most significant T&E activities associated with the acquisition and delivery of new NAS systems are conducted during solution implementation. During this phase, the test strategy is implemented through a series of tests that includes DT, OT, SAT, field familiarization, and IOA (for designated programs). Objectives for this series of tests are developed to verify that requirements have been met. Detailed guidelines are provided for DT, OT, and SAT in the Test and Evaluation Handbook. Detailed guidelines for IOA are provided in the IOA Technical-Level Process. Table 3.2-1 lists the high-level objectives of each SI test phase.

All NAS modifications should be developed and implemented following the Test and Evaluation Gold Standard and Implementation Guide. Service teams responsible for the development and implementation of NAS modifications to the field must comply with the Test and Evaluation Gold Standard (TEGS). In addition, major upgrades or sustainment efforts for operational NAS systems may also be designated for IOA. These programs must adhere to an IOA process that is equivalent to the process followed for new acquisitions.

	SI Test Objectives
	DT
	OT
	SAT
	FF
	IOA

	Verify contractor compliance to contracted functional and performance requirements
	x
	 
	 
	 
	 

	Verify the engineering design, development, and maintenance process
	x
	 
	 
	 
	 

	Verify system compliance to electromagnetic interference requirements
	x
	 
	 
	 
	 

	Identify deficiencies in system design and documentation, the NAS, HW, SW, human performance factors, and operational concepts
	x
	x
	x
	 
	x

	Verify that human factors implementation meets user needs
	 
	x
	 
	x
	x

	Resolve COIs
	 
	x
	 
	 
	x

	Assess operational effectiveness, supportability, and suitability, including the human component
	x
	x
	x
	x
	x

	Verify the system meets Reliability, Maintainability, and Availability requirements
	x
	x
	 
	 
	x

	Evaluate the compatibility and interoperability with existing or planned systems or equipment
	x
	x
	x
	x
	x

	Assess system operations in a degraded mode
	x
	x
	x
	x
	 

	Verify the system is safe, secure, and survivable
	x
	x
	x
	x
	x

	Assess the site adaptability of the system
	x
	x
	x
	x
	x

	Assess the transition switch-over capability/plan
	x
	x
	x
	x
	x

	Verify the adequacy of manuals, handbooks, supporting plans, and other documentation for operations, maintenance, and training
	x
	x
	x
	x
	x

	Assess the degree to which the system can be monitored, operated, and maintained by users in an operational environment
	 
	x
	 
	x
	x

	Verify system operations under stress and NAS loading
	x
	x
	x
	 
	 

	Assess NAS end-to-end performance with the system installed to ensure pre-existing NAS functionality is not degraded by new system insertion/integration
	 
	x
	x
	x
	x

	Ensure production units are of consistent quality and are equivalent to the first article
	x
	 
	x
	 
	 

	Verify production units are free from manufacturing defects
	x
	 
	x
	 
	 

	Verify Installation and Integration of fielded systems is consistent with approved SAT plans
	 
	 
	x
	 
	 


Table 3.2-1: SI Test Objectives
After deployment, NAS systems may require modifications during their in-service lifetimes. The T&E process is designed to standardize the manner in which HW/SW modifications are tested and evaluated in support of deployment to the field. During ISM, the test strategy is implemented through a series of tests that includes development test, system test, key site test, field acceptance test, and field familiarization.

Objectives for tests during SI and ISM are developed to verify that requirements have been met. Using different environment and test tools, the series of tests may verify the same requirement more than once. There are planning documents regarding the amount of parallel testing, repeat testing in different test environments, and regression testing necessary to produce a comprehensive, cost-effective test program. These considerations should be addressed during test strategy and test plan development. Table 3.2-2 lists the high-level objectives of each of the test phases of ISM:

	ISM Test Objectives
	Development Test
	System Test
	Key Site Test
	Field Familiarization

	Verify compliance to functional and performance requirements
	x
	 
	 
	 

	Verify the engineering design, development, and maintenance process
	x
	 
	 
	 

	Verify system compliance to interference requirements
	x
	 
	 
	 

	Identify deficiencies in system design and documentation, the NAS, HW, SW, human performance factors, and operational concepts
	x
	x
	x
	x

	Identify and demonstrate mitigation of risks
	x
	x
	x
	x

	Assess operational effectiveness, supportability, and suitability, including the human component
	x
	x
	x
	x

	Verify the system meets reliability, maintainability, and availability requirements
	x
	x
	x
	x

	Evaluate the compatibility and interoperability with existing or planned systems or equipment
	x
	x
	x
	x

	Assess system operations in a degraded mode
	x
	x
	x
	x

	Verify the system is safe, secure, and survivable
	x
	x
	x
	x

	Assess the site adaptability of the system
	 
	x
	x
	x

	Verify the adequacy of manuals, handbooks, supporting plans, and other documentation for operations, maintenance, and training
	 
	x
	x
	x

	Assess the degree to which the system can be monitored, operated, and maintained by users in an operational environment
	 
	x
	x
	x

	Verify system operations under stress and NAS loading
	 
	x
	x
	x

	Assess NAS end-to-end performance with the system installed to ensure pre-existing NAS functionality is not degraded by new system insertion/integration
	 
	x
	x
	x

	Verify operational procedures
	 
	x
	x
	x

	Verify functional certification procedures
	 
	x
	x
	x

	Verify system is compliant with physical and information security requirements
	x
	x
	x
	 

	Verify safety risk management requirements have been met
	x
	x
	x
	 

	Verify HW and SW installation instructions
	 
	 
	x
	x


Table 3-2.2: ISM Test Objectives

3.2.1 Needs and Requirements       

Figure 3-2.3 identifies processes and criteria for the needs and requirements activities within the SI and ISM phases of AMS.  The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria.


3.2.1.1 SI Needs and Requirements      

Early SI phase test activities focus on the definition of test-related program needs and requirements. This definition provides the basis for developing the schedule, resources, and scope of all testing activities throughout the acquisition management lifecycle. The key documents and elements that require inputs from the test activity are the Acquisition Program Baseline, COIs/CPRs, statement of work, and specification. These test activities address requirements testability, definition of test requirements and strategies, definition of test tools, assessment of feasibility of candidate solutions, and support of contract award.
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Figure 3.2-3: SI/ISM Needs and Requirements Checklist

3.2.1.2 ISM Needs and Requirements (TEGS Phase 1:      

Needs identified during ISM originate from the operational environment while the asset is sustained in an operational state. Case files (or new needs) can also be initiated by the operational support activity. These needs are subjected to various levels of screening and validation at the local level and throughout the FAA. Needs that cannot be satisfied at the local level are validated and entered into the national requirements process.

Due to the complex nature of the NAS, operators and maintainers may encounter problems that require a change to the operational asset, the baseline, or an adaptable parameter. This is identified via a Program Trouble Report (PTR), Hardware Discrepancy Report (HDR), or an equivalent. The PTR documents the need for the change, and the identified problem is researched to determine if the asset is actually operating within its established baseline. Changes to the baseline are normally handled via the NCP/case file. The NCP process can be initiated at any level and may address changes of any magnitude. If the asset were determined to be operating within its baseline, the PTR would be closed, and the originator would be advised that a baseline change would be necessary to address the identified need.

When an NCP is approved, the implementing service organization receives a Configuration Control Decision (CCD). A functional description is written to describe how the CCD will be implemented. The functional description includes, at a minimum, a statement of the problem, expected outcomes, description of interfaces, and subsystem performance parameters.   Unique test criteria/scenarios will be identified and applied later in the ISM test process. The creation of a specific method of testing a requirement may be deferred until the design (Preliminary design review (PDR)/Critical design review (CDR) and peer review) is formulated. It is the responsibility of service organizations to ensure the functional description is structured so that requirements are verifiable.

The Test and Evaluation Gold Standard and Implementation Guide defines those activities to be addressed during ISM Needs and Requirements (TEGS Phase 1: “Define It”). A development plan is developed to plan and track the asset throughout its lifecycle. It defines the purpose, scope, organizational roles and responsibilities, estimates, resources, schedules, known risks, test environment, and test tools.

System requirements are evaluated through the system requirements review. This review ensures that the requirements are clearly understood. It also identifies any deviations from specifications, which are documented and addressed in the baseline performance specification. Prior to moving into the design and development phase, the test tool and test environment specification documentation is complete, thereby ensuring that necessary tools and configurations are available to test effectively. Key site (back-up and primary) selection activities will be initiated based on requirements to be tested, HW/SW configuration, and/or availability of the asset in the operational environment.

All proposed changes to the NAS should be evaluated to ensure they do not adversely affect the safety or security of the system.


3.2.2 Design and Development      

Figure 3.2-4 identifies associated processes and criteria for the design and development activities within the SI and ISM phases of the AMS. The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria.
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Figure 3.2-4: Design and Development Checklist

3.2.2.1 SI Design and Development      

Most large acquisitions are designed and developed by a prime contractor and monitored by the FAA. The contractor conducts the PDR and CDR. At both reviews, the contractor presents the planned test strategy to the FAA. The contractor then develops test documentation for approval by the FAA. It consists of the test plans and procedures that will be used by the contractor during the conduct of development test. FAA test personnel carefully review these documents and all other pertinent documents to ensure preparations for development test are addressed properly. As the design phase continues, other test activities associated with development test are also conducted by the contractor and approved by the FAA. They include development of test tools, establishment of the test environment, simulation of external interfaces, development of the Verification Requirements Traceability Matrix (VRTM), and issuance of initial failure reports and final test reports.


3.2.2.2 ISM Design and Development (TEGS Phase 2):      

The primary test-related activities that occur during the design and development phase are detailed test planning, PDR, and CDR. These reviews are used to finalize design, ensure initial user agreement, and present proposed test strategies. The service organization coordinates the appropriate user and stakeholder involvement in PDR/CDR activities based on the complexity and impact of functional changes.

Detailed test planning includes the development of test plans and creation of any needed test tools and test environments. The thoroughness of these test tools directly affects the level of verification that can be accomplished in a reasonable timeframe.  Test tools and the test environment should allow for maximum verification of the system prior to operational use.  The Test and Evaluation Gold Standard and Implementation Guide defines the activities addressed during ISM design and development (TEGS Phase 2: “Design It”).


3.2.3 Development Test      

Figure 3.2-5 identifies associated processes and criteria for development test activities within the SI and ISM phases of the AMS. The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria.
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Figure 3.2-5: SI/ISM Development Test Checklist

3.2.3.1 SI Development Test      

The primary objective of SI development test is to demonstrate that all technical and performance requirements specified in the contract have been met. Development test is normally performed by the contractor and witnessed by the service organization at the factory and/or WJHTC. It typically begins with a series of HW and SW tests. HW tests begin at the board level or component level and proceed to the system level. SW testing begins by verifying the most detailed requirements at the unit level. It then proceeds to verify higher-level integrated requirements at the segment level and verify requirements at the computer software configuration item level. Development test at the vendor facility also includes a design qualification test that demonstrates the system’s ability to satisfy the system specification. Development test verifies the system meets contract requirements. During some acquisitions, production acceptance testing (PAT) is conducted by the vendor on each system it produces before the product leaves the factory. PAT usually consists of quality control tests plus a subset of other tests. These tests verify that the assembly line is producing units with the same quality and performance as the first article.


3.2.3.2 ISM Development Test (TEGS Phase 3):      

ISM development test is performed to verify the modification meets specified requirements and interrelated functions are not adversely affected. These test activities include functional unit tests and/or first-article tests that ensure the modification works as designed and is in compliance with the specification requirement. Service organization, users, and stakeholders determine if demonstrations are required to ensure the design meets user needs. At the completion of development test, a build baseline is established. The development of functional certification procedures for the packaged product will commence and be finalized in later test phases. The Test and Evaluation Gold Standard and Implementation Guide defines the activities to be addressed during ISM Development Test (TEGS Phase 3: "Build It").


3.2.4 SI Operational Test and ISM System Test      

Figure 3.2-6 identifies processes and criteria for the SI operational test and ISM system test activities. The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria.


3.2.4.1 SI Operational Test      

The primary objective of OT is to demonstrate that a new product is operationally effective and operationally suitable for use in the NAS and that the NAS infrastructure is ready to accept the product. These tests focus on demonstrating that operational requirements have been met and all COIs and CPRs have been satisfied. OT is conducted at WJHTC or a field site using field personnel.

The major components of OT are integration tests, performance tests, effectiveness tests, and suitability tests. Integration testing performed during OT verifies product interfaces with existing elements of the NAS and the NAS can operate with the new product at the required performance levels. Interface testing with future NAS elements may be provided through the use of simulators, where warranted.

Effectiveness testing performed during OT evaluates the degree to which a product accomplishes its mission when used by representative personnel in the expected operational environment. This testing includes capacity and NAS loading, degraded mode operations, safety, security, and transition switchover. Field personnel often operate the equipment for some of these tests because they are the most representative operators; it also helps them become familiar with the system. This approach reduces the learning curve and minimizes disruption during installation in the field. Effectiveness and suitability T&E may continue at the key site (or key sites) if a complete assessment cannot be accomplished at WJHTC. OT effectiveness testing also assesses COIs.

OT suitability testing evaluates the degree to which a product intended for field use satisfies its availability, compatibility, interoperability, reliability, maintainability, safety, and human factors requirements. In addition, logistics supportability, documentation, certification criteria, installation, and operating procedures, and transition and training requirements, are validated. OT suitability testing also includes an assessment of the COIs.

For designated programs, after the successful conclusion of OT, the Vice President of the implementing service organization declares the product ready for IOA via the IOA readiness declaration (IOARD). The IOARD addresses the IOA prerequisites/requirements as detailed in the T&E section of the ISPD. (See Appendix C-11 for a sample IOARD template.)


3.2.4.2 ISM System Test (TEGS Phase 4):      

ISM system test is conducted to ensure the modification is ready for use in the NAS. The major components of the ISM system test are integration tests, operational effectiveness tests, and operational suitability tests. System test is performed independent of the developer, under conditions that simulate the operational environment as closely as possible. The user community will participate in operational suitability test activities during this phase as required.  Features/performance that cannot be fully verified during this phase of T&E are deferred to the key site test. Test procedures to be used during the key site test and field familiarization are refined during this phase of testing.

ISM integration test includes baseline performance and validation of new functionality and existing system functionality. It also verifies that the modified product interfaces with the existing elements of the NAS as specified by the interface control document. Performance measurements are taken to verify the product is operating in accordance with established baselines.

The ISM operational effectiveness testing evaluates the degree to which the modified product accomplishes its mission. This testing includes capacity and loading, degraded mode operations, safety, security, and product and support system regression. Field personnel often operate the equipment for some of these tests because they are the most representative operators; it also helps them become familiar with the system.
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Figure 3.2-6: SI Operational Test and ISM System Test Checklist
ISM operational suitability testing evaluates the degree to which the new modification satisfies its availability, compatibility, interoperability, reliability, maintainability, safety, and human factors requirements. In addition, logistics supportability, documentation, certification criteria, and training requirements are validated. The service organization often conducts ISM suitability tests with support from the stakeholders.

When abnormalities are identified during ISM system test, a determination is made by the service organization, users, and stakeholders to either fix the anomaly prior to release or defer it to a future release. These decisions are documented in the system test report. The results of the ISM system test activities, including test limitations, are documented in Appendix 1 of the System Support Modification. Effectiveness and suitability T&E may be continued at the key site(s) if a complete assessment cannot be accomplished at WJHTC.

Coordination with management and national union leadership regarding impact and implementation issues related to the modification should be finalized during this phase.

The Test and Evaluation Gold Standard and Implementation Guide defines those activities to be addressed during ISM system test (TEGS Phase 4: "Test It").


3.2.5 Site Tests      

Figure 3.2-7 identifies associated processes and criteria for the site test activities within the SI and ISM phases of the AMS. The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria.
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Figure 3.2-7: SI/ISM Site Test Checklist

3.2.5.1 SI Site Tests      

Following delivery to the site, each system undergoes installation and check-out and site acceptance testing (SAT). These tests are conducted by the vendor to ensure the product is installed and functioning properly in preparation for site government acceptance.


3.2.5.2 ISM Key Site Test (TEGS Phase 5):      

The ISM key site test is conducted at an operational NAS facility to verify the modification meets user needs. These test activities also allow for verification of requirements that could not be fully evaluated during the ISM system test. The operating service organization and regional office make the key site selection which is documented in a joint memorandum. The selection is based on the facility that has the equipment and interfaces to fully test and implement the modification. Delivery documentation is verified to ensure it can be followed at subsequent sites without assistance.

Each site has unique parameters for equipment, interfaces, and airspace that should be configured or adapted before tests can be performed. Site personnel are responsible for site adaptation updates and changes for the modification being released. Key site test activities begin with a key site test readiness review, which includes test overview, review of operational and support SW, test procedure information, and the review of any known problems or concerns that may affect the test. Key site test anomalies are noted and documented for improvement.

Key site test results are documented in the key site test report. When abnormalities are identified, the service organization, users, and stakeholders determine whether to fix the anomaly prior to release or defer it to a future release. Any problems will be noted and documented in Appendix 1 of the SSM prior to national release. Test procedures to be used by downstream sites to conduct field acceptance test and field familiarization are finalized during this phase of testing. At the conclusion of all scheduled activities, a national telephone conference will be held to brief key site events that have occurred. If applicable, a joint memorandum for national release is formulated and forwarded to responsible parties.  Successful completion of key site test allows national delivery of the modification.

The Test and Evaluation Gold Standard and Implementation Guide defines the activities to be addressed during ISM key site test (TEGS Phase 5: "Key Site/National Deployment").


3.2.6 Independent Operational Assessment      

Figure 3.2-8 identifies associated processes and criteria for IOA activities within the SI or ISM phase of AMS. The processes and checklist criteria can be used to plan high-level T&E activities and to define initial entry and exit criteria. IOA is a system-level evaluation conducted in an operational environment to confirm the operational readiness and identify the safety hazards of a product to be part of the NAS. Therefore, IOA is performed on products that have achieved initial operating capability (IOC) at an operational field facility (the key site). Data collection at the key site for IOA may begin prior to IOC if there are concerns about:

· HW/SW installation

· Transition between the product under evaluation and any legacy assets

Data collected from monitoring System Test prior to IOC supplements formal data collection during IOA. After IOC, the product undergoing IOA is an operational component of the NAS and must be operated and maintained by its intended users as designed for actual NAS operations. The results of IOA are used to support the ISD or other decisions regarding the operational use and deployment of products.

The Vice President of ATO Safety designates programs for IOA.  Factors considered in designating programs include complexity, operational criticality, lifecycle cost, interoperability, and hazards. An IOA is conducted by an IOA team that includes members from Air Traffic, Technical Operations, and other product users and is led by a program manager from the Office of Independent Safety Assessment (ISA). The strategy, resources, and schedule for IOA are documented in the T&E section of the Implementation Strategy and Planning Document (ISPD). The Office of ISA co-approves the T&E Section of the ISPD for designated programs.

After formation, IOA teams are involved in monitoring key test events conducted earlier in SI or ISM to identify operational hazards. Identified hazards are communicated to the service organization and may affect the scope of IOA. At the conclusion of System Test activities, the Vice President of the Service Unit declares to the Vice President of ATO Safety via IOARD the system’s readiness for IOA and operational use. Upon receipt of the IOARD, and at the discretion of the Vice President of ATO Safety, the IOA team commences IOA at the key site(s). At the conclusion of the IOA, the IOA team makes a determination of the product’s operational readiness based on the safety hazards associated with any identified issues. IOA results are briefed to the key site managers, the service organization, and Air Traffic Organization stakeholders at the Directorate and Vice President levels.
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Figure 3.2-8: IOA Checklist

3.2.7 Field Acceptance and Field Familiarization Tests      

Figure 3.2-9 identifies associated processes and criteria for the field acceptance test and field familiarization activities within the SI and ISM phases of the AMS. The processes and checklist criteria can be used to plan high-level T&E activities and support the development of entry and exit criteria. After the SSM has been delivered, the site performs site adaptation and testing (if applicable) prior to implementation into the NAS. (Refer to 3.2.5.2 (TEGS Phase 5: Key Site/National Deployment))
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Figure 3.2-9: SI/ISM Field Familiarization Checklist

3.2.7.1 SI Field Familiarization Tests      

Field familiarization is conducted by Air Traffic and Technical Operations field personnel at each site to which the new product is delivered. New product implementation is depicted in Figure 3.2-10. Field familiarization is performed after OT has been completed. Its primary objective is to verify the site is ready to switch to the new product. This includes ensuring:

· The new product has been properly installed

· The new product interfaces with the existing NAS

· Operational procedures and product documentation are in place

· Proper logistics and support are available

· Site personnel are trained and ready to use the new product

Prior to conduct, the field familiarization test approach is be documented by the key site and subsequent sites to facilitate test conduct. Lessons learned are documented and shared with waterfall sites. As shown in Figure 3.2-10, field familiarization testing is conducted at each site after the product has successfully completed installation, check-out testing, and SAT. Field familiarization follows contract acceptance inspection and leads to the declaration of IOC. IOC is declared by site personnel when the product is ready for conditional operational use in the NAS. At the key site, field familiarization is followed (or performed in parallel) with IOA (for designated programs). The key site should be the only site at which IOC is declared prior to the ISD. (More than one site may be designated a key site.)  Field familiarization culminates with the declaration by site personnel that the product is ready for conditional operational use. SI test activities conclude after successful completion of field familiarization, the declaration of IOC, IOA, and the ISD.
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Figure 3.2-10: New Product Implementation

3.2.7.2 ISM Field Acceptance Test and Field Familiarization      

The ISM field acceptance test and field familiarization are performed at all downstream sites to validate performance prior to operational use. Field acceptance test is conducted by Air Traffic and Technical Operations field personnel at each site to which the product or modification is delivered. The installed product or modification is certified as the first step toward operational integration. If the modified product passes certification, Air Traffic begins operational suitability testing.  (The Air Traffic Automation Operational Suitability Requirement Checklist can be found in Figure 3.2-11.)  Test activities are performed after successful key site test has been completed. Its primary objective is to verify the site is ready to integrate the product or modification into the NAS. This ensures the new product is properly installed and interfaces with the existing NAS, product documentation is in place, and proper logistics and support are available. Prior to conduct, the field acceptance test approach should be documented by the key site and subsequent sites. Lessons learned should be documented and shared with subsequent sites.

Field familiarization follows field acceptance test and leads to a declaration of full operational integration. Field familiarization ensures operational procedures and product documentation are in place and site personnel are trained and ready to use the upgraded product. After a product achieves the declaration of IOC, site personnel may use the new product operationally, usually in conjunction with the legacy product. During this period of joint use, which is called operational suitability demonstration (OSD), Air Traffic and Technical Operations personnel become familiar with the product, and additional personnel are trained until all personnel who will operate the modified product are qualified to do so. Site personnel declare full operational integration, which signifies the product has been modified and is ready for conditional operational use in the NAS. When modifications are completed at all eligible sites, action will be taken to close out the implementation of the modification via the maintenance management process.

	Air Traffic Automation Operational Suitability Requirement Checklist:
1. Review Documentation

2. Review Site Adaptation Changes

3. Review Potential Impacts

4. Develop Test Plan

5. Coordinate with Stakeholders

6. Schedule Implementation

7. Log Entry


Figure 3.2-11: Air Traffic Automation Operational Suitability Requirement Checklist

3.2.8 SI to ISM Transition      

Initial operating capability (IOC) signifies the site is ready for conditional operational use of the product. The period from IOC to the operational readiness date (ORD) may include an operational suitability demonstration (OSD). ORD signifies the end of conditional operational use, at which time, switchover to the new product is complete. The product is formally accepted by the site via the joint acceptance inspection process. This leads to the commissioning of the new product, decommissioning of the legacy product, and transition to the ISM phase of the lifecycle. ORD/commissioning should not occur at any site until after the ISD.


3.3 TEST AND EVALUATION FOR PRE-PLANNED PRODUCT IMPROVEMENTS      

Most NAS products are modified during their in-service lifetimes. Sometimes, modifications are pre-planned as part of the acquisition strategy and are called pre-planned product improvements (P3Is). Other modifications are made to correct problems discovered during operational use or to adapt the product to a changing operational environment. Major modifications and P3I projects follow the same system test, field familiarization, and IOA test sequence described in sections 3.1 and 3.2, suitably tailored to match the smaller scope typical of these projects.

When an operational asset is modified, a generic version of the product is usually tested by the service organization in a series of tests designed to verify requirements compliance and operational readiness. HW/SW unit tests are conducted on individual, modified, or new SW and HW items. The generic product is then tested in a series of verification tests. These tests validate new functionality and measure performance and capacity. They also identify any problems with documentation. Baseline regression tests are also conducted to verify the integrity of existing functionality.  The generic product is delivered to the key site via a draft system support directive (SSD).

Service organization personnel travel to the key site to help install and test a locally adapted version of the product. Key site test ensures the product is installed correctly and interfaces to other assets. Completion of the key site test is required before a final SSD is issued to deploy the product nationally. When all operational and support SW has been tested successfully, field familiarization begins.

4 RESEARCH AND DEVELOPMENT PROTOTYPE TEST ACTIVITIES      

Research and development (R&D) programs provide the management process with valuable input. Empirical information from modeling, simulations, tests of R&D prototypes, and manufacturer tests of COTS equipment may validate new operational concepts, clarify requirements trade-offs, or verify the benefit of inserting new technology into the NAS. As information becomes available, it contributes to, and often triggers, mission analysis and investment analysis. R&D prototype development and test adheres to the same fundamental paradigms as a full-scale system acquisition: early user involvement, proper planning, sound engineering, rigorous testing, and comprehensive analysis.


4.1 KEY TEST AND EVALUATION ORGANIZATIONS      

This section identifies organizations that are key contributors to test activities throughout the project lifecycle

5 KEY TEST AND EVALUATION ORGANIZATIONS      

This section identifies organizations that are key contributors to test activities throughout the project lifecycle.


5.1 SERVICE ORGANIZATION      

The service organization plans, directs, and implements all SI test activities and coordinates inputs on schedule and resources from IOA and field familiarization for use in overall planning. Service organizations are responsible for managing requirements, determining the need for user involvement, and coordinating user teams throughout the test process. It is the responsibility of the service organization to ensure operational needs at the national and field level are adequately represented and considered.


5.2 NEXTGEN ORGANIZATION
The NextGen organization ensures the overall quality of testing in the FAA. The WJHTC is the organization responsible for providing test leadership and technical expertise to service organizations in planning and conducting SI test activities. It is responsible for the preparation of required test documentation, coordination and conduct of SI test and evaluation, and the reporting of the results. The WJHTC also plans and conducts test activities for some ISM systems. The Test Standards Board (TSB) provides test program oversight for the WJHTC. Test programs are assessed for technical approach and conformance to established standards to ensure quality test methods across the FAA. The TSB maintains validation and verification processes and implements test process initiatives. Test plans, procedures, and reports are reviewed and recommendations provided to test directors and FAA management.


5.3 OFFICE OF ISA      

The Office of ISA is responsible for planning and conducting IOA on designated programs. It develops IOA sections for inclusion in the T&E section of the Implementation Strategy and Planning Document (ISPD) and co-approves the ISPD T&E section on programs designated for IOA. The IOA team develops IOA plans and procedures. The Office of ISA also provides assistance in the development of COIs for inclusion in the program’s Program Requirements Document.


5.4 SITE TEST ORGANIZATION      

Air Traffic and Technical Operations facility managers typically appoint site test directors. This is initiated by a service organization request and coordinated with the appropriate service area representative. Site test director activities include overseeing the site testing of new or modified NAS systems. Test directors also plan, manage, and report the results of site tests conducted by site Air Traffic and Technical Operations personnel.


5.5 SECOND-LEVEL SUPPORT      

National second-level support provides centralized technical and engineering services in support of operational NAS systems. These services include field support and restoration activities, problem identification and resolution, and system engineering and enhancement. National second-level support organizations plan and conduct all phases of test activities for ISM systems and provide operational and technical expertise to the service organizations in support of system test activities.


5.6 TECHNICAL OPERATIONS      

The headquarters organization with national oversight of field Technical Operations programs (e.g., certification, maintenance, trend analysis) has the responsibility to ensure service area and technical field needs are adequately represented and considered at the national level. Technical Operations may also be responsible for the coordination of some key site test activities.

6 TEST AND EVALUATION DOCUMENTATION       

This section contains an overview of T&E documentation and references the instructions for developing and preparing these documents.


6.1 ACQUISITION PROGRAM BASELINE      

The Acquisition Program Baseline establishes the performance baseline and operational framework for the investment program. CPRs that will be used by the IDA to monitor the program are recorded in OMB Exhibit 300 (designated programs only). This document is developed as part of investment analysis and is approved as part of the investment decision. The IDA and designated reviewers approve the Acquisition Program Baseline The operational requirements and COIs, which must be resolved as a basis for the in-service decision, are also identified in the Program Requirements Document. FAST provides detailed information on the T&E content of the PRD and ISPD.


6.1.1 Program Requirements Document      

The Program Requirements establishes the performance baseline and operational framework required by the sponsoring line of business. Air Traffic Organization Vice Presidents (or non-Air Traffic Organization Directors of organizations with the mission need) and the operating service organization(s) approve the PRD and all changes to it. The PRD identifies the operational requirements, CPRs, and COIs that must be resolved as a basis for the ISD. The FAST template for the PRD provides detailed information on the document’s T&E content.


6.1.2 Implementation Strategy and Planning Document      

The ISPD defines the overall lifecycle management strategy for an investment program. Planning encompasses and integrates all aspects of program implementation. These may include the acquisition of systems and equipment, construction or modification of facilities and physical infrastructure, functional integration within the FAA enterprise architecture, and procurement of services. The document also integrates activity in diverse functional disciplines supporting the program, such as systems engineering, contracting, system safety management, logistics support, T&E, security, configuration management, human integration, and quality assurance. For IOA-designated programs, the Office of IOA co-approves the ISPD IOA section.


6.2 SI TEST DOCUMENTATION       


6.2.1 Development Test Documentation      

Detailed information for DT plans, procedures, reports, and other DT documentation is provided in the Test and Evaluation Handbook.


6.2.2 Operational Test Documentation      

Detailed information for OT plans, procedures, reports, and other documentation is provided in the Test and Evaluation Handbook.


6.2.3 Field Familiarization Documentation      

The field familiarization test plan is initially developed by the key site and used or tailored as required by subsequent sites. It describes the various planning and preparation activities required prior to testing. The plan describes the test activities in sufficient detail to guide the development of test procedures. (See Appendix C)

Test reports document the results of a test and usually recommend a course of action based on those results. The test report addresses test results, including test conduct, data collected, the data reduction and analysis process, and conclusions to be drawn from the test data. Content and format guidance for OT reports, development test/PAT reports, field familiarization test reports, and operational system functional verification reports are contained in Appendices C-3, C-7, and C-9. A format also is provided in Appendix C-10 for reporting the results of tests that compare the performance of systems.


6.2.4 Site Acceptance Test Plan      


6.2.5 Field Familiarization Test Plan      


6.2.6 Test Procedures      


6.2.7 Quick-Look Test Reports      


6.2.8 Test Reports      


6.3 ISM DOCUMENTATION       


6.3.1 Description of Modification      

A description of modification describes the requested change to the system/project baseline. The description establishes a foundation used to verify requirements during development and system testing. The specific method of verifying a requirement may be deferred or changed until the design is formulated.

While documenting the description of the change and expected outcomes, consideration should be given to specific testing criteria/scenarios to be applied later in formal testing. Stakeholders (e.g., development and test) should be involved to ensure the description is structured so that requirements are verifiable.

Consideration should be given to the following items when developing a description of modification:

· Identification of the change (CCD number, case file number, PTR/HDR number, etc.)

· Statement of the problem or issue being addressed

· Description of the change and expected outcomes to be generated

· Listing of equipment and human interfaces

· Any system performance parameters affected (expected results/impact)


6.3.2 System/Project Development Plan      

To plan and track progress throughout the lifecycle of the intended modification, a system/project development plan, or equivalent, should be documented and baselined in this phase.

Consideration should be given to the following items when developing a system/project development plan:

· Purpose and scope

· Description of modification

· Task definition

· Lifecycle approach used to develop or maintain the system/project

· Organization roles and responsibilities

· Estimates and basis of estimates

· Schedule for the system/project (start date, milestones, review points, finish date)

· Critical computer resources

· Facilities and tools to support the project

· Risk management (assessment of risk)

· Status reporting


6.3.3 Test Tool and Test Environment Specification      

The tools and configurations required to test effectively are documented in the test tool and test environment specification documents. This specification also identifies any tools that should be upgraded to support the test effort. It is important to identify the test tools early to properly support the tests in future phases. In addition, the test environment (including specific requirements to simulate the field environment), and lab requirements should be defined and documented.


6.3.4 Development Test Activities Planned and Documented      

Development test activities planned and documented identifies test activities, resource requirements, schedules/milestones, and describes the technical and performance requirements evaluated during the “Build It” phase. The developer is responsible for ensuring a development test plan is completed prior to entering the “Build It” phase of the modification. This plan may be a stand-alone document or included as part of the system/project test plan.

Consideration should be given to the following items when planning and documenting development test activities:

· Task definition and scope (including development test plan, goals, and objectives, as well as a description of the tests to be conducted)

· Organization roles and responsibilities

· Schedule and resource needs (document in detail the rationale that validates resources needed)

· Testing tasks describing how the testing will take place and evaluation criteria (e.g., how is it determined the test is successful?) risks and contingencies

· Test deliverables (e.g., test documents and test data/results of the test)


6.3.5 Failure/Discrepancy Reports      

Reports are issued for all problems discovered during the “Build It” phase. These reports can be in the form of failure reports, discrepancy reports, or the equivalent, and should include identified problems and the associated resolution. Failures or discrepancies are tracked until dispositions are documented for each. Any failures or discrepancies in test tool development should also be noted. Stakeholders may be involved to determine the priority of any deferred failures or discrepancies.

Consideration should be given to the following items when developing a failure/discrepancy report:

· Project or system identification

· Requirement impacted

· Description of failure/discrepancy and associated resolution

· Severity of the problem

· Impact of the problem


6.3.6 Development Test Report      

At the conclusion of test activities, a development test report, or the equivalent, is created. This report documents the tests performed and the results and data collected, as well as data reduction and analysis. Any conclusions or recommendations drawn from the test data are also included in the report. A project/team lead or manager should review the development test report.

Consideration should be given to the following items when creating a development test report:

· Modification and release identification

· Description of test conducted

· Schedule, location, and participants

· Data collection and analysis method

· Test results, conclusions, and recommendations


6.3.7 System/Project Test Plan      

A system/project test plan, or equivalent, contains information such as test strategies and resource requirements, as well as a description of the tests to be performed during system test.

Consideration should be given to the following items when developing a system/project test plan:

· Task definition and scope (including system/project test goals and objectives, as well as a description of the tests to be conducted)

· Organization roles and responsibilities for test

· Schedule and staffing needs

· Testing tasks and evaluation criteria (e.g., requirements under test)

· Risks and contingencies

· Test deliverables (e.g., test documents and test data/results of the test)


6.3.8 Baseline Established/Development Documentation      

A baseline for the modification that incorporates changes is established at the end of the “Build It” phase. All changes to the baseline should follow the configuration management practices of the respective organization. In addition, development documentation is completed before performing system test. This documentation includes system documentation, such as specifications, National Airspace System maintenance documents, design data, plans, and any additional documentation required for the system/project.


6.3.9 Develop Key Site Test Plan      

If applicable, a key site test plan should be developed using defined capability criteria.  Appropriate personnel should coordinate with the appropriate organization to determine the level of testing required at the key site. Planned activities should be documented and may include the following:

· Modification and release information

· Organization roles and responsibilities

· Schedule of activities

· An overview of modification installation procedures

· Description of tests to be conducted

· Data collection and analysis methods


6.3.10 Baseline Performance/Functional Verification      

The integration tests conducted in this phase include baseline performance and functional verification. The revalidation of a system is extensive and may include the following testing:

· Performance measurements

· Computer-human interface/command and control testing

· Interface tests

· Degraded operations testing

· System stability testing

· Support system regression testing

· Verify information systems security requirements have been met

· Verify safety management system requirements have been met


6.3.11 System/Project Release Documents      

Releases that change a system/project baseline are delivered via the SSM, which should be validated prior to delivery to field sites to ensure that procedures are accurate. The SSM template includes specifications that describe its contents and format. The SSM template includes Appendix 1, which contains information including purpose, scope, results, and test limitations. If a key site test will be performed, an SSM should be developed and re-validated at the key site prior to finalizing the SSM for national delivery.

It is recommended the following information be included (if applicable), in Appendix 1, if it is not included in the content of the SSM:

· The sequence in which to connect hardware and install software in order for the release to work properly

· Known discrepancies that are defined as problems discovered against the release and not fixed prior to delivery

· Identification of the system(s) and/or version(s) that this release was tested during system test (e.g., DSR BCC22, DARC DVP04, CARTS R32, ARSR4, RMM XCD1046)

· Identification of the key site facility and of system(s) and/or version(s) that this release was tested during key site test

· Key site lessons learned


6.3.12 System/Project Test Report       

At the conclusion of test activities, a system/project test report is created.  This report documents the tests performed and the results and data collected, as well as data reduction and analysis methodology.

Consideration should be given to the following items when developing a system/project test report:

· System/project and release identification

· Description of test conducted

· Schedule, location, and participants

· Data collection and analysis method

· Test results, conclusions, and recommendations

· Test limitations


6.3.13 Key Site Package (if applicable)      

Portions of the operational suitability test are both national and local in scope. The appropriate organization will prepare the key site operational suitability test procedures, which should include a comprehensive, plain language description of all components of the delivery. It should also include a description of potential operational impact derived from a review of applicable orders, directives and key site-specific procedures. Site participation is limited to providing expertise on site procedures and directives. The procedures could be developed independent of site personnel.

The appropriate organization should coordinate the:

· Generation and/or modification of required test plans

· Preparation and inspection of site deliverables

· Performance of a key site dry run on the key site executable deliverables

· Modification of documentation that will be coordinated and forwarded to selected key site and regional personnel (Redlined documents are forwarded if documents have not been finalized.)

· Development of a checklist of the items needed at the key site for the testing and troubleshooting of software and hardware

· Items, if not available at the key site, to be shipped prior to, or carried to, the key site facility


6.3.14 Finalize Field Familiarization Plan and Generic Upgrade Schedule       

The installation schedule (including test timetable, facility training requirements, necessary on-site support and IOC successes and lessons learned) from the key site is reviewed when planning for downstream implementation of the modification.


6.3.15 Key Site Test Report      

The development/test organization will modify its delivery documentation to include information in the fallback section of the SSM to communicate the results of all test activities. This should include information regarding test limitations, anomalies, known degradations to ATC and maintenance, and procedures for regression to the previous operational baseline. The development/test organization should ensure the delivery package is complete prior to release.  Ensure outstanding discrepancies/issues relative to the key site test are captured.  Any action items should be documented and assigned for disposition.


6.3.16 Discrepancies/Issues/Actions Documented      

Ensure outstanding discrepancies/issues/actions relative to the modification/release are captured. Any action items should be documented and assigned for disposition. All activities with status codes of yellow, red, or blue require annotation in the respective remarks column on the Gold Standard Matrix.

7 RECOMMENDED TEST AND EVALUATION PROCESSES      

This section is a brief summary of the recommended processes (a series of actions or operations) for performing the tests and test activities described in Sections 2.0 through 4. To meet the unique needs of a program, the T&E processes may be tailored based on:

a) Program complexity

b) Risks

c) Size of the acquisition

d) Acquisition strategies and type (e.g., COTS, services, software, hardware, procurement of systems or equipment, modification of facilities, changes in the physical infrastructure, development of functional interfaces, spiral development implementation, etc.)

A more comprehensive description of the recommended processes can be found in the Test and Evaluation Handbook.


7.1 SI SYSTEM TEST PLANNING PROCESS      

Initial test planning is accomplished during final investment analysis by the service organization. T&E program planning is based on the framework established in the Acquisition Program Baseline and AMS program documents. Program requirements are contained in the program requirements document. T&E support ensures the PRD contains Critical Operational Issues  that are completely described, operational in nature, represent observable phenomena, and testable.

The implementation strategy and planning document (ISPD) defines the overall test strategy for a program. System complexity, contracting approach, project schedule, and impact on the NAS are considered when developing test program strategies.

As the program matures, a procurement package, including a statement of work and specification, is developed. The test director, working with the service organization, should coordinate preparation of test sections for the statement of work, CDRL, and specification.

The service organization is responsible for coordinating key site-selection activities. The test director will provide the service organization a description of any special capabilities needed at the key site.


7.2 SI DEVELOPMENT TEST      

The DT process will differ from program to program, depending on size and complexity. It should progress from verifying requirements at the unit level and move incrementally to the fully integrated, fielded system level.

The following items define standard test activities that may be modified based on the program that needs to conduct DT:

a) DT Software Testing:  Verification of the specifications at the B level (subsystem). DT software testing usually addresses new and modified software broken down to the computer software configuration item, computer software component, and functional design components.

b) DT Hardware Testing:  Verification of specifications at the B level. DT hardware testing usually addresses new and modified hardware broken down to the hardware configuration item and hardware design items.

c) Factory Acceptance Testing (FAT):  Verification of primarily hardware, firmware, and COTS/NDI subsystem components to address B-level and A-level (system) specification items.

d) Functional Qualification Testing (FQT):  Verification of partially integrated hardware and software subsystem components, including COTS/NDI and modified COTS/NDI, to address B-level and A-level specification items.

e) DT Integration Testing:  Verification of proper installation and functioning of the complete system in the laboratory environment, including the verification of system interfaces with other NAS equipment and government furnished equipment.

f) DT System Testing:  Verification of integrated software and hardware components to address A-level specification items under conditions that emulate projected operational conditions.

g) Production Acceptance Testing (PAT):  Verification of production line units of developed hardware prior to installation at field sites to address B-level and some A-level specification items.

h) Site Acceptance Testing (SAT):  Verification of fully-integrated software and hardware components to address A-level specification items that could not be tested sufficiently during DT system testing. SAT also demonstrates that requirements verified under DT system testing continue to remain in conformance as installed at the operational site by executing a subset of DT system tests.


7.3 OPERATIONAL TEST      

Operational test (OT) encompasses test and evaluation of a product or service’s operational requirements. The primary objective of OT is to validate that a new or modified product or service is operationally effective and suitable for use in the National Airspace System and the NAS infrastructure is ready to accept the product or service.

Operational effectiveness and suitability testing includes user participation and may consist of the following test categories:

a) Reliability

b) Maintainability

c) Availability

d) Supportability

e) Degraded operations

f) Stress and NAS load testing of all interoperable subsystems

g) Human factors evaluations

h) Safety requirements validation and testing to identify new safety hazards

i) Security

j) Site adaptation

k) Transition switchover

l) Certification criteria

OT validation derives its test requirements from critical operational issues (COIs) and critical performance requirements specified in the program requirements document of the product or service under test. COIs focus on overall capability to support the operational mission. Critical performance requirements are requirements deemed essential to the successful performance of the product or service in meeting mission need.

A COI is decomposed into measures of effectiveness (MOEs) and measures of suitability (MOSs), both of which are analyzed to identify measures of performance (MOPs). The MOPs contain testable parameters which form the basis of OT test requirements. These OT test requirements form the foundation for test procedures by consolidating them into logical and comprehensive test run components. The V&V repository provides detailed information on the development and decomposition of COIs, MOEs, MOSs, and MOPs.

The data from OT is also used to support independent operational assessment.

APPENDIX A - BEST PRACTICES      

Best practices are fundamental principles that foster sound T&E programs.

A.1 Early Involvement of the Expanded T&E Team. Involve IOA and site personnel when defining the test strategy and increase coordination as development proceeds. IOA should be involved in all aspects of test planning and test strategy development that affects IOA. Field sector and air traffic managers should concur with the key site selection and with the demands that testing will place on the key site. The expanded test team should be apprised of program and schedule changes that might affect site testing, IOA, and Field Familiarization.

A.2 Use the WJHTC for Testing. The WJHTC has superb test and simulation facilities, experienced test personnel, and a corporate memory of FAA testing. Test at WJHTC instead of at the developer’s facilities when realistic operational environments are critical to the test. Beginning OT at WJHTC will minimize test disruptions to site operations.

A.3 Early Testing. The earlier in the acquisition management process problems are discovered the easier they are to correct, the lower the cost to correct, and the smaller the schedule impact. Transfer testing forward from the operational site to WJHTC to the developer’s facility when feasible. Increase resources for early testing until the marginal cost of additional testing equals the expected savings associated with finding problems earlier rather than later.

A.4 Coordination. Test programs for major acquisitions are extremely complex. Test program success is dependent on team coordination, even when test documents are perfectly prepared.

A.5 Contractor/FAA Relationships. The relationship between FAA and contractor personnel should be cooperative and goal-oriented rather than adversarial. Testing is adversely affected if FAA goals and contractor goals are significantly different or if organization loyalties are more important than cooperating to get the job done.

A.6 Use Software Inspections and Automated Tools to Reduce Testing Costs. It is reported that 60 to 90 percent of software defects are found through software inspection. In addition to eliminating some repetitive manual tasks, tools can promote effective dynamic analysis by guiding the selection of test data and monitoring test execution.

A.7 Testing COTS/NDI. COTS/NDI systems, like developmental systems, must satisfy NAS operational performance and suitability requirements. The greatest differences between COTS/NDI system testing and developmental system testing occur in lower-level tests where the user does not have access to COTS/NDI code, board designs, etc. Consider conducting OCDs/OCTs to stress COTS/NDI components and to demonstrate that the COTS/NDI equipment will function as expected in the NAS operational environment.

A.8 Joint Test Programs. For joint test programs to be successful, planning must start early in the acquisition management process. Mitigate differences through coordination, define roles and responsibilities, ensure requirements are broad enough to cover all participant needs, and develop and use similar test strategies.

A.9 Dry Runs. All test programs significantly benefit from the performance of “dry runs” of tests/procedures prior to formal conduct.

APPENDIX B - SI LESSONS LEARNED      

B.1 Introduction
In implementing the Acquisition Management System, it is imperative the FAA build on its successes and learn from its failures. To help disseminate the FAA’s T&E experience, this appendix presents lessons learned in T&E from several FAA programs and experiences. The information is from several sources, including project reports, organizational recommendations, and recommendations from experienced personnel.  The material is grouped according to functional area.  The project, on which the experience was gained is identified at the end of the lesson, when applicable.

Experience in test and evaluation indicate the following:

B.2 General
Early testing is crucial. This best practice is reiterated as a lesson learned. It is easier and cheaper to find errors earlier than later.

Test schedules are success-oriented and do not usually include time for re-testing and regression testing. Errors will be found. Create a correction process and schedule time to deal with problems.

Don’t allow developers to perform system tests on their own system. The test team should be independent of the development team.

A system is not truly tested until it is used by its target audience in an operational setting.
Establish entry and exit criteria. Solid entry and exit criteria should be established for each phase of testing, from dry runs to test readiness review (TRR), to developmental testing, to operational testing.

Ensure thorough FAA review of all developed and commercial documentation. All documentation reviewed by the FAA should be assigned to the appropriate organization for review. For example, all documentation intended for field use should not be approved by the FAA until the end-users of the target system have thoroughly validated the contents of the documentation. This also applies to commercial documentation. (Peripheral Adapter Module Replacement Item (PAMRI))

Define a streamlined hand-off process between FAA organizations. At the end of each test phase, a formal process for the transition of the system under test to other FAA organizations must be defined. The total status of the system and its components must be accurately conveyed. This transition process must include at a minimum: system configuration, hardware and software; problem status (description, fixes in progress, fixes installed and regression tested); and documentation status. Implementation of this lesson could be in the form of a memorandum of understanding. A coordination meeting should be held between the transitioning parties one month prior to system turnover.  (PAMRI)

B.3 Human Factors
Performance measuring. Measurements of the speed and accuracy of operators and maintainers performing critical tasks on a system have proven to be a good indicator of human-system capability. This information can reduce program schedule and cost risks.

Integrating performance measures. Efficiency in testing and analysis can be achieved by integrating measures of human performance and measures of human-system effectiveness with other system performance data collection and analysis activities.

B.4 Independent Operational Assessment (IOA)
Use the Independent Operational Assessment Readiness Declaration (IOARD). Establishing a high-level decision point for the start of IOA requires the developing organization to make a corporate-level decision on system readiness.

Use of the IOA Team and actual operators/users is critical. Using the IOA Team and actual operators and users in the planning, conducting, reporting, and assessment of IOA is critical to ensuring that operational assessments are realistic. It also facilitates a joint Technical Operations and Air Traffic decision on operational readiness.

Conduct IOA in an operational environment. Testing in an operational environment will verify NAS interoperability and identify specific operational deficiencies for correction by the acquisition/lifecycle maintenance organization.

Conducting IOA at the first operational site may not be sufficient to resolve all critical operational issues (COIs). In those cases, testing at subsequent sites or special test facilities may be required.

End-state maintenance/logistics plans need to be considered during IOA.
B.5 Operational Test
Involve FAA T&E organization in operational site testing prior to contract award. This involvement achieves their buy-in and ensures more successful site tests and in-service review and decision (ISRD).  (Digital Voice Recording System (DVRS))

Include vendor representative(s) in government testing. Allow a vendor representative to remain on site during government testing to provide additional training or clarification regarding the product.  (DVRS)

Classify users to aid data analysis. Consider classifying your users into the following classes: (1) Those who have worked with the program through many iterations; (2) those who have just had a “deliverable” level of training; and (3) those who have had no experience whatsoever. Interpretation of user responses to questionnaire data may need to be segregated. Maximize class 2 for legitimacy of findings.  (Voice Switching Communication System (VSCS))

Minimize test interference. Minimize parallel testing to avoid data corruption. Parallel testing is used to reduce the time required for operational testing, but it can cloud the issue of how representative of field experience the testing is. For example, VSCS tracked and reported on unplanned maintenance actions, but because fault insertion test shifts were interleaved throughout the period, VSCS was criticized for having inappropriate data points in our sample.  (VSCS)

Train the testers. For the evaluation, a high percentage of the testers should have received the most recent training package.  (VSCS)

Baseline the current field workload situation. Baseline the workload associated with the current field situation to facilitate categorizing the new system as an increase or decrease.  (VSCS)

Ensure that the test environment duplicates the operational environment. Do everything possible to have the test environment duplicate the operational environment. Do not allow extensive debug operations during the Operational Test timeframe. Declare the shift conditions (time of day, light versus heavy traffic, etc.) and make sure that decisions made by the operations personnel reflect those conditions.  (VSCS)

Schedule personnel in advance. The test schedule constantly changed, making it impossible to reliably schedule field personnel. Because the field personnel schedule needed to be established first, WJHTC personnel could not be scheduled until a day or two prior to testing.  (VSCS)

Establish and adequately train a pool of problem documenters to ensure consistency and accuracy of program trouble report (PTR) documentation. Assign at least one person from this pool to every shift to act as that shift’s lead documenter. Documenters should have strong overall knowledge of the system to facilitate communication.  (VSCS)

Vary tester responsibilities to maintain interest. Periodically change personnel responsibilities to facilitate the development of WJHTC personnel.  (VSCS)

Air Traffic and Technical Operations test teams need to communicate. Communication and coordination between Air Traffic and Technical Operations personnel is crucial to ensuring the most efficient use of personnel. At times, personnel reported for work but received no guidance or were not needed. Prior to each shift’s testing, all personnel need to be briefed on the test goals and the expected plan of action.  (VSCS)

Schedule the number of testers by need, not interest. Carefully schedule personnel, particularly during functionality testing, to match the requirements of the test. Too many or too few testers may cause distractions and inefficient use of personnel, thereby adversely affecting test completion.  (VSCS)

Avoid collocation of multiple test teams to avoid confusion. During functionality testing, multiple teams of testers occupied the same testing area but were performing different tasks. This led to confusion.  (VSCS)

Coordinate leaves of absence with testing schedule. Granting leave or returning test personnel to their facilities without coordinating with the Tech Center leads to staffing shortages. A suggested correction is for the Operational Test and Evaluation (OT&E) test lead to select a member of the OT&E test team to coordinate with the WJHTC concerning any schedule alterations.  (VSCS)

Familiarize testers with the system before writing test procedures. Hands-on familiarity with features under test facilitates test procedure preparation and test coordination. Often, WJHTC personnel must prepare testing procedures and coordinate tests (specifically functionality tests) by reading documentation explaining the feature under test. This is a difficult task, erroneous at times, which can precipitate a failure to adequately test all facets of the new feature. Developer demonstration of new features to WJHTC personnel prior to test procedure development would allow for more thorough understanding, leading to better test procedures. Formal training for test personnel should be considered.  (VSCS)

Use a laboratory reading binder. Establish a laboratory reading binder to facilitate Test Coordinator shift switchover. The oncoming Test Coordinator reviews the current status of testing prior to beginning each shift and is responsible for ensuring that all shift participants know their responsibilities. The binder might include a copy of the information delivered during the pre-test briefing as well as all approved changes and PTRs. Any amendments or additions to directives included in the binder should be signed by a designated approving authority.  (VSCS)

Involve field site personnel early in the test and development program. Early involvement of the site personnel has several major advantages:

1.   It allows earlier technical input from the system’s user community (design and operations).

2.   It provides the WJHTC personnel (development test and evaluation (DT&E) and OT&E) with the perspective of the site personnel and provides additional familiarization with using the system in the field.

3.   It allows site personnel earlier insight into system documentation.  (PAMRI)

Properly implement the problem management system. The problem management system is intended to manage the reporting, categorization, and resolution of problems identified and documented in the PTRs. Some of the lessons learned during PAMRI were:

1.   Establish and enforce problem reporting procedures. Specifically, identify all types of incidents that should be reported and explicitly specify the data to be collected and reported.

2.   Categorize and prioritize problems in a timely manner.  (PAMRI)

Schedule enough time to complete tests. The effectiveness of the display channel complex rehost (DCCR) OT&E suffered somewhat as a consequence of trying to maintain an extremely aggressive schedule. The test schedule was created so that development test and evaluation (DT&E), OT&E, and Site Acceptance Test (SAT) at the Chicago Air Route Traffic Control Center (ARTCC), and site I&I at the Fort Worth; Washington, DC; and Cleveland ARTCCs were all performed concurrently. The concurrent test activities resulted in contention for personnel and lab resources.  (DCCR)

Use an integrated test team approach. The PAMRI test team members had expertise in all major areas: hardware, software, systems engineering, human factors engineering, NAS operational procedures, maintenance procedures, and testing. Personnel were drawn from the WJHTC, the field sites, and support contractors. Using an integrated test team resulted in a comprehensive testing program with sufficient field and operational representation to instill confidence that the system met the requirements and that operational concerns were addressed and resolved prior to deployment to the first field site. This approach placed additional requirements, however, on test management. Using varied resources required additional familiarization with and training in the system, the requirements, the WJHTC laboratory, and the operational environment prior to the start of testing. Additionally, the team should be formed as early as possible and should be kept intact until all test activities are completed.  (PAMRI)

Establish a procedure for resolving critical operational issues. Operational issues became apparent during early phases as operational field personnel began to participate, but these issues were more or less ignored in order to emphasize meeting contract requirements at that time. A procedure should be established to ensure that any issues that arise are resolved by the appropriate group. Failure to do so may result in such issues becoming show-stoppers later.  (PAMRI)

Separate tapes and printouts. A problem with the PTR process was experienced during OT&E. At the beginning of OT&E testing, the PTR-related tapes and printouts were labeled and stored in the same box at the end of each day. This resulted in devoting several days to system analysis and recording (SAR) tapes to the printouts, which delayed PTR resolution.  The problem was eliminated by slotting the SAR/Core tapes in the library where they are maintained. In this manner, the software team (contractor) can access the SAR/Core tape data in order to fix the PTRs. Additionally, the problems were recorded accurately and thoroughly into a PTR database. The information indicated in the database included: the time, date, SAR and Core tape numbers, the defined problem and, the line printer listing (if available). These modifications to the PTR process proved to be extremely effective and increased productivity.  (DCCR)

B.6 Development Test (DT)
Use Comparative “Smart” Testing Between Vendors Prior to Selection.  (Digital Voice Recording System (DVRS)

Use an experienced data reduction and analysis (DR&A) team. An experienced data DR&A test team enabled better understanding of DR&A reports. This team worked several tests, which required huge amounts of data, and was able to extract important information for the test lead.  (Initial Sector Suite System (ISSS))

Emphasize test procedure success criteria. The FAA’s emphasis on test procedure success criteria for a limited number of tests resulted in thorough testing of requirements. Requirements were interpreted and agreements were made with developer counterparts on the best way to test the requirements, regardless of the verification method listed.  (ISSS)

List requirements in the test plan. Listing requirements in the test plan was very beneficial for tracking and allocating all requirements. Designating a location for testing  requirements and not allowing the location to be changed after a certain date made the requirement-tracking task manageable.  (ISSS)

Ensure FAA familiarity with the PTR database. FAA familiarity with the PTR database reduced dependence on the contractor for PTR information. It also provided insight into some of the problems with the system.  (ISSS)

Encourage and facilitate communication and interaction between the FAA and the developers. Close interaction between the contractor and FAA counterparts greatly enhanced the overall test effort. The e-mail facility among contractor personnel and housing contractor and their FAA counterparts facilitated communication.  (ISSS)

Ensure system engineering support of test. FAA test personnel often were called upon to make system engineering decisions, leading to prolonged disagreements with contractor system engineering personnel. System engineering decisions needed to be made in a more expedient fashion.  (ISSS)

Validate Log Analysis Monitor Program (LAMP) user routines in a timely manner. Late LAMP user routines (LUR) validation led to confusion during test run analysis. Some LURs were validated after use for fault detection, isolation, and recovery (FDIR) runs, while some were validated during test runs. Others did not work for FDIR. Since the LURs were validated so late, there was no time to correct them for FDIR.  (ISSS)

Useful DR &A tools are needed. There was a general lack of useful DR&A tools. The LURs were canned reports and did not provide the flexibility needed for data analysis. In some cases, huge amounts of data could not be reduced using LAMP, which limited FAA effectiveness during data analysis.  (ISSS) 

List requirements text in the test procedures. This would have saved a lot of time during inspection preparation. The lack of requirements text in the test procedures required keeping the test plan on hand at all times.  (ISSS)

Avoid last minute test procedure changes. Continuous last minute test procedure script updates led to confusion during test runs. Many times, the contractor provided the procedures at the start of laboratory time, without giving the FAA counterpart enough time to review updates.  (ISSS)

Be selective in deciding which debug sessions to attend. Constant monitoring of debug runs caused FAA burnout. The FAA was requested to attend all laboratory times at all hours to monitor test progress. Often, little was accomplished, or the laboratory time was spent collecting data for PTR resolution. FAA attendance at all laboratory times may have been unnecessary.  (ISSS)

Ensure timely delivery of documents on electronic media. Long delays of document deliveries via electronic media made document review tedious, particularly requirements tracking. Confusion was created when the electronic version was delivered late and with changes that made it inconsistent with the hard copy delivered earlier.  (ISSS)

Test requirements to only the level at which they are specified. Interchanging system specifications and low-level hardware and software requirements led to confusion during requirements allocation tracking and testing.  The requirements had an improper level of detail in some cases.  (ISSS)

Follow system acquisition standards and guidelines. It is imperative to follow system acquisition standards and guidelines. In the past, the test organization wrote documents that should have been written at the beginning of the acquisition phase.  (System Support Computer Complex (SSCC-1/SSCC-3))

Identify the test bed for system support early. From the onset of system procurement, the FAA must be sure of exactly the kind of test bed needed for system support. This test bed includes facility management for monitoring test bed use and configuring it for use. It also includes the simulation architecture needed to run the test bed as a stand-alone system. As operational requirements mature, efforts must be made to derive support requirements, based on an already-published operational concept, from them.  (SSCC-1/SSCC-3)

Do not diminish the importance of installation and integration testing (I&I). I&I test procedures must be considered as important as DT&E and OT&E testing. I&I testing was lacking on this program, not only because of the reuse of possibly ineffective procedures but also because of a nebulous requirement set that applied to equipment throughout the system. All other testing will benefit from more attention to I&I testing and development of more effective I&I procedures.  (SSCC-1/SSCC-3)

Monitor deferred functionality closely. The FAA should be careful when allowing functionality to slip to further segments or partitions in the test program, because this may lead to failure to either produce the functionality or test the functionality.  (SSCC-1/SSCC-3)

Develop a transition plan. When new support systems evolve, the FAA should develop a plan for transitioning from the current system to the new system. If functionality is different, the FAA should ensure that users understand how and why.  (SSCC-1/SSCC-3)

Adequately train all test personnel on the system. The test organization needs as much or more training than the user community on whatever system is accepted, especially upfront. The system should be made accessible as early as possible, even if the software is not robust or the system is not in its end state. The test organization needs to be familiar with the system before it can be tested.  (SSCC-1/SSCC-3)

Facilitate a team effort. A DCCR Joint Test Working Group (DJTWG) was formed to facilitate a team effort. This group was composed of FAA personnel and support and prime contractor test personnel. The group held weekly meetings and all test issues, including laboratory resources, were discussed and resolved. The availability of laboratory resources needed by the DCCR program was highly constrained. En route laboratory was time-shared for testing the DCCR and the display system replacements (DSRs), and the DCCR schedule itself involved system resources time-sharing for DT&E testing and OT&E testing and training functions. During the DJTWG meetings, the conflicting requirements for laboratory resources needed by each team member were quickly resolved, accomplishments were discussed, and problems encountered during the testing were resolved. The formation of this group was very beneficial to the DCCR program.  (DCCR)

B.7 System Acceptance Testing
Use the WJHTC as the factory location.   The decision to use the WJHTC as the location to conduct factory system testing was one of the most beneficial decisions on the PAMRI test program. The benefits of this decision were earlier deployment and test in a more realistic operational environment; earlier FAA exposure to and use of the system; and elimination of one previously planned move and installation of the equipment. 

Isolate test systems from operational systems.  When testing the new equipment in an operational environment, extreme care must be taken to ensure that the system under test is isolated from the operational system. During the DCCR testing at the Fort Worth ARTCC, the direct access radar channel (DARC) interface was inadvertently left connected to the Host system while DARC was being used to control air traffic. When a test scenario to test the DCCR system was run, the targets generated by the scenario were displayed not only on the DCCR plan view displays (PVDs), but also on the DARC PVDs that were being used by the air traffic controllers. When they realized that some of the targets displayed on their PVDs were not real targets, the entire system was declared non-operational. To ensure that this type of situation does not happen again, the following corrective steps were added to the DCCR site system acceptance test procedures:

1.   Connect/disconnect operational system by hardware logic.  The R-console interface module (RIM) jumpers were physically pulled to connect the available PVDs to the DCCR system. During removal of any equipment, site personnel should be present and in agreement with the procedure to be performed.

2.   Use software commands to disconnect operational system interfaces.  The Host-DARC interface was disabled at both ends.  The network management interface contractor (NMIC) disabled the DARC side of this interface, while the DCCR test team disabled the Host side of the interface.

3.   Perform a visual check of the status of all interfaces of the operational system. A printout of the status of Host interfaces was obtained and reviewed to verify that all Host interfaces, including DARC and radar, were disabled. Additionally, the use of any initialization checks should be verified between site personnel and contractors before complete system bring-up.  This will ensure that site personnel are satisfied that all critical device assignments are consistent with what is required. 

APPENDIX C - FORMAT AND CONTENT GUIDANCE FOR T&E DOCUMENTS       

Appendices C-1 through C-19 provide content and format guidance (templates) for 20 T&E documents that are prepared or used by the FAA.


C-1: CONTENT AND FORMAT OF FAA OPERATIONAL TEST (OT) PLANS       

The Operational Test (OT) Test Plan forms the basis for the OT program.  It describes the various planning and preparation activities required prior to the OT, the testing to be accomplished, organizational responsibilities for the testing, how test procedures will be executed, discrepancy management, and how the test results will be reported.  The OT Test Plan describes the OT program to stakeholders.  It also provides sufficient detail to guide the development of OT test procedures.

(Note:  Sections 1.0, 2.0, 3.0, 4.0, and 5.0 are section headers only and do not require any text.)

Cover Page:  The cover page contains the official title of the system/service, the title of the test plan (for example, “OT Test Plan for xxxx”), the document control number, the version number, and the publication date.

Signature Page:  The signature page contains the date, signatures of the approving authorities, and their titles and organizations.  Approval authorities will include the Program Manager, the second line T&E Manager, and the OT Test Director.

Document Version Control:  The document version control page maintains the document version number, version date and change summary for each document version throughout the OT Test Plan’s history.

Table of Contents:  The table of contents correlates section and paragraph numbers and titles to page numbers.  Figures and tables are listed separately.

1.0 Introduction:  (Section header only) This section contains the following paragraphs to provide the reader with an introduction to the OT Test Plan.

1.1  Background:  This paragraph presents an overview of the OT program, to include the type of acquisition (e.g., system or service, Commercial Off-the-Shelf (COTS)/Non-Developmental Item (NDI), software only, etc.) that the OT program will address, and any prior test activities leading to the OT (e.g., Operational Capability Demonstration (OCD), Operational Capability Test (OCT), Development Test (DT), etc.).

1.2  Purpose:  This paragraph defines the specific purpose of the OT Test Plan (for example, “This OT Test Plan describes the various planning and preparation activities required prior to the OT, the testing to be accomplished, organizational responsibilities for the testing, how test procedures will be executed, discrepancy management, and how the test results will be reported.”).

1.3 Scope:  This paragraph identifies the Acquisition Management System (AMS) lifecycle phase (i.e., Solution Implementation (SI) or In-Service Management (ISM)) and the requirements source (e.g., Program Requirements Document (PRD), etc.) that the OT program will address.

2.0  Reference Documents:  (Section header only)  This section contains a list of the documents referenced in the OT Test Plan that are used to direct or to support the implementation of the OT program, including their current dates and version numbers as published.

2.1  FAA Documents:  This paragraph contains references to the applicable FAA documents including, at a minimum, the Test and Evaluation Master Plan (TEMP), Implementation Strategy and Planning Document (ISPD), Program Requirements Document (PRD), and Test and Evaluation (T&E) Handbook.

2.2 Other Government Documents:  This paragraph contains references to any applicable non-FAA Government documents.

2.3 Non-Government Documents:  This paragraph contains references to any applicable non-Government documents.

3.0 System/Service Description:  (Section header only) This section describes the system/service to be tested.  It contains the following paragraphs.

3.1 System/Service Overview:  This paragraph contains a general system/service description.  A block diagram of the hardware and/or software is included.  The system/service description also summarizes the operational environment into which the unit under test will be placed.

3.2 Interfaces Overview:  This paragraph provides a functional description of the system/service test interfaces.  A list and/or block diagram of the system/service interfaces should be placed in this paragraph.

3.3 Operations and Maintenance Concept:  This paragraph summarizes the operational use and concepts, including the maintenance philosophy, for the system/service under test.  This paragraph will be consistent with the PRD.

4.0 Test Program Description:  (Section header only) This section contains the following paragraphs, which describe the planned OT program and the tests to be conducted.

4.1 Test Requirements and Concept:  (Paragraph header only) The following subparagraphs describe the Critical Performance Requirements (CPRs), Critical Operational Issues (COIs), and the test and evaluation approach that is being applied to the OT program.

4.1.1 Critical Performance Requirements (CPRs):  This paragraph lists the CPRs.  CPRs are program requirements deemed essential to the successful performance of the system or service in meeting the acquisition program’s mission needs.  Special emphasis is placed on these requirements to ensure their visibility to management in support of making prudent and timely decisions.

4.1.2 Critical Operational Issues (COIs):  This paragraph lists the COIs.  A breakdown of the COIs into Measures of Effectiveness (MOEs), Measures of Suitability (MOSs), and ultimately, Measures of Performance (MOPs) will be attached to the OT Test Plan as Appendix A.  Additionally, a Verification Requirements Traceability Matrix (VRTM), which traces the COIs/MOEs/MOSs/MOPs and applicable program requirements to the respective OT test activities and test cases in which the MOPs and requirements will be verified and/or validated, will be attached as Appendix B.

4.1.3  Verification Requirements Traceability Matrix (VRTM):  A VRTM, which traces the COIs/MOEs/MOSs/MOPs and applicable program requirements to the respective OT activities and test cases in which the MOPs and requirements will be verified and/or validated, will be attached as Appendix B.   The VRTM should be updated to include all current safety requirements from the Safety Requirements Verifications Table included in each program’s Safety Risk Management Document (SRMD).

4.1.4  Test and Evaluation Approach:  This paragraph describes the overall test approach and reporting strategy that will be applied to all operational testing addressed in this plan (for example, “A systematic approach will be used to evaluate the system/service under a range of operational conditions that are representative of those found at field facilities.  OT activities use operationally representative systems/services along with realistic loads, realistic simulated interfaces and/or real interfaces, new and/or  operational documentation, operational personnel, and actual operational procedures.  OT evaluations and reports will address the level of performance based on the CPRs, COIs, and applicable program requirements in support of decision-making, leading to operational use of the system/service.”).

4.2  OT Test Activities:  This paragraph identifies the major OT test activities that will be executed to evaluate the system/service (e.g., NAS Integration Testing, Stress and NAS Load Testing, Safety Testing, Security Testing, etc.).

4.3 Test Environment:  This paragraph describes the test facilities where the testing will be conducted, and the number of systems that will be tested.  The descriptions should include the test locations and environmental conditions (e.g., weather, terrain) as appropriate.  For example, some systems may require testing at several test locations that represent the range of environmental and operational conditions in which the system/service will be used.  This paragraph also describes how closely the test environment represents the actual, intended operational environment.  For example, some testing may be performed using testbeds, simulators and other drivers, and may not include actual interfaces and external equipment.  Include plans for accreditation of the test environment or reference a separate OT Accreditation Plan.

4.4 Test and Analysis Tools:  This paragraph lists and describes the test, data reduction, and analysis tools that will be used to support the testing.  These tools may include hardware tools (e.g., instrumentation, prototypes/mockups) and/or software tools (e.g., simulators, software programs).  Include plans for test tool accreditation or reference a separate OT Accreditation Plan.

4.5 Test Descriptions:  This paragraph describes the test hierarchy from the OT activity level down to the individual test cases.  An illustration or text may be used.  An example of a test hierarchy illustration is provided below:
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The text following the test hierarchy should provide a lead-in to the subparagraphs (for example, “The following paragraphs describe each test case to be conducted and contain sufficient information to plan and develop the test procedures and schedule the test cases described.”)  (Note that test case groups may be used to logically organize similar test cases.) 

4.5.x  Test Case Title:  This paragraph specifies the title of and a number designation for the test case.

4.5.x.1  Test Case Objectives and Criteria:  This paragraph states the objective(s) of the test case and the criteria for meeting these objectives.  The criteria should describe the conditions necessary for meeting the test objectives.  (For example, “The objective of this test case is to evaluate system performance under maximum track capacity.  The criterion for meeting this objective is that the xxx system meets the requirements specified in Paragraph 4.5.x.2 below under a simulated maximum track loading.”)

4.5.x.2  Test Case Requirements:  This paragraph identifies the MOPs and requirements that the test case will verify/validate.  Additionally, this paragraph will identify whether the MOPs and requirements will be fully verified/validated or only partially verified/validated by this test case.  For example:

	MOPs

	MOP #
	MOP Text
	Full/Partial

	1.1.1
	The system shall…
	Full

	1.1.2
	The system shall…
	Partial


	Requirements

	Reqt. #
	Requirement Text
	Full/Partial

	3.1
	The system shall…
	Partial

	6.2
	The system shall…
	Full


4.5.x.3  Test Case Approach:  This paragraph states the methods that will be used to meet the test objectives and to verify/validate the MOPs and requirements allocated to this test case.  This description can include a list of the types of tasks or activities that will occur, the specific test conditions and test scenarios, and special operational situations that may occur in the test.  The test approach should also specify estimates of the type and number of personnel, any special test equipment, and data collection methods.

4.5.x.4  Data Collection and Analysis Methods:  This paragraph explains how the test data will be obtained and describes how the data will be analyzed to obtain the results.

5.0 Test Management:  (Section header only) This section contains the following paragraphs.

5.1 Test Management Organization:  This paragraph should briefly identify the Program Office and the Government and contractor test organizations.  The following paragraphs describe the structure and composition of the test organizations and teams responsible for carrying out the testing.

5.1.1 Test Program Roles and Responsibilities:  This paragraph identifies the specific Government and contractor organizations that will conduct and support the testing.

5.1.2 Other Participating Organizations:  This paragraph describes specific roles and responsibilities of organizations that provide support to OT test activities and test-related events (e.g., Subject Matter Experts (SMEs), field support personnel, and Government Furnished Equipment (GFE)/Government Furnished Information (GFI) providers).

5.1.3 Integrated Test Team (ITT):  This paragraph describes the composition and roles of the ITT.

5.1.4 OT Test Working Group:  This paragraph describes the composition and roles of the OT Test Working Group (TWG).

5.1.5 Test Conduct Team(s):  This paragraph describes the positions and duties of test team(s) that will conduct the tests.  The organizations represented on the test team should be defined (for example, “The Test Manager will be an active field representative.”).  A block diagram(s) may be used.

5.2 Training:  (Paragraph header only) The following subparagraphs describe the range and level of training and familiarization needed to develop test procedures and execute tests.  Each subparagraph identifies where and when the required training will be provided and by whom.

5.2.1 Test Developer Training:  This paragraph describes the type of knowledge (system/service and operational) that the test developers need.

5.2.2 Test Participant Training:  This paragraph describes the type of knowledge (system/service and operational) that the test participants need according to their various roles (e.g., system operators, observers, Data Reduction and Analysis (DR&A) personnel, etc.).  For example, system operators participating in OT should receive training that represents the training that actual operators will receive to perform their jobs with the new system/service.

5.2.3 Special Training Requirements:  This paragraph describes any special knowledge needed by the test team(s) (e.g., familiarization with the test program and the test facility, use of special test tools, etc.).

5.3 Configuration Management:  (Paragraph header only) The following subparagraphs describe the system/service configuration management and the testbed configuration management.

5.3.1 System/Service Configuration Management:  This paragraph describes the methods for ensuring that the system/service under test is consistent (e.g., configuration audits) and how changes to the baseline system/service (audited system/service) will be controlled.  In addition, the program CM Plan (if available) should be referenced in this paragraph.

5.3.2 Testbed Configuration Management:  This paragraph describes the configuration management of any testbeds and test tools.  The description includes the extent of the testbed and test tool configuration audits (hardware line replacement unit (LRU) by part number/serial number, revision level, software by version, and build date) and when the audits will be conducted in relation to the test schedule.  The test team CM Plan should also be referenced in this paragraph.

5.4 OT Entrance Criteria:  This paragraph describes a list of the items and conditions, such as system/service readiness and planned project milestones that must be met before testing can begin.  It should identify the requirement for a Test Readiness Review (TRR) to assess if the entrance criteria have been met.  (Note:  A test procedure should include more specific test readiness criteria.)

5.5 OT Test Execution:  This paragraph describes the common process and flow that will be followed for the conduct of all test sessions.  It should address pre-test briefings, preparatory checklists, standard procedures for managing test execution (e.g., lab coordination, use of test logs, etc.), and post-test reviews.  Additionally, the common criteria used to determine if a re-test will be required (e.g., excessive missed or failed test steps, a large number of deviations or false starts, etc.) should be included in this paragraph.

5.6 Discrepancy Reports (DRs) and Program Trouble Reports (PTRs):  This paragraph describes the process of recording, prioritizing, tracking, and correcting deficiencies experienced during OT.

5.7 OT Caucus:  This paragraph should address the conduct of an OT Caucus at the completion of OT test execution to assess the impact of DRs and PTRs on COIs, MOEs, MOSs, MOPs, and CPRs, and to determine their operational criticality.  Safety hazards linked to requirements should also be statused and any new safety hazards should be reported on.  It should also describe the process for conducting and reporting on the results of the OT Caucus in an OT Caucus Summary Report.

5.8 OT Exit Criteria:  This paragraph describes the measures, standards, or conditions that must be met in order to ensure that the OT objectives have been met and that the system/service has been adequately verified and validated for operational effectiveness and suitability.  (Note:  A test procedure should include more specific test completion criteria (e.g., success criteria).)

5.9 OT Reports:  This paragraph identifies the type of test reports (i.e., OT Interim Assessment Report, OT Quicklook Test Report, and OT Final Test Report), when they will be published, which milestones/key decisions they will support, and to whom they will be distributed.

5.10 OT Schedule:  This paragraph contains a testing schedule, to the detail known at the time of test plan development.  The test schedule is presented as a Gantt chart, and includes other development/acquisition activities (e.g., test procedure development and dry runs, test capability development and accreditation, etc.) and milestones as appropriate to indicate interdependencies.

5.11 Operational Personnel Resource Requirements:  This paragraph describes the operational personnel (e.g., Air Traffic, Technical Operations, etc.) needed for each OT test activity.  The description includes operational positions required and the skills associated with each position; the role of individual test personnel; the organizations supplying the personnel; and the time periods for which personnel will be requested.  Personnel resource requirements for operational test capability development and accreditation should also be included in this paragraph.  All of this information may be presented in a table.

5.12 Planning Considerations and Limitations:  This paragraph describes the risks and limitations that may affect full verification and validation for operational effectiveness and suitability of the system/service under test.  The potential impacts of any identified risks, in addition to proposed mitigations, must also be identified.  Additionally, any known limitations affecting the evaluation of program requirements (e.g., lack of true realism due to simulation rather than live operations, non-availability of critical interfaces, etc.) should be described, as well as any planned work-arounds and resolutions.

6.0 Acronyms:  This section identifies all acronyms used in the OT Test Plan.

Appendix A:  COI Decomposition – Decomposes COIs into MOEs, MOSs, and ultimately MOPs, including associated OT test activities and test cases for each MOP.

Appendix B:  OT VRTM – Table which traces the COIs/MOEs/MOSs/MOPs and applicable program requirements to the respective OT test activities and test cases in which the MOPs and requirements will be verified and/or validated.   COIs and requirements with safety hazards linked to them should be identified.

Note:  Additional appendices may be added to the test plan, as appropriate, to provide detailed information.


C-2: CONTENT AND FORMAT OF OPERATIONAL TEST (OT) PROCEDURES       

Title Page: The title page contains the official name of the system, the title of the test to be accomplished and the words “OT Procedures.” The title page contains the signature of the approving authority, date, title, and organization represented.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables, and figures are listed separately.

1.0  Introduction: This section provides an overview and brief description of testing to be accomplished.

2.0  Reference Documents: This section contains all reference documents used in the development of the Test Procedure.

3.0  Test Description: This section describes the unit under test and how it will be placed in its operational environment. (This section is based on the system description presented in the OT plan.)  Any known variations from the system to be fielded shall be noted. This section contains the following paragraphs.

3.1  Test Overview: This paragraph contains a general system description. A block diagram of the hardware and/or software will be included. The system description also summarizes the operational environment into which the unit under test will be placed. This summary includes operations concept, maintenance concept, and operational training requirements as necessary. The system description also includes operational positions affected by the unit under test.

3.2  Interfaces: This paragraph describes how the interfaces of the unit under test are to physically and functionally perform.

4.0  Test Program Description: This section is a summary of the Test Program as presented in the OT plan.

5.0  Test Management: This section contains the following paragraphs.

5.1  Test Director: This paragraph defines the test director's roles and responsibilities in conducting the test.

5.2  Coordination: This paragraph describes the coordination required prior to, during, and after testing.

5.3  Deviations: This paragraph defines any deviations from the OT plan. This paragraph addresses what effect the deviations will have in meeting the test objectives/requirements.

5.4  Data Elements: This paragraph provides a summary and definition of all data elements to be collected during the test. (Note: The data elements must support the validation of the OT objectives/requirements listed in the test description of the OT plan.)

5.5  Data Base Design and Structure: This paragraph provides a description of the architectural structure of the database containing the electronically recorded test data that will be used to evaluate the system.

Appendix: This Appendix is labeled Test Procedures and contains the detailed individual test procedures. Each individual test procedure is a self-contained information packet that provides all the information necessary for the tester to set up, conduct, and collect data from the test.

Individual test procedures are written in small logical units of work to facilitate resumption of testing after scheduled or unscheduled interruptions with a minimum of reconfiguration.

The minimum requirements for the contents of individual test procedures include:

a.   Title. A unique test procedure identification, which is preferably based on a numbering convention used in the Test Plan. Identification may be based upon test (or requirement) series, category, subcategory, or other alpha-numeric designation.

b.   Test Objectives. Detailed objectives of this particular test procedure. Reference the OT objective(s)/requirement(s) being evaluated by this test procedures.

c.   Initial Set up/Configuration. State the initial conditions that must be present prior to the start of the test. Examples include: operational software and/or hardware levels, hardware configuration, environmental conditions, and normal or degraded conditions. This section may be in the form of a checklist, if desired.

d.   Test Personnel Requirements. List types, number, and skill levels of test participants required to execute the test, include any demographics as applicable. State the type, number, and skill levels of test monitors and test support personnel required.

e.   Test Support Hardware, Software, and Documentation. List the test support hardware, software, and documentation required to execute the test. In addition, list any operational, procedural, or reference manuals required by the test participants (i.e., maintainers, operators, controllers, etc.) during conduct of this test procedure.

f.    Evaluation Criteria. Identify the standards used to judge the achievement of operational effectiveness and suitability as they relate to a level of performance against which system characteristics are compared. Identify the data required to satisfy the requirement: for example, two false detections per hour of test scenario.

g.   Procedures. The test procedures will be written in detailed step-by-step instructions. Step-by-step procedures for conducting the test will be provided. These procedures include all test actions, sequences of actions, and the proper responses to the actions. Test events will be described in the order in which they are planned to occur, with dependency of any one event on another indicated. Test responses/outputs with specified allowable tolerances will be indicated.

Test procedures shall contain the following information:

1.   Each step will have an action step with the expected response to the action.

2.   Exceptions to action steps will be instructions to the tester, which will be defined as such.

3.   Test procedure steps that validate requirements will list the criteria and all requirements verified by the procedure.

4.   Test procedures will be written in logical units of work to facilitate resumption of testing after scheduled or unscheduled interruptions of testing.

5.   Each action with an expected response will contain an initial block for the test director and/or his or her representative.

6.   Each test and/or sub-test contains a sign-off sheet for the test director.

h.   Data Collection, Recording, and Reduction. Describe how data will be collected recorded, and reduced for processing. Identify the forms, formats, equipment, procedures, and resources to be used in gathering test data. For example, data collection personnel will record false detections on a data collection form and will attach these data collection forms to the test procedures. Completed forms will be collected at the end of the day and keyed into the central database during the second shift so they will be available for review and analysis the following day.

i.    Analysis Methods. Describe how the data will be displayed and analyzed to lead to evaluation of the MOPs/MOEs and COIs. For example, the mean false detections per hour will be displayed in a diagram, figure, etc., used to support data and/or results.


C-3: CONTENT AND FORMAT OF OPERATIONAL TEST (OT) REPORTS       

The OT Final Test Report documents the results of all formal testing and the resolution plans of any issues discussed at the OT Caucus.  It expands upon the content provided in the OT Quicklook Test Report by providing detailed analysis and supporting data from the OT.  Thorough descriptions of the performance, functional capabilities, and operational limitations of the system/service must be included in the OT Final Test Report.  Additionally, the report must provide recommendations pertaining to the operational use of the system/service and any associated risks or limitations.

(Note:  Sections 1.0, 2.0, 3.0, and 4.0 are section headers only and do not require any text.)

Cover Page:  The cover page contains the official title of the system/service, the title of the test report (for example, “OT Final Test Report for xxxx”), the document control number, the version number, and the publication date.

Signature Page:  The signature page contains the date, signatures of the approving authorities, and their titles and organizations.  Approval authorities for all William J. Hughes Technical Center conducted testing will include the Director of the William J. Hughes Technical Center and the OT Test Director.  Approval authorities for all other testing should include the T&E Group Manager and the OT Test Director.

Document Version Control:  The document version control page maintains the document version number, version date and change summary for each document version throughout the OT Final Test Report’s history.

Executive Summary:  This section provides a brief overview of the purpose of the OT Final Test Report, the scope of the OT testing conducted, a results summary, and conclusions/recommendations.  The purpose should state why the OT Final Test Report is being written (for example, “The purpose of this OT Final Test Report is to provide a comprehensive operational assessment of system/service xxxx in support of the In-Service Decision (ISD).”).  The scope should state what system/service was tested, where and when it was tested, by which test organization(s), and in accordance with which OT Test Plan/Procedures.  The results summary should status the Critical Operational Issues (COIs), Critical Performance Requirements (CPRs), safety hazards, and any open Priority 1 and 2 Discrepancy Reports (DRs)/Program Trouble Reports (PTRs) and their impact on operational performance.  The concluding paragraph should summarize the operational effectiveness and suitability assessment of the system/service.  It should also provide recommendations pertaining to the operational use of the system/service and any associated risks.  This section should be no more than 3 pages long.

Table of Contents:  The table of contents correlates section and paragraph numbers and titles to page numbers.  Figures and tables are listed separately.

1.0 Introduction:  (Section header only) This section contains the following paragraphs to provide the reader with an introduction to the OT Final Test Report.

1.1 Purpose of Report:  This paragraph states the purpose of the OT Final Test Report (for example, “The purpose of this OT Final Test Report is to provide a comprehensive operational assessment of system/service xxxx in support of the In-Service Decision (ISD).”).

1.2 Scope of Report:  This paragraph provides the scope of the OT Final Test Report (for example, “This OT Final Test Report describes the results of the OT as executed based on the approach outlined in the xxxx OT Test Plan.  Deviations from the OT Test Plan are noted in the appropriate section(s) of this report.”)

2.0  Reference Documents:  (Section header only)  This section contains a list of the documents referenced in the OT Final Test Report that were used to direct or to support the implementation of the OT program, including their current dates and version numbers as published.

2.1  FAA Documents:  This paragraph contains references to the applicable FAA documents including, at a minimum, the Test and Evaluation Master Plan (TEMP), Implementation Strategy and Planning Document (ISPD), Program Requirements Document (PRD), OT Test Plan, OT Test Procedures, OT Quicklook Test Report, and Test and Evaluation (T&E) Handbook.

2.2 Other Government Documents:  This paragraph contains references to any applicable non-FAA Government documents.

2.3 Non-Government Documents:  This paragraph contains references to any applicable non-Government documents.

3.0 System/Service Description:  (Section header only) This section contains the following paragraphs.

3.1 System/Service Overview:  This paragraph contains a general system/service description.  A block diagram of the hardware and/or software is included.  The system/service description also summarizes the operational environment into which the unit under test will be placed.  (See Paragraph 3.1 of the OT Test Plan)

3.2 Interfaces Overview:  This paragraph provides a functional description of the system/service test interfaces.  A list and/or block diagram of the system/service interfaces should be placed in this paragraph.  (See Paragraph 3.2 of the OT Test Plan)

3.3 Test Configuration:  This paragraph includes a description of the testbed(s), including hardware and software, that was used for the system/service OT.  A full description of any software and hardware changes made during testing will be presented.  All of the descriptions included in this paragraph will be detailed enough so that anyone with the proper technical background, but without previous knowledge of the system, will have a basic understanding of how the system operates and any constraints under which it was tested.

3.4 Test and Analysis Tools:  This paragraph lists and describes the test, data reduction, and analysis tools that were used to support the testing (see Paragraph 4.4 of the OT Test Plan).  Descriptions must include specific hardware and software versions used.

4.0 Test & Evaluation Description:  (Section header only) This section contains the following paragraphs, which provide details of how the testing was conducted for each test case.  The reporting of test cases may be organized by their associated test case groups and/or test activities in accordance with the OT Test Plan.

4.x  Test Case Title:  This paragraph specifies the title of and a number designation for the test case.

4.x.1  Test Case Objectives/Criteria:  This paragraph states the objective(s) of the test case and the criteria for meeting these objectives.  (See Paragraph 4.5.x.1 of the OT Test Plan)

4.x.2  Test Case Description/Dates and Locations/Participants:  This paragraph describes how the test case approach outlined in the OT Test Plan (see Paragraph 4.5.x.3) was implemented, including all dates, locations, and participants.  Additionally, any deviations from the test case approach as delineated in the approved OT Test Plan or OT Test Procedures must be documented in this paragraph.

4.x.3  Data Collection and Analysis Methods:  This paragraph explains how the test data was obtained and describes how the data was analyzed to obtain the results.

4.x.4  Results/Discussion:  This paragraph describes the results of the test case relative to the test requirements and test objectives.  The MOPs and requirements associated with the test case will be referenced to and have their status provided in Appendix C, OT VRTM.  Any failed MOPs or requirements will be identified in this paragraph (Note:  PRD requirements which are CPRs must be annotated as such).  DRs/PTRs that were generated to document system/service anomalies will also be discussed.  Figures and/or tables may be used to organize and present the results.  Any deviations encountered during test case execution must also be documented.

4.x.5  Conclusions:  This paragraph states facts and conclusions that logically flow from, and can be supported by, the specific results.  An assessment of the system/service performance based on the test case results will be discussed.  Additionally, any operational risks, safety hazards, or limitations related to the test case results will be identified.  This paragraph will also identify the COIs and CPRs assessed by this test case and whether the COI or CPR has been adequately met.

5.0 Results Summary:  This section will status all of the COIs and CPRs (i.e., whether they have been met, partially met, or not met) and describe any open Priority 1-3 DRs/PTRs and their impact on meeting the COI or CPR.  The effects of the DR/PTR on the CPR and the COI and associated MOE(s)/MOS(s) will be included.  Status requirements linked to safety hazards documented in the Safety Risk Management Document (SRMD).  Any new safety hazards should be documented.  Additionally, any DR/PTR relating to an existing or new safety or security issue should be highlighted in this section.  Appendix A, OT Issues Matrix, will be referenced in this section.

6.0 Conclusions and Recommendations:  This section will include an assessment of the operational effectiveness and suitability of the system/service and any recommendations supporting a deployment decision or acquisition milestone.  Summarize the operational capabilities of the system/service and identify any risks or limitations and summarize any know safety hazards.   Indicate if additional testing will be necessary, the requirements to be re-tested, the impact on the test program, and where the regression testing will take place.  Additionally, if any testing had to be deferred, it will be addressed along with the reason for the deferral.

7.0 Acronyms:  This section identifies all acronyms used in the OT Final Test Report.

Appendix A:  OT Issues Matrix – Table which identifies whether the COIs and CPRs have been met, and traces the open high-priority (1-3) DRs/PTRs to the COIs and CPRs that are affected.

	OT Issues Matrix

	COI
	Was COI

Met?
	Open DRs/PTRs
	Discussion/Risks

	(COI No. & Title)
	(Yes/Ltd/No)
	(DR/PTR No., Priority, Title)
	(Describe why the COI was answered Yes, Ltd, or No.  If the answer was Ltd or No, briefly describe the impacts of the DR/PTR on the COI & associated MOE(s)/MOS(s) which support the answer.)

	CPR
	Was CPR Met?
	Open DRs/PTRs
	Discussion/Risks

	(CPR No. and/or Title)
	(Yes/Ltd/No)
	(DR/PTR No., Priority, Title)
	(Describe why the CPR was answered Yes, Ltd, or No.  If the answer was Ltd or No, briefly describe the impacts of the DR/PTR on the CPR.)


Yes – COI/CPR fully met under all test cases (No significant issues impacting COI/CPR)

Ltd (Limited) – COI/CPR could not be met under all test cases/conditions; ability to meet COI/CPR is limited (One or more significant issues impacting COI/CPR)

No – COI/CPR not met (Serious shortfalls affecting COI/CPR)

Appendix B:  OT VRTM – Table which traces the COIs/MOEs/MOSs/MOPs and applicable program requirements to the respective OT test activities and test cases in which the MOPs and requirements were verified and/or validated.  The status of the COIs/MOEs/MOSs/MOPs should be included in the VRTM.  For COIs, the status should be listed as either ‘Yes’, ‘No’, or ‘Limited’, and for MOEs/MOSs/MOPs, the status should be listed as ‘Pass’ or ‘Fail’.  COIs and requirements with safety hazards linked to them should be identified 

Appendix C:  OT Problem Traceability Matrix – The final OT Problem Traceability Matrix containing OT DRs/PTRs sorted sequentially by highest priority first (Priority 1) through lowest priority (Priority 5) last.  

Appendix D:  DRs/PTRs – The full set of individual DRs/PTRs from OT.  This appendix should be included as an electronic attachment.

Note:  Additional appendices may be added to the test report, as appropriate, to provide detailed information (e.g., spreadsheets, detailed test data, test logs, etc.).

C-4: CONTENT AND FORMAT OF OT QUICK LOOK REPORTS       

The Operational Test (OT) Quicklook Test Report is delivered following the completion of formal OT.  It provides a preliminary assessment of operational effectiveness and suitability of the system/service.  This report is provided in advance of the more detailed Final Test Report which requires more analysis and time to complete.  The OT Quicklook Test Report may also provide critical data to support program operational milestone decisions.

The OT Quicklook Test Report documents the preliminary results of all formal testing and the resolution plans of any issues discussed at the OT Caucus.  It expands upon the content provided through the OT Caucus Summary Report.  Brief descriptions of the performance, functional capabilities, and operational limitations of the system/service must be included in the OT Quicklook Test Report.  If the resolution of program issues delays delivery of the OT Final Test Report, an OT Quicklook Test Report may be required after each major OT regression test.

Cover Page:  The cover page contains the official title of the system/service, the title of the test report (for example, “OT Quicklook Test Report for xxxx”), the document control number, the version number, and the publication date.  The cover page also includes the signature, date, title and organization of the OT Test Director and/or the T&E Team Manager.

Document Version Control:  The document version control page maintains the document version number, version date and change summary for each document version throughout the OT Quicklook Test Report’s history.

Executive Summary:  This section provides a brief overview of the purpose of the OT Quicklook Test Report, the scope of the OT testing conducted, a results summary, and conclusions/recommendations.  The purpose should state why the Quicklook Report is being written (for example, “The purpose of this OT Quicklook Test Report is to provide a preliminary operational assessment of system/service xxxx in support of the Initial Operational Capability (IOC) decision.”).  The scope should state what system/service was tested, where and when it was tested, by which test organization(s), and in accordance with which OT Test Plan/Procedures.  The results summary should status the Critical Operational Issues (COIs), Critical Performance Requirements (CPRs), safety hazards, and any open Priority 1 and 2 Discrepancy Reports (DRs)/Program Trouble Reports (PTRs) and their impact on operational performance.  The concluding paragraph should summarize the operational effectiveness and suitability assessment of the system/service derived from the OT Caucus and analysis to date.  It should also provide recommendations pertaining to the operational use of the system/service and any associated risks.  This section should be no more than 3 pages long.

Table of Contents:  The table of contents correlates section and paragraph numbers and titles to page numbers.  Figures and tables are listed separately.

1.0 Introduction:  This section contains the purpose and scope of the OT Quicklook Test Report.  The purpose should state why the Quicklook Report is being written (for example, “The purpose of this OT Quicklook Test Report is to provide a preliminary operational assessment of system/service xxxx in support of the Initial Operational Capability (IOC) decision.”).  The scope should include a brief description of the system/service under test, where and when it was tested, by which test organization(s), and in accordance with which OT Test Plan/Procedures.

2.0  Test and Evaluation Summary:  This section provides a brief description of the individual OT test activities/test cases conducted and a short discussion of the results of each test activity/test case, including the open Priority 1-3 DRs/PTRs and their impacts on COIs and CPRs.  This section should be divided into subparagraphs for each major test activity/test case.  (Note:  The detailed reporting of data and analysis should be reserved for the OT Final Test Report.)

3.0 Results Summary:  This section provides a summary status for all of the COIs and CPRs (i.e., whether they have been met, partially met, or not met) from Section 2.0 and describes any open Priority 1-3 DRs/PTRs and their impact on meeting the COI or CPR.  The effects of the DR/PTR on the CPR and the COI and associated MOE(s)/MOS(s) will be included.  Status requirements linked to safety hazards documented in the Safety Risk Management Document (SRMD).  Any new safety hazards should be documented.  Additionally, any DR/PTR relating to an existing or new safety or security issue encountered during OT should be discussed in this section.  Appendix A, OT Issues Matrix, will be referenced in this section.

4.0 Conclusions and Recommendations:  This section will include an assessment of the operational effectiveness and suitability of the system/service derived from the OT Caucus and analysis to date, and any recommendations supporting a deployment decision.  Summarize the operational capabilities of the system/service, identify any risks or limitations and summarize any know safety hazards.  Indicate if regression testing will be necessary, the requirements to be re-tested, the impact on the test program, and where the regression testing will take place.  Additionally, if any testing had to be deferred, it will be addressed along with the reason for the deferral.

Appendix A:  OT Issues Matrix - Table which identifies whether the COIs and CPRs have been met, and traces the open high-priority (1-3) DRs/PTRs to the COIs and CPRs that are affected.

	OT Issues Matrix

	COI
	Was COI

Met?
	Open DRs/PTRs
	Discussion/Risks

	(COI No. & Title)
	(Yes/Ltd/No)
	(DR/PTR No., Priority, Title)
	(Describe why the COI was answered Yes, Ltd, or No.  If the answer was Ltd or No, briefly describe the impacts of the DR/PTR on the COI & associated MOE(s)/MOS(s) which support the answer.)

	CPR
	Was CPR Met?
	Open DRs/PTRs
	Discussion/Risks

	(CPR No. and/or Title)
	(Yes/Ltd/No)
	(DR/PTR No., Priority, Title)
	(Describe why the CPR was answered Yes, Ltd, or No.  If the answer was Ltd or No, briefly describe the impacts of the DR/PTR on the CPR.)


Yes – COI/CPR fully met under all test cases (No significant issues impacting COI/CPR)

Ltd (Limited) – COI/CPR could not be met under all test cases/conditions; ability to meet COI/CPR is limited (One or more significant issues impacting COI/CPR)

No – COI/CPR not met (Serious shortfalls affecting COI/CPR)

Appendix B:  OT Problem Traceability Matrix – The most current OT Problem Traceability Matrix  containing OT DRs/PTRs sorted sequentially by highest priority first (Priority 1) through lowest priority (Priority 5) last.  This matrix must include any updates from the OT Caucus.


C-5: CONTENT AND FORMAT OF DEVELOPMENT TEST (DT) AND PRODUCTION ACCEPTANCE TEST (PAT) PLANS       

Note: The DT plan format will be tailored to the type of test and/or phase of testing required by contract (production acceptance, site acceptance, factory acceptance, software, system, etc.).

Title Page: The title page contains the name of the program and the type of test plan (software test plan, site acceptance test plan). The title page contains the signatures of the program manager, the test program manager, and the quality assurance manager. The title page is signed by all managers before the test plan is submitted for review.

Executive Summary: The Executive Summary starts on a new page. The Executive Summary contains an overview of the test plan, which includes: the test plan's relationship to the overall test program, the relationship of the test plan to contract requirements, and significant system or program information considered important to completing the tests outlined in the test plan.

Table of Contents: The table of contents contains paragraph titles and page numbers. It lists each test description. Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section is divided into the following paragraphs.

1.1 Purpose: The following statement, in its entirety, will be included in the introduction: "The purpose of this test plan is to validate requirements assigned to this phase of testing required by ________________________ (enter contract system specification number) for the _________________(enter official system title and contract number). This test plan documents _______________(enter contractor's company name) test strategy in order to meet the requirements of the contract."

1.2 Scope: This paragraph provides an overview of the strategy for validating requirements assigned to the phase of testing covered by the test plan. The paragraph generally describes the tests to be accomplished, location of testing, the systematic arrangement of testing, and includes all subcontractor testing, when applicable.

2.0 Reference Documents: This section contains all reference documents used in the development of the test plan, including all requirements documents listed or referenced in the system specification and contract.

3.0 System Description: This section will be divided into the following paragraphs.

3.1 System: This paragraph describes the systems/subsystems to be tested and their major functions. The paragraph also contains a functional block diagram of the system and subsystems.

3.2 Interfaces: This paragraph contains a simplified block diagram with a functional description of each interface. The paragraph includes facility interfaces, remote maintenance monitoring interface, voice communications interface, operator interface, and any interface required to validate the system specification requirements.

4.0 Test Program Management: This section will be divided into the following paragraphs.

4.1 Management: This paragraph describes the contractor's management responsibilities for the testing phase by test plan. This paragraph includes an organizational chart with names of individuals responsible for each department and/or subcontractor participating in the test program.

4.2 Schedule: This paragraph includes a test schedule integrated with program milestones. The schedule identifies all tests to be accomplished.

5.0 Test Configuration Management: This section identifies the specific configuration management process for each unit under test.

6.0 Discrepancy Reporting and Corrective Action. This section describes the Discrepancy Reporting and Corrective Action program that supports the test program. The Discrepancy Reporting and Corrective Action forms and instructions for completing those forms are included in this section.

Test Descriptions: This section contains test descriptions for each test to be conducted under this test plan. The test descriptions are attached as Appendix A of this plan.

The test descriptions contain sufficient information to allow the preparation of the test procedures for the test described. The following outline describes the minimum information to be included in each test description:

a.   Test or Evaluation Title: Specify the title of the test/evaluation and a number designation.

b.   Test or Evaluation Objectives: List the objectives/requirements the test will validate and test success criteria.

c.   Test or Evaluation Approach: State the methods to be used to meet the test objectives.

d.   Execution Time: Estimate the total time it will take to execute the test(s) described, including multiple runs of a test procedure.

e.   Location: Identify the testing location.

f.    Tasks/Activities: List tasks or activities that will occur during the test.

g.   Personnel: Identify number and type of personnel required to accomplish the test.

h.   Test Equipment: Identify all test equipment (hardware and software) required to accomplish the test. Define any analysis tools that will be used to support the test.

i.    Data Reduction/Analysis: Describe the test data reduction method, in relation to the Test Equipment identified in item h that will support the test. Identify any data analysis that will be associated with the test. The contractor describes the data expected, when and how the data will be processed, and how the data supports verification of the requirement.

j.    Special Conditions: Describe any special test conditions, test scenarios, or special operating conditions required to accomplish the test.


C-6: CONTENT AND FORMAT OF DEVELOPMENT TEST (DT) AND PERFORMANCE ACCEPTANCE TEST (PAT) PROCEDURES       

Note: The DT/PAT Test Procedure format is tailored to the type of test, and/or phase of testing required by contract (production acceptance, site acceptance, factory acceptance, software, system, etc.).

Title Page: The title page contains the name of the program and the words “Test Procedure for ___________________ (enter the specific test name and test identifier).”  The title page contains the signature of the program manager, the test manager, and the quality assurance manager. The title page must be signed prior to submission for review.

Table of Contents: The table of contents contains each test and/or subtest and its test identifier with associated paragraph titles and page numbers. Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section is divided into the following paragraphs.

1.1 Purpose: This paragraph includes the following statement in its entirety: "The purpose of this test procedure is to validate the requirements of _________________ (enter contract system specification number) assigned to this test procedure, for the __________________ (enter official system title and contract number). This test procedures documents ____________________ (enter contractor's company name) test strategy in order to verify the requirements of the contract."

1.2 Scope: This paragraph provides an overview/brief description of the test to be accomplished. This paragraph describes in general terms the type of test to be accomplished by this procedure and how the test relates to the overall test program.

2.0 Reference Documents: This section contains all requirements documents used in the development of the test procedure.

3.0 Test Description: This section will be divided into the following paragraphs.

3.1 System Under Test: This paragraph describes the systems/subsystems under test and includes a functional block diagram of the system and subsystems.

3.2 Interface Under Test: This paragraph contains a simplified block diagram with a functional description for each interface under test.

3.3 Test Setup: This paragraph contains a detailed block diagram of the test interfaces and setup. The diagram and text include all connection points, test points, and controls. All test equipment will be identified on the diagram with connection points.

3.4 Test Equipment: This paragraph contains a list of all test equipment required in the procedure, by manufacturer and part number; and includes an area to record serial number and calibration date. All test equipment functions will be defined.

3.5 Personnel: This paragraph identifies the personnel required to run the test (i.e., engineers, technicians, quality assurance personnel, test director, etc.).

3.6 Location: This paragraph identifies the location(s) where each test event related to the test procedure will occur.

Schedule: Schedule information is presented in relation to other program events. The schedule identifies a Test Readiness Review, test duration, and test debriefing time.

4.0 Test Conduct: This section is divided into the following paragraphs.

4.1 Safety Considerations: This paragraph provides a compilation of unique hazards anticipated. This paragraph includes any safety procedures to be followed, personal limits, protective equipment to be used, and authorities to be notified for each test. It also identifies a responsible test team member (safety officer) with authority to terminate testing.

4.2 Requirements Under Test: This paragraph lists all requirements under test by document name, paragraph number, and test.

4.3 Procedures: (Note: This section may be attached as an Appendix, if numerous procedures are required.)  The test procedures will be written as detailed step-by-step instructions. Test procedures contain the following information:

a.   Each step has an action step with the expected response to the action.

b.   An exception to action steps is instructions to the tester, which will be defined as such.

c.   Test procedure steps that validate requirements list the criteria and all requirements verified by the procedure.

d.   Test procedures are written in logical units of work to facilitate resumption of testing after scheduled or unscheduled interruptions of testing.

e.   Each action with an expected response contains an initial block for the government test director and/or government witness.

f.    Each test and/or sub-test contains a sign-off sheet for the government test director and the contractor's test director.

4.4 Test Data Reduction and Analysis: The requirements and procedures for the reduction and analysis of test data are provided in this paragraph. Data to be recorded during the test, manually or automatically, are specified. Requirements for data recording and reduction are specified in a manner and detail such that the resulting information will clearly indicate whether or not the requirements have been met.


C-7: CONTENT AND FORMAT OF DEVELOPMENT TEST (DT) AND PERFORMANCE ACCEPTANCE TEST (PAT) REPORTS       

Note: The DT/PAT Test Report format is tailored to the type of test, and/or phase of testing required by contract (production acceptance site acceptance, factory acceptance, software, system, etc.).

Title Page: The title page contains the official name of the system, and the words "Test Report for_______________________" (enter the specific test and test identifier)” The title page contains the signature of the program manager and signatures of those responsible (e.g., Program Manager, Test Manager, and Quality Assurance Manager). The title page must be signed by all responsible prior to submittal for government review.

Test Summary: The Test Summary starts on a new page. The Test Summary contains a brief description of the test and the status of each requirement tested. The Test Summary describes any testing deferred and provides justification for deferral.

Table of Contents: The table of contents contains all major section headings.

1.1 Test Conduct: This paragraph contains a summary of test procedure changes that occurred during the test. Changes to procedures that will be used in future tests are incorporated prior to the next scheduled test. This paragraph defines the schedule and method of incorporating identified changes. It identifies test set-up changes or system configuration changes that occurred during the test and presents the rationale for the changes.

1.2 Participants: This paragraph contains the names of all participants and the functions they performed.

1.3 Data Collection and Analysis: This section explains how test data were collected and method of analysis used to obtain results.

2.0 Test Log: This section contains a copy of the actual test log developed during the test. Any discrepancy reports filed during the test and supporting data and documents developed during the test are attached to the test log.

3.0 Test Procedures: This section contains a copy of the test procedures used during the test. Each test procedure is signed by the government representative who witnessed the test.


C-8: CONTENT AND FORMAT OF FIELD FAMILIARIZATION TEST PLANS       

Note: The Field Familiarization test plan is initially developed by the key site and utilized or tailored as required by subsequent sites. It describes the various planning and preparation activities required prior to testing. The plan describes the test activities and sufficient detail to guide the development of test procedures.

Title Page: The title page contains the official title of the system, the title of the test plan, the key site identification and the signature(s) of the approving authority(ies), dates, titles, and organizations represented.

Table of Contents: The table of contents contains paragraph titles and page numbers.  Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section contains the following paragraphs to provide the reader with the basis for the test plan, including the system, the test program, and an overview of the plan.

1.1 Background: This paragraph presents an overview of the system/program and the overall program.

1.2 Purpose of the Test Plan: This paragraph defines the specific purpose of the plan (e.g., to describe the test program and provide a basis for development of test procedures).

1.3 Scope of the Test Plan: This paragraph identifies the segment of the test program the test plan will address.

2.0 Reference Documents: This section contains a list of the documents referenced in the test plan that directs or supports test activities and the documents needed to transition to IOC.

3.0 System Description: This section describes the system to be tested.  It contains the following paragraphs.

3.1 System Overview: This paragraph contains a general system description.  A block diagram of the hardware and/or software is included.  The system description also summarizes the operational environment into which the unit under test will be placed.  This summary includes operations concept, maintenance concept, and operational training requirements as necessary.  The system description also includes operational positions affected by the unit under test.

3.2 Interfaces Overview: This paragraph provides a functional description of the system test interfaces.  A list and/or block diagram of the system interfaces should be placed in this section.

4.0 Test Program Description: This section contains the following paragraphs, which describe the test activities planned and the tests to be conducted.

4.1 Approach and Concept: This section describes the overall approach to testing that is being applied to the specific test program.  It addresses both testing and evaluation aspects of the test program.  Test procedure sources and test procedure development plans should be described.

4.2 Entrance Criteria: This section lists and describes the required milestones, environmental requirements, documentation and logistical requirements that are needed prior to starting Field Familiarization at the site.

4.3 Exit Criteria: This section lists and describes the required activities, milestones and test result necessary to transition from Field Familiarization into IOC.

4.3 Test Tools and Environment: This section lists and describes the test, data reduction, and analysis tools that will be used to support the testing.  These tools may include hardware tools (e.g., instrumentation, H/W drivers, analyzers) and/or software tools (e.g., simulators, software programs).  Support software, site adaptation and simulation build required for test and evaluation should be itemized and described.  Various site NAS system configurations required and approve to safely support all site Field Familiarization test activities should be described and detailed.

4.4 Test and Evaluation Descriptions: This paragraph describes each test and evaluation to be conducted.  Each test and evaluation description contains sufficient information to plan and develop test procedures and schedule the activities described.  The following outline describes the information to be included in each test description.

4.4.1 Test or Evaluation Title: The test description specifies the title of and a number designation for the test or evaluation.

4.4.1.1 Test or Evaluation Objectives: The test description states the Field Familiarization objectives, requirements, and site operational conditions or scenarios to be addressed.  Each objective should have associated success criteria described.

4.4.1.3 Test and Evaluation Approach: The test description states the methods used to meet the test objectives.  This description can include a list of the types of tasks or activities that will occur, the specific test conditions, and specific test scenarios and special operational situations that may occur in the test.  The test approach should also specify estimates of the type and number of personnel, the number of test iterations, any special test equipment, and data collection methods.

4.4.1.4 Data Analysis Methods: The test description states the methods and analysis tools used to accomplish data reduction.

5.0 Test Management: This section contains the following paragraphs.

5.1 Test Management Organization. This paragraph describes the structure and composition of the test organizations and personnel responsible for carrying out the testing.  This paragraph addresses the following areas:

5.1.1. Roles and Responsibilities: Identifies the various organizations and personnel that will conduct and support the testing.

5.1.2 Other Participating Organizations: Describes specific roles and responsibilities (e.g., the use of operational user teams as test subjects or test observers).

5.1.3 Test Conduct Team(s): This paragraph describes the positions and duties of test team(s) that will conduct the tests.  The organizations represented on the test team should be defined (for example, Test Manager will be an active field representative).

5.2 Training: This section describes the training plan needed to meet Field Familiarization, IOC and ORD requirements.

5.3 System Configuration Management: This section describes the methods for ensuring the system under test is consistent (e.g., configuration audits).  This paragraph identifies how changes to the baseline system (audited system) will be controlled.

5.4 Test Execution: This paragraph describes the process for conducting a test session. It should include a description of the pre-test and post-test briefings and when they will occur relative to the test.  Also, the specific criteria for proceeding with a test (e.g., test procedures dry run and red-lined, required training completed) and the procedures for conducting individual tests should be included, as well as general criteria which warrant a re-test.

5.5 Field Familiarization Reports: This section identifies the type of test report, its contents, when it will be published, to whom it will be distributed.

5.6 System/Operational Deficiency Reports: This paragraph describes the process of recording, tracking, and correcting deficiencies experienced during Field Familiarization.

5.7 Field Familiarization Schedule: This paragraph contains a testing schedule, to the detailknown at the time of test plan development.  The test schedule is presented as a GANTT chart, and includes other development/acquisition activities and milestones as appropriate to indicate interdependencies.

5.8 Personnel Resource Requirements: This paragraph describes the personnel needed for each phase of testing.  The description includes operational positions required and the skills associated with each position, the role of individual test personnel; the organizations supplying the personnel; and the time periods that personnel will be requested for.  This information should be presented in a table.

5.9 Planning Considerations and Limitations: This paragraph describes factors that may affect full achievement of the testing concepts and goals.  Any known limitations to achieving complete resolution of test requirements (e.g., lack of true realism due to simulation rather than live operations) should be described.  This paragraph defines the planned workarounds and resolution to known limitations.  This paragraph also discusses critical interface issues and/or interfaces that will not be available/tested.

6.0 Acronyms and Glossary: This section lists acronyms and definitions peculiar to the test plan/program.

Appendices: Appendices may be added to the test plan, as appropriate, to provide detailed information.  The appendices will be identified sequentially, starting with the letter A.


C-9: FORMAT REQUIREMENTS FOR FIELD FAMILIARIZATION TEST REPORTS       

1.0  Introduction: This section describes the purpose of the report and a brief description of the NAS subsystem under test.

2.0  Summary: This section summarizes the Field Familiarization report.  The summary includes overall test results, including significant PTRs.  The Technical Operations and Air Traffic test directors IOC recommendation is contained in this section.

3.0  Transition Tests: This section briefly describes the transition test results.  Significant PTRs are described, and their current status is noted.

4.0  Maintenance Tests: This section briefly describes the maintenance test results.  Significant PTRs are described, and their current status is noted.

5.0  Certification Tests: This section briefly describes the certification test results.  Significant PTRs are described, and their current status is noted.

6.0  Failure Mode Tests: This section briefly describes the failure mode test results.  Significant PTRs are described, and their current status is noted.

7.0  Operational Tests: This section briefly describes the Operational Test results.  Significant PTRs are described, and their current status is noted.

8.0  PTR Summary: All PTRs opened during Field Familiarization test are summarized, and their current status is noted.


C-10: CONTENT AND FORMAT OF SYSTEM PERFORMANCE ANALYSIS REPORTS       

Note: Performance measurement usually involves a comparison between two systems.  Ideally, the same workload scenario is run under the same conditions against the operational baseline system and the updated baseline.  Performance parameters are recorded, analyzed and compared. Significant differences in performance are explained in the report.

Title Page: The title page contains the document title, system name and version, date of report completion, and the title of the organization that developed the report.

Executive Summary: This section briefly summarizes the test report and explains significant results for a management audience.  The Executive Summary includes background information for the system under test, test type, purpose, location and date, highlights of the results, significant conclusions, and significant recommendations.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables, and figures are listed separately.  The contents of this report template were derived from a test report on the Central Computer Complex Host (CCCH) system performance.  The contents of this report should be tailored to the system under test.

1.0 Stress Scenario Description: This section summarizes the simulation scenario used.  The name, duration, and unique features of the scenario(s) should be described.

1.1 Results, Conclusions, and Recommendations: Results, conclusions and recommendations are generally reported in terms of specific performance parameters that may vary depending on the system under test.  This section contains any general information that applies to all parameters. Example paragraphs for this section include the following:

1.1.1 Central Processor Unit Utilization (CPU): This paragraph quantifies the load applied against the system and the performance response of the central processor.  Notable differences between systems are explained.  Supporting data is presented in graphical or tabular form.  For example, in the CCCH, the number of aircraft tracked quantifies the system load. Data Reduction and Analysis tools provide detailed information about CPU utilization.  The total amount of CPU utilization is reported as a percentage (maximum usage = 100 percent).  This total is then broken down to account for application software, the operating system, interrupts, and on-line recording tool overhead.  If possible, differences in CPU utilization should be provided for individual program elements that were added to or changed in the updated system.

1.1.2 Memory Utilization: This paragraph quantifies and compares the utilization of system memory for each system tested.  Notable differences between systems are explained. Supporting data is presented in graphical or tabular form.

1.1.3 Message Response Times: This paragraph quantifies and compares how much time each system takes to respond to user input messages.  The definition of the message response should be provided or referred to.  Notable differences in response times between systems should be explained.  Supporting data is presented in graphical or tabular form.

1.1.4 Direct Access Storage Device Utilization: This paragraph quantifies and compares utilization of storage devices such as direct access storage devices (DASDs), hard drives, etc.  Notable differences between systems should be explained.  Supporting data is presented in graphical or tabular form.

1.1.5 Buffer Space Availability: This paragraph quantifies and compares the amount of free system memory (buffer space).  Notable differences between systems should be explained. Supporting data is presented in graphical or tabular form.

Appendix A System Description: This appendix describes the systems tested.  Version numbers or names are provided, and the test environment is described in terms of enabled functions, disabled functions, and enabled on-line recording tools.

Appendix B Analysis Description: This appendix summarizes the processes used to collect, analyze, and report system performance.

Appendix C Performance Measurement Procedures: This section describes the procedures used to conduct performance measurement testing.  Any deviations from the referenced standard procedures are noted.

Appendix D Applicable Documents: This appendix lists any documents referenced in the report


C-11: SAMPLE INDEPENDENT OPERATIONAL ASSESSMENT READINESS DECLARATION FORMAT      

Note: The IOARD should provide details about the current status of the system. It does not describe what will be done to the system in the future, but rather the system state at this point.

The IOARD is considered official correspondence between the Office of Program Management and the Vice President of ATO Safety and Technical Training; as such, a softcopy should also be sent to the ATO Safety and Technical Training Correspondence Mailbox (9-AWA-AJI-COR).  

In addition to this template, a sample cover memo is also available upon request from the ISA Program Manager.
TEST STATUS

1.1 Status 

Report the status of Development Test (DT) and Operational Test (OT). It is expected that DT and OT have been completed and have met all exit criteria.] 

1.2 Results 

Summarize the results of DT and OT. The write-up should detail which tests/ requirements, if any, have failed, as well as define any risks and limitations that impact the safety, operational effectiveness, and suitability of the system. Typically, the summary states that tests indicate the system will be ready for approval at the In-Service Decision (ISD) milestone. For open items from OT and DT, the IOARD should contain an appendix that provides the disposition of each (e.g., “deferred to next phase,” “planned for closure prior to IOA,” “fix planned for Build XXX”).  Include information about any supplemental test reports that provide additional information on DT or OT results (e.g., regression testing).
SYSTEM STATUS

2.1 Test NCP

[Provide the status of the Test NCP for the key site(s) and attach a copy]

2.2 Open Problem Reports

Summarize the number of open problem reports (e.g., Program Trouble Reports (PTRs), Discrepancy Reports (DRs)) and their significance (type) and overall impact on system safety, suitability, and effectiveness.  Identify any problem reports that will not be closed before the start of IOA, along with the expected closure date and planned build.  Identify any limitations to operational use that the open problem reports might pose.
Problem Report



Expected Closure Date

Planned Build

Number, title, and short description

Date


Build number
Number, title, and short description

Date


Build number

 Number, title, and short description

Date


Build number
2.3 Initial Operating Capability (IOC)/Sustained Operational Use 

Describe the status of the key site’s IOC declaration and sustained operational use of the system prior to IOA.
2.4 System Stability

The IOARD should address the national baseline of the system. Describe the stability of the system in terms of configuration management and baselining. Include a list of all unapproved or pending deviations/waivers. Identify hardware, software, and adaptation baselines under configuration control, including the software version number, for the system that is operational at the key site (and for any major supporting subsystems). Describe the schedule for any planned software or hardware revisions required during IOA and how they will be handled. If the system is not under the NAS Configuration Control Board’s purview, a description of the configuration management process should be included (see AMS Section 4.1 for information on configuration management).

2.5 Status of Site Acceptance

Provide the status of Site Acceptance by the FAA at the key site.
2.6 System/Service Certification

Provide the status of system/service certification by the FAA at the key site.
2.7 System Support Status

Identify the Office of Primary Responsibility (OPR) for the organizations responsible for first-level and second-level support. Also describe the support equipment including required system test equipment for the system. A typical statement might be: “Required site spares for the {system name} are available at the key site, and the logistics center. The logistics center will maintain a two-year supply of spares for the Line Replaceable Unit (LRU). Leased equipment will be maintained by the ________ Company. The required Test Equipment is available on site”.
2.8 Technical Operations Manuals

Describe the status of Technical Operations documentation (e.g., Technical Instruction Books (TIBs), and maintenance handbooks). Is the documentation available, verified, and approved for use at the key site? 

2.9 Training Status

Describe the training given to operational facility personnel. For example, “Personnel who will operate and maintain the system during IOA have received the approved training, which is representative of the training that will be given to operational personnel at downstream sites.”
2.10 AT Procedures Status

If changes are/were required to Air Traffic (AT) procedures, state whether the new procedures have been approved or incorporated into the appropriate documentation (i.e., FAA Order 7110.65).
2.11 Safety Status 

Provide the current signed Safety Risk Management Document (SRMD). Provide an update to the current status of each mitigation for the associated hazards identified in the current SRMD(s).
Example:

Recommended Safety Requirements
Associated Hazards
Responsible Organization
Due Date/ Frequency
Status, updated to reflect most recent verification

Specifically, what was implemented, and date last verified
Prior to displaying [XXX] to ATC, ATC procedures will be revised and approved to address terminal surveillance separation services with [YYY]
XS ISD-1, XS-ISD-2, 

XS ISD-4, 

XS ISD-5, 

XS ISD-7, 

XS ISD-8
[PPP] Program Office
Sept. 30 2011
Open; draft procedure change sent to AJE and AJT on 8/16 [hypothetical]

2.12 Additional Sites 

Describe any additional sites that will declare IOC or have already declared IOC prior to the ISD (which is not permitted by the AMS).
IOA ISSUES/CONCERNS 

Provide a table or an appendix that contains the current status of the issues/concerns documented in the Pre-IOA Status Paper.
Issue/Concern Statement
Current Status 

Current Date
Issue/Concern Statement
Current Status 

Current Date
Issue/Concern Statement
Current Status 

Current Date
Issue/Concern Statement
Current Status 

Current Date
EXCEPTIONS

Identify and describe any outstanding exceptions to the readiness of the system for operational use at the key site (see Sections 1.0 through 3.0 above). Describe the operational impact of the exception(s) or concerns (e.g., training, procedures, system stability) and the justification for proceeding with an IOARD despite the exception(s).  An exception is considered an open/unresolved issue, deferred requirement, or functional deficiency that has a potential significant operational impact. These problems usually impact system performance or require an operational workaround by the users.
Declaration of Readiness: Signed, [Vice President of Program Management {for ATO acquisitions} or the Director {for non-ATO organizations}] 

[Date]
C-12: CONTENT AND FORMAT OF CONTRACTOR MASTER TEST PLAN (CMTP)       

Note: The CMTP format will be tailored to the type of test program required by contract.

Title Page: The title page contains the name of the program and the words “Contractor’s Master Test Plan.”  The title page contains the signatures of the program manager, the test program manager, and the quality assurance manager.  The title page is signed by all managers before the test plan is submitted for review.

Table of Contents: The table of contents contains paragraph titles and page numbers.  It lists each test description. Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section is divided into the following paragraphs.

1.1 Purpose: The following statement will be included in the introduction: “The purpose of this test plan is to validate requirements in system specification _____________ (enter contract system specification number) for the _____________(enter official system title and contract number).  This CMTP documents _____________(enter contractor's company name) test program strategy in order to meet the requirements of the contract.”

1.2 Scope: This paragraph describes the amount and type of testing to be performed, any limitations imposed, and indicates the amount of test data from prior testing that is proposed for use in verifying requirements.

2.0 Reference Documents: This section contains all reference documents used in the development of the CMTP, including all requirements documents listed or referenced in the system specification and contract.

3.0 System Description: This section will be divided into the following paragraphs.

3.1 System: This paragraph describes the system(s) to be tested, and included the major functions of subsystems.  The contractor also provides a functional block diagram of the system and subsystems.

3.2 Interfaces: This paragraph contains a simplified system block diagram with a functional description of each interface.  This includes any interface required to validate the system specification requirements (e.g., facility interfaces, remote maintenance monitoring interface, voice communications interface, operator interface).

4.0 Test Program Description: This section will be divided into the following paragraphs.

4.1 Management: This paragraph describes the contractor's management responsibilities for the test program.  This includes an organizational chart with names of individuals responsible for each department and/or subcontractor(s) participating in the test program.

4.2 Test Identification: This paragraph shall list all tests to be accomplished in the contractor’s test program, both specification required and any other contractor tests.  Tests shall be labeled with a unique identifier for ease and consistency of reference throughout the test program.

4.3 Subordinate Test Plans: This paragraph identifies all the appropriate test plan(s)  that will further detail each test referenced in paragraph 4.2 (above).  All critical functionalities and test criteria required to complete each test are itemized.  The contractors identify all subordinate test plans required in order to meet the requirements of the contract.  This includes unit/module level software and hardware test plans, inspection plans (e.g., sub-First Article), subordinate reliability plans (e.g., for screenings, failure analysis, etc., if required by contract).

4.4 Integrated Schedule. This paragraph contains the test program integrated schedule.  The integrated schedule contains major contract milestones and test program milestones that show how the contractor intends to meet the contract schedule.

4.5 Configuration Management (CM) on Unit Under Test: This paragraph describes how the software and hardware configurations of each unit under test will be controlled in the context of each specification, etc. test.  The contractor shall also describe the methods and personnel to be employed for the production, certification, and control of test software that is planned for these tests. (The CM plan may be referenced if applicable.)

4.6 Problem Reporting and Resolution: This paragraph describes the failure/problem identification, reporting, and resolution process.  It also identifies the documentation to be used in this process.  This paragraph also describes the roll of the Quality organization and CM in the resolution process. (The SOW and/or CM plan may be referenced if applicable.)

5.0 Verification Requirements Traceability: A single matrix will be constructed in accordance with the attributes of the VRTM (Appendix C-8), which addresses the broad test methods to be employed for each contract requirement.  The matrix is based upon the System Specification, contract, and other subordinate requirements deemed appropriate for the testing program.  The VRTM shall:

1. Clearly itemize the method of test (I, A, D, or T) for each specification requirement, and,

2. Clearly identify the specification test (e.g., Section 4.0) to which each specification requirement shall be allocated for testing and which DT test plan documents the verification of the particular requirement.

Each specification requirement shall be allocated to at least one, specification defined test category.  Upon Government approval, the VRTM shall be changed only with the approval of the FAA.


C-13: CONTENT AND FORMAT OF DEVELOPMENT TEST PLAN (ISM)       

Title Page: The title page contains the official title of the system, the title “Development Test Plan,” the signature(s) of the approving authority or authorities, the version of the document, organization represented and dates.

Table of Contents: The table of contents contains paragraph titles and page numbers.  It lists each test description.  Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section contains the purpose and scope of the Development Test plan.

1.1 Purpose: The following statement, in its entirety, is included in the introduction: “The purpose of this test plan is to validate requirements assigned to this phase of testing for the _________________(enter official system title or contract number).  This test plan documents _______________(enter AOS routing or contractor's company name) test strategy in order to meet the requirements of the customer.”

1.2 Scope and Task Definition: This section documents the parameters or extent of the Development Test plan.  It should include a list of the system(s) to be tested, all tasks and the overall goals and objectives.

2.0 Organization Roles & Responsibilities: This section identifies the participants and their responsibilities.  Identifying all resources necessary to manage, design, prepare, execute, witness, check and resolve all development test objectives.

3.0 Training (Optional): This section describes the range and level of training and familiarization needed to develop test procedures and execute tests.  This paragraph details the type of knowledge the participants need to complete the tasks outlined in their roles and responsibilities.  It also clarifies where and when the training is to take place.

4.0 Schedule and Staffing Needs: This section includes a detailed schedule of all test milestones, an estimation of time and staffing needs required to perform each testing task.

5.0 Entry & Exit Criteria: This section outlines the entry and exit criteria for the Development Test plan.

5.1 Entry Criteria: This paragraph describes a list of items and conditions that must be met before testing can begin.

5.2 Exit Criteria: This paragraph describes the measures/metrics or other conditions that must be met before testing is complete and has met its objectives.

6.0 System Process Description: This section describes the system under test, the test setup, the test equipment, and the test location.

6.1 System Under Test: This paragraph describes the system(s) under test.

6.2 Test Setup: This paragraph contains a detailed diagram of the test configuration, interfaces, and setup.

6.3 Test Equipment: This paragraph contains a list of all test equipment required in the procedure.  All test equipment functions are defined.

6.4 Locations: This paragraph identifies the location(s) where each test event related to the test procedure occurs.

7.0 Testing Tasks & Evaluation Criteria: This section contains those requirements under test, the procedures and testing tasks involved, risks and contingencies, and deliverables.

7.1 Requirements Under Test: This paragraph contains all technical and functional requirements under test.

7.2 Procedures: The test procedures are written as detailed step-by-step instructions or tasks.  Test tasks may vary depending on the type of testing being done.

7.3 Risks and Contingencies: This paragraph identifies the probable risks associated with the System Test plan and a contingency plan for resolution.

7.4 Test Deliverables: This paragraph outlines those deliverables that are expected and how it is determined that the test is successful.

8.0 Acronyms and Glossary: This section lists acronyms and definitions.

Appendices: Appendices may be added to the Development Test plan as appropriate, to provide detail information.  The appendices are identified sequentially, starting with the letter A.


C-14: CONTENT AND FORMAT OF FAILURE REPORTS FOR ISM       

Title Page: The title page contains the official name of the system, the title “Failure Report,” the version of the document, organizations represented and date.

Change History: Includes the version, file name, description of change, author of change and date.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables and figures are listed separately.

1.0 Introduction: This section contains the following paragraphs and provides the background information necessary for understanding the Failure Report.

1.1 Purpose of Report: This paragraph states the purpose of the Failure Report.

1.2 Scope of Report: This paragraph briefly summarizes the contents and arrangement of the report.

2.0 Organization Roles & Responsibilities: This paragraph contains the names of all participants and the functions they performed.

3.0 Project or System Identification: This paragraph provides an overview of the project or system under test.

4.0 Severity of the Problem: This paragraph describes the problem and summarizes the level of impact it has on the project or system.  It identifies fatal errors, where the system or component is unable to function and those test results that are fault tolerant.

5.0 Description of Failure: This paragraph defines the failure.  It details the conditions that were present when the failure occurred and a point-by-point description as to what happened.  It provides information describing the physical or functional manifestation of a failure and describes the ratio of the number of failures of a given category to a given unit of measure.

6.0 Resolution and Responsible Organization: This paragraph documents the resolution needed to resolve the failure and the organization responsible for resolving the problem.

7.0 Outstanding Problems: This section outlines the existing problems and the impact they have on the next phase of the life cycle.  It also lists the concerns with the test tools or test environment.

8.0 Acronyms and Glossary: This section lists acronyms and definitions peculiar to the test plan/program.

Appendices: Appendices may be added to the Failure Report, as appropriate, to provide detailed information.  The appendices are identified sequentially, starting with the letter A.


C-15: CONTENT AND FORMAT OF DEVELOPMENT TEST REPORT FOR ISM       

Title Page: The title page contains the official name of the system, and the words "Test Report for_______________________" (enter the specific test and test identifier)  The title page contains the signature of the branch manager and signatures of those responsible.  The version of the document and the date must also be noted.

Change History: Includes the version, file name, description of change, author of change and date.

Table of Contents: The table of contents contains paragraph titles and page numbers.  Illustrations, tables and figures are listed separately.

1.0 Introduction: This section contains the following paragraphs and provides the background information necessary for understanding the Development Test Report.

1.1 Purpose of Report: This paragraph states the purpose of the Development Test Report.

1.2 Scope of Report: This paragraph briefly summarizes the contents and arrangement of the report.

2.0 Organization Roles & Responsibilities: This paragraph contains the names of all participants and the functions they performed.

3.0 System Description: This section contains the following paragraphs.

3.1 Mission Review: This paragraph briefly summarizes the system mission and functions and their relationship to the change.

3.2 Test System Configuration: This paragraph includes a description of the subsystem, including hardware and software, that was tested, as opposed to the expected operational system.  A full description of any software and hardware changes made during testing is presented.  All of the descriptions included in this paragraph are detailed enough so that anyone with the proper technical background, but without previous knowledge of the system, has a complete understanding of how the system operates and any constraints under which it was tested.

3.3 Interfaces: This paragraph describes all interfaces applicable to the tested system.  Describe the status of each interface in reference to the test (actual interface used, simulated by, deferred, not available, etc.).

4.0 Test & Evaluation Description: This section contains the following paragraphs, which provide details of how the test was conducted for each test (Test Number One ... Test N).

4.1 Test Number One:

4.1.1 Test Objectives/Criteria: This paragraph describes the test objectives/criteria validated (as described in the test descriptions contained in the test plan) and follow-through to the test results and conclusions sections.

4.1.2 Testing Descriptions/Schedules and Locations/Participants: This paragraph identifies the Test Descriptions (as outlined in the test plan) and or sub-tests completed.  This paragraph gives the reader a picture of how the test was structured.  Within each test description “critical test” issues are addressed.  This paragraph contains all dates and locations pertinent to the test.  This paragraph lists all participants and the functions they performed.

4.1.3 Data Collection and Analysis Method: This paragraph explains how the test data were obtained and what methods of analysis were used to obtain the results.  The explanations of the analysis methods are in sufficient detail so that a person with adequate technical background can use the raw data to produce the same results.

4.1.4 Results/Discussion: This section documents the data collected during the test and the analyses that were performed to yield the final results.  (If the volume of results is too large to include in the report it is referenced.)  Trouble reports that were generated and how the problems were resolved are discussed.  Sufficient summary tables of actual collected or analyzed information is included in the report to provide full backup for the report’s conclusions and recommendations.  As the results are presented they are discussed relative to test requirements and test objectives presented in the test plan.  Any testing that had to be deferred is addressed along with the reason for the deferral.

4.1.5 Conclusions: This section states facts and conclusions that logically flow from, and can be supported by, the specific results.  Highlight the significant conclusion supported by the specific results.   Highlight the significant capabilities, advantages, and shortcomings of the system.  Indicate if regression testing is necessary, the requirements to be re-tested, the impact on the test program, and where the regression testing is taking place.

4.2 Test Number Two ... Test Number N:

4.2.1 Test Objectives/Criteria:

4.2.2 Testing Description:

4.2.3 Data Collection and Analysis Method:

4.2.4 Results/Discussion:

4.2.5 Conclusions:

5.0 Summary of Conclusions: This section summarizes the conclusions for each of the individual tests as detailed in paragraph 4.0.

6.0 Recommendations: This section states recommendations in the same order they are discussed in paragraph 4.1.5, 4.2.5, etc. (Conclusions).  Make sure that recommendations logically follow from the results and conclusions.  Discuss details or risks/benefits.

7.0 Acronyms and Glossary: This section lists acronyms and definitions peculiar to the test plan/program.

Appendices: Appendices may be added to the test report, as appropriate, to provide detailed information.  The appendices are identified sequentially, starting with letter A.


C-16: CONTENT AND FORMAT OF SYSTEM TEST PLAN FOR ISM       

Title Page: The title page contains the official title of the system, the title “System Test Plan,” the signature(s) of the approving authority or authorities, the version of the document, organization represented and dates.

Change History: Includes the version, file name, description of change, author of change and date.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section contains the purpose and scope of the System Test plan.

1.1 Purpose: This paragraph describes the purpose of the System Test plan.  The System Test plan is designed to determine, to the greatest extent possible, the operation of the system in a simulated environment.  It defines/describes the tasks to be accomplished, including background information where applicable.

1.2 Scope and Task Definition: This section documents the parameters or extent of the System Test plan.  It should include a list of the system(s) to be tested, all tasks and the overall goals and objectives.

2.0 Organization Roles & Responsibilities: This section identifies the participants and their responsibilities.  Identifying all resources necessary to manage, design, prepare, execute, witness, check and resolve all system test objectives.

3.0 Training (Optional): This section describes the range and level of training and familiarization needed to develop test procedures and execute tests.  This paragraph details the type of knowledge the participants need to complete the tasks outlined in their roles & responsibilities.  It also clarifies where and when the training is taking place.

4.0 Schedule and Staffing Needs: This section includes a detailed schedule of all test milestones, an estimation of time and staffing needs required to perform each testing task.

5.0 Entry & Exit Criteria: This section outlines the entry and exit criteria for the System Test plan.

5.1 Entry Criteria: This paragraph describes a list of items and conditions that must be met before testing can begin.

5.2 Exit Criteria: This paragraph describes the measures/metrics or other conditions that must be met before system testing is complete and has met its objectives.

6.0 System Process Description: This section describes the system under test, the test setup, the test equipment, and the test location.

6.1 System Under Test: This paragraph describes the system(s) under test.

6.2 Test Setup: This paragraph contains a detailed diagram of the test interfaces and setup.

6.3 Test Equipment: This paragraph contains a list of all test equipment required in the procedure. All test equipment functions are defined.

6.4 Locations: This paragraph identifies the location(s) where each test event related to the test procedure occurs.

7.0 Testing Tasks & Evaluation Criteria: This section contains those requirements under test, the procedures and testing tasks involved, risks and contingencies, and deliverables.

7.1 Requirements Under Test: This paragraph contains all technical and functional requirements under test.

7.2 Procedures: The test procedures are written as detailed step-by-step instructions or tasks. Test tasks may vary depending on the type of testing being done.

7.3 Risks and Contingencies: This paragraph identifies the probable risks associated to the System Test plan and a contingency plan for resolution.

7.4 Test Deliverables: This paragraph outlines those deliverables that are expected and how successful completion is determined.

8.0 Acronyms and Glossary: This section lists acronyms and definitions.

Appendices: Appendices may be added to the System Test plan as appropriate, to provide detail information. The appendices are identified sequentially, starting with the letter A.


C-17: CONTENT AND FORMAT OF SYSTEM TEST REPORT FOR ISM       

Title Page: The title page contains the official name of the system, and the words "Test Report for_______________________" (enter the specific test and test identifier)” The title page contains the signature of the program manager and signatures of those responsible.  The title page must be signed by all responsible prior to submittal for government review.  The version of the document and the date must also be noted.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables and figures are listed separately.

1.0 Introduction: This section contains the following paragraphs and provides the background information necessary for understanding the System Test Report.

1.1 Purpose of Report: This paragraph states the purpose of the System Test Report.

1.2 Scope of Report: This paragraph briefly summarizes the contents and arrangement of the report.

2.0 Organization Roles & Responsibilities: This paragraph contains the names of all participants and the functions they performed.

3.0 System Description: This section contains the following paragraphs.

3.1 Mission Review: This paragraph briefly summarizes the system mission and functions and their relationship to the change.

3.2 Test System Configuration: This paragraph includes a description of the subsystem, including hardware and software that was tested, as opposed to the expected operational system.  A full description of any software and hardware changes made during testing is being presented.  All of the descriptions included in this paragraph are detailed enough so that anyone with the proper technical background, but without previous knowledge of the system, has a complete understanding of how the system operates and any constraints under which it was tested.

3.3 Interfaces: This paragraph describes all interfaces applicable to the tested system. Describe the status of each interface in reference to the test (actual interface used, simulated by, deferred, not available, etc.).

4.0 Test & Evaluation Description: This section contains the following paragraphs, which provide details of how the test was conducted for each test (Test Number One ... Test N).

4.1 Test Number One:

4.1.1 Test Objectives/Criteria: This paragraph describes the test objectives/criteria validated (as described in the test descriptions contained in the test plan) and follow-through to the test results and conclusions sections.

4.1.2 Testing Descriptions/Schedules and Locations/Participants: This paragraph identifies the Test Descriptions (as outlined in the test plan) and or sub-tests completed.  This paragraph gives the reader a picture of how the test was structured.  Within each test description “critical test” issues are addressed.  This paragraph contains all dates and locations pertinent to the test.  This paragraph lists all participants and the functions they performed.

4.1.3 Data Collection and Analysis Method: This paragraph explains how the test data were obtained and what methods of analysis were used to obtain the results.  The explanation of the analysis methods is in sufficient detail so that a person with adequate technical background can use the raw data to produce the same results.

4.1.4 Results/Discussion: This section documents the data collected during the test and the analyses that were performed to yield the final results.  (If the volume of results is too large to include in the report it is referenced.)  Trouble reports that were generated and how the problems were resolved are discussed.  Sufficient summary tables of actual collected or analyzed information is included in the report to provide full backup for the report’s conclusions and recommendations.  As the results are presented they are discussed relative to test requirements and test objectives presented in the test plan.  Any testing that had to be deferred is addressed along with the reason for the deferral.

4.1.5 Conclusions: This section states facts and conclusions that logically flow from, and can be supported by, the specific results.  Highlight the significant conclusion supported by the specific results.  Highlight the significant capabilities, advantages, and shortcomings of the system. Indicate if regression testing is necessary, the requirements to be re-tested, the impact on the test program, and where the regression testing is taking place.

4.2 Test Number Two ... Test Number N:

4.2.1 Test Objective/Criteria:

4.2.2 Testing Description:

4.2.3 Data Collection and Analysis Method:

4.2.4 Results/Discussion:

4.2.5 Conclusions:

5.0 Summary of Conclusions: This section summarizes the conclusions for each of the individual tests as detailed in paragraph 4.0.

6.0 Recommendations: This section states recommendations in the same order they are discussed in paragraph 4.2.6, Conclusions.  Make sure that recommendations logically follow from the results and conclusions.  Discuss details or risks/benefits.

7.0 Acronyms and Glossary: This section lists acronyms and definitions peculiar to the test plan/program.

Appendices: Appendices may be added to the test report, as appropriate, to provide detailed information.  The appendices are identified sequentially, starting with the letter A.


C-18: CONTENT AND FORMAT OF KEY SITE TEST PLAN FOR ISM       

Title Page: The title page contains the official title of the system, the title “Key Site Test Plan,” the signature(s) of the approving authority or authorities, the version of the document, organization represented and dates.

Change History: Includes the version, file name, description of change, author of change and date.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables, and figures are listed separately.

1.0 Introduction: This section includes the purpose and scope of the Key Site Test plan.

1.1 Purpose: This paragraph includes the purpose of the Key Site Test plan. The purpose is to verify that the field releases meet the user needs. It is performed in the actual environment where the equipment is used and all interfaces available. The key site is also used to verify requirements that cannot be fully evaluated during system test.

1.2 Scope and Task Definition: This section documents the parameters or extent of the Key Site Test plan. It should include a list of the system(s) to be tested, all tasks and the overall goals and objectives.

2.0 Organization Roles & Responsibilities: This section identifies the participants and their responsibilities. Identify all resources necessary to manage, design, prepare, execute, witness, check and resolve all Key Site Test objectives.

3.0 Training (Optional): This section describes the range and level of training and familiarization needed to develop test procedures and execute tests. This paragraph details the type of knowledge the participants need to complete the tasks outlined in their roles & responsibilities. It also clarifies where and when the training is taking place.

4.0 Schedule and Staffing Needs: This section includes a detailed schedule of all test milestones, an estimation of time and staffing needs required to perform each testing task.

5.0 Entry & Exit Criteria: This section outlines the entry and exit criteria for the Key Site Test plan.

5.1 Entry Criteria: This paragraph describes a list of items and conditions that must be met before testing can begin.

5.2 Exit Criteria: This paragraph describes the measures/metrics or other conditions that must be met before key site testing is complete and has met its objectives.

6.0 System Process Description: This section describes the system under test, the test setup, the test equipment, and the test location.

6.1 System Under Test: This paragraph describes the system(s) under test.

6.2 Test Setup: This paragraph contains a detail diagram of the test interfaces and setup.

6.3 Test Equipment: This paragraph contains a list of all test equipment required in the procedure. All test equipment functions are defined.

6.4 Locations: This paragraph identifies the location(s) where each test event related to the test procedure occurs.

7.0 Testing Tasks & Evaluation Criteria: This section contains those requirements under test, the procedures and testing tasks involved, risks and contingencies, and deliverables.

7.1 Requirements Under Test: This paragraph contains all technical and functional requirements under test.

7.2 Procedures: The test procedures are written as detailed step-by-step instructions or tasks. Test tasks may vary depending on the type of testing being done.

7.3 Risks and Contingencies: This paragraph identifies the probable risks associated with the Key Site Test plan and a contingency plan for resolution.

7.4 Test Deliverables: This paragraph outlines those deliverables that are expected.

8.0 Acronyms and Glossary: This section lists acronyms and definitions.

Appendices: Appendices may be added to the Key Site Test plan as appropriate, to provide detail information.  The appendices are identified sequentially, starting with the letter A.


C-19: CONTENT AND FORMAT OF KEY SITE TEST REPORT FOR ISM       

Title Page: The title page contains the official name of the system, and the words “Test Report for_______________________” (enter the specific test and test identifier) The title page contains the signature of the program manager and signatures of those responsible.  The title page must be signed by all responsible prior to submittal for government review.  The version of the document and the date must also be noted.

Change History: Includes the version, file name, description of change, author of change and date.

Table of Contents: The table of contents contains paragraph titles and page numbers. Illustrations, tables and figures are listed separately.

1.0 Introduction: This section contains the following paragraphs and provides the background information necessary for understanding the Key Site Test Report.

1.1 Purpose of Report: This paragraph states the purpose of the Key Site Test Report.

1.2 Scope of Report: This paragraph briefly summarizes the contents and arrangement of the report.

2.0 Organization Roles & Responsibilities: This paragraph contains the names of all participants and the functions they performed.

3.0 System Description: This section contains the following paragraphs.

3.1 Mission Review: This paragraph briefly summarizes the system mission and functions and their relationship to the change.

3.2 Test System Configuration: This paragraph includes a description of the subsystem, including hardware and software that was tested, as opposed to the expected operational system. A full description of any software and hardware changes made during testing is presented.  All of the descriptions included in this paragraph are detailed enough so that anyone with the proper technical background, but without previous knowledge of the system, has a complete understanding of how the system operates and any constraints under which it was tested.

3.3 Interfaces: This paragraph describes all interfaces applicable to the tested system. Describe the status of each interface in reference to the test (actual interface used, simulated by, deferred, not available, etc.).

4.0 Test & Evaluation Description: This section contains the following paragraphs, which provide details of how the test was conducted for each test (Test Number One ... Test N).

4.1 Test Number One:

4.1.1 Test Objectives/Criteria: This paragraph describes the test objectives/criteria validated (as described in the test descriptions contained in the test plan) and follow-through to the test results and conclusions sections.

4.1.2 Testing Descriptions/Schedules and Locations/Participants: This paragraph identifies the Test Descriptions (as outlined in the test plan) and or sub-tests completed.  This paragraph gives the reader a picture of how the test was structured.  Within each test description “critical test” issues are addressed.  This paragraph contains all dates and locations pertinent to the test.  This paragraph lists all participants and the functions they performed.

4.1.3 Data Collection and Analysis Method: This paragraph explains how the test data were obtained and what methods of analysis were used to obtain the results.  The explanation of the analysis methods is in sufficient detail so that a person with adequate technical background can use the raw data to produce the same results.

4.1.4 Results/Discussion: This section documents the data collected during the test and the analyses that were performed to yield the final results.  (If the volume of results is too large to include in the report, it is referenced.)  Trouble reports that were generated and how the problems were resolved are discussed.  Sufficient summary tables of actual collected or analyzed information is included in the report to provide full backup for the report’s conclusions and recommendations.  As the results are presented they are discussed relative to test requirements and test objectives presented in the test plan.  Any testing that had to be deferred is addressed along with the reason for the deferral.

4.1.5 Conclusions: This section states facts and conclusions that logically flow from, and can be supported by, the specific results.  Highlight the significant conclusion supported by the specific results.  Highlight the significant capabilities, advantages, and shortcomings of the system. Indicate if regression testing is necessary, the requirements to be re-tested, the impact on the test program, and where the regression testing is taking place.

4.2 Test Number Two ... Test Number N:

4.2.1 Test Objective/Criteria:

4.2.2 Testing Description:

4.2.3 Data Collection and Analysis Method:

4.2.4 Results/Discussion:

4.2.5 Conclusions:

5.0 Summary of Conclusions: This section summarizes the conclusions for each of the individual tests as detailed in paragraph 4.0.

6.0 Recommendations: This section states recommendations in the same order they are discussed in paragraph 4.1.5, 4.2.5, etc. (Conclusions).  Make sure that recommendations logically follow from the results and conclusions.  Discuss details or risks/benefits.

7.0 Acronyms and Glossary: This section lists acronyms and definitions peculiar to the test plan/program.

Appendices: Appendices may be added to the test report, as appropriate, to provide detailed information.  The appendices are identified sequentially, starting with the letter A.

APPENDIX D - IOA DETAILS      


D.1 IOA Documentation      

During early program monitoring, the Office of ISA identifies potential hazards and communicates them to the service organization via informal verbal communication and formal written communication.  IOA required documentation includes input to the ISPD test and evaluation section, an IOA plan, an IOA procedures document, and an IOA Team assessment report (IOA Report). Figure D1-1 depicts a generic timeline of IOA activities and shows when supporting IOA documents would normally be developed.

IOA Input to the ISPD T&E Sections.  The Office of ISA reviews and comments on the service organization’s T&E strategy proposed in the ISPD. The Office of ISA also provides the IOA section for the ISPD. For the ISPD T&E section, The Office of ISA documents the IOA activities, resources, and strategy. The Office of ISA has full approval of the IOA section of the ISPD.

Office of ISA Co-approval of T&E Section of the ISPD.  The Office of ISA, along with the service team lead, co-approves the entire T&E section of the ISPD.  The Office of ISA prepares a signature page for the front of the ISPD T&E section, and, if applicable, a memo to the service team lead detailing any issues or conditions prior to co-approval.

IOA Plan and Procedures.  The IOA Plan and Procedures documents should include scheduling, resources, coverage of system test, and data collection and analysis to allow a formal IOA team assessment of the system’s operational readiness.

Pre-IOA Status Paper.  Subsequent to OT completion and prior to the IOARD, the Office of ISA and the IOA team prepare a status paper for the service organization that provides a summary of the potential risks that are being tracked as IOA approaches.

Intermediate Email.  Halfway through IOA (and during Data Reduction and Analysis (DR&A), if new significant concerns are identified), the PM sends an email summarizing, at a high level (i.e., not IIS data), significant concerns to the Service Team Lead (see Intermediate Email template).

Preliminary IOA Report.  A Preliminary IOA Report may be developed to allow for the earlier identification and resolution of hazards prior to the ISD (see template).  Once the program is designated for IOA, the PM must discuss this option with the Service Team Lead.  The PM should promote the benefits of a Preliminary IOA Report but stress its effect on the program schedule.  The Service Team’s decision on having a Preliminary IOA Report must be documented in an email from the PM to the Service Team Lead and the Manager of the Office of ISA, with a “cc:” to the Director.  The decision can also be recorded in the ISPD if it has not been finalized.  The Preliminary IOA Report is prepared during the IOA caucus and includes the identified hazards and ratings, an Executive Summary, and does not include an assessment of Operational Readiness. 

The Service Team must respond to the Preliminary IOA Report via memorandum at a minimum of five weeks prior to the ISD, indicating that the system is ready to be assessed for Operational Readiness.  The length of time for IOA activities after the Service Team’s response may need to be negotiated if major changes are made to the system after the Preliminary IOA Report.  Upon receiving the Service Team response, the IOA Team Lead reconvenes the team to re-evaluate the system.  At this time, the system is assessed for Operational Readiness.

Report. The IOA report will be distributed to the service organization and all ATO stakeholders at the Directorate and Vice President levels. This report supports the in-service decision. Due to the independent nature of the IOA report, there is no formal comment/review process outside of the IOA team. The IOA report is based on all data available at that time.

Follow-up Assessment and Reporting.  The Office of ISA, along with the IOA team, provides a follow-up assessment on any new hazards/risks identified after the ISD and a status of significant hazards that were identified in the original IOA report. Results of the follow-up assessment are detailed in a follow-up report issued approximately six months following the ISD.

Figure D.1-1: Generic Timeline of IOA Activities
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D2 IOA Team      

Organizations that operate, maintain, or are otherwise operationally affected by the implementation of a new system are represented on the IOA team. IOA teams will include subject-matter experts at both the working level and supervisory levels from Headquarters and field operations.

The Office of ISA coordinates with appropriate ATO offices to obtain IOA team members from field facilities. Additional participants may include non-FAA personnel who are system users such as the National Weather Service, and employees of the Department of Defense.

Office of ISA's Role in IOA.  The IOA program manager from the Office of ISA leads and provides full administrative support to the IOA team during IOA. The Office of ISA facilitates the final IOA team system assessment by ensuring proper collection, analysis, and reporting of results. The IOA team reports the operational assessment of the evaluated system to the in-service decision authority. The Manager of the Office of ISA represents independent test and evaluation within the FAA.

IOA Team Responsibility.  The IOA team is responsible for conducting independent operational assessments of designated programs. Although every attempt will be made to keep members’ management informed of assessments and recommendations, IOA team assessments and/or recommendations will be based solely on the analyses of system performance and capabilities during IOA and of data collected during earlier test phases.

Role of IOA Team During System Test and Field Familiarization.  IOA may use the results from selected SI system test events to aid the resolution of COIs. Members from the IOA team observe selected system test events and have access to all system test and PTR data so that a complete IOA assessment can be made.

Role of Office of ISA and IOA Team in COI Development.  Due to the important role COIs play in system tests and operational assessments, and due to problems created by inadequate COIs, the Office of ISA will work with the service organization to assist in the development of a complete set of testable COIs. COIs should reflect high-level operational requirements and should avoid including "issues of the day." COIs used in the test plans by the service organization and the IOA program manager should be those defined in the Program Requirements Document.


D.3 Relationship with Service Organizations      

IOA program managers should attend all pertinent service organization activities and work closely with the service organizations regarding IOA and the early identification of hazards/risks during the monitoring process. The IOA team is provided access to SI system test documentation, which it reviews and on which it provides comments. During IOA, the service organization may decide to withdraw the system if further development and/or corrective action is required before IOA proceeds.

ISA Interaction with Test Work Groups.  For programs with an established Test Work Group (TWG), PMs are encouraged to participate.  This helps the Office of ISA understand the Service Team’s test strategy, and it helps the Service Team understand IOA strategy, particularly as it applies to COI assessment and multiple IOA activities.  Participation in the TWG allows the PM to share Lessons Learned from previous IOAs and to be involved in reviewing documents produced by the TWG members.  Participation also ensures that IOA resource requirements are explained.

ISA Involvement with Operational Capability Tests and Operational Capability Demonstrations.  The Office of ISA may monitor Operational Capability Tests and Operational Capability Demonstrations, system evaluations conducted prior to contract award, and R&D demonstrations of designated programs.  To maintain its independence, the Office of ISA does not directly participate in these activities, but instead monitors them to identify potential safety hazards and possible areas of improvement in the evaluation process.


D.4 IOA Designation Process 
The designation of programs for IOA is the responsibility of the Vice President of ATO Safety.  The IOA Designation Board—consisting of the directors of safety and operations support from the operational Service Units, the Director of NextGen and Operations Planning, and the ISA Manager—makes recommendations as to which programs should be designated; the designation process is managed by a PM (Designation Lead) from the Office of ISA and is supported by a Designation Working Group (DWG) consisting of representatives from each organization.
While designation for IOA may be addressed at any time during the fiscal year or lifecycle of any given program, an IOA designation process will be conducted at least once a year to support FAA and Office of ISA budget development.  Figure D.4-1 depicts the IOA designation process.  The Office of ISA’s Designation Lead manages the designation process in accordance with the following process:
· The Office of ISA conducts a review of new and existing acquisition programs, as well as any additional assessments requested by the Vice President of ATO Safety or recommended by the DWG.
· The Designation Lead initiates the annual designation process by soliciting recommendations from the DWG and the Vice President of ATO Safety and initiating the preparation/updating of program information sheets by the Office of ISA.  Program information sheets will be prepared for all programs currently designated, deferred from the previous year, recommended by the DWG, or identified by the Vice President of ATO Safety.  In addition to basic program information and status, the program information sheets will include IOA recommendations and justifications.  Acquisition program information is garnered from a variety of sources, such as the Capital Investment Plan, readiness decisions, and Joint Resources Council (JRC) readiness meeting minutes.
· The Office of ISA conducts a review of new and existing acquisition programs, as well as any additional assessments requested by the Vice President of ATO Safety or recommended by the DWG.

· The Office of ISA updates all existing Program Management Plans (PMPs) (at a minimum, the Resources section).

· The DWG reviews the information package and develops recommendations for the Designation Board to review.

· The Designation Lead and an ISA budget Point of Contact (POC) analyze the resource estimates in the updated PMPs against the projected activities associated with anticipated program designation and IOA strategies.  As necessary, the Office of ISA develops resource mitigation strategies.
· The IOA Designation Board reviews the program information and makes IOA program designation recommendations to the Vice President of ATO Safety.  
· If resources are not sufficient, the IOA Designation Board prioritizes recommendations based on potential operational impact, complexity, criticality, acquisition cost, and risk.  The Vice President of ATO Safety uses this information to help make staffing- and funding-conscious decisions on IOA designation.
· The Vice President of ATO Safety sends a decision memorandum identifying all programs designated for IOA to the Vice Presidents of the operational Service Units and also provides copies to the Senior Vice President of NextGen and Operations Planning and the Office of Aviation Safety.

· Program designation decisions are reviewed by the Office of ISA at key program milestones.  Decisions to increase or decrease the level of IOA activity may be made at these times.

· If a program is removed from IOA designation, the Office of ISA prepares a decision memorandum to be signed by the Vice President of ATO Safety.
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Figure D.4-1: IOA Designation Process

D.5 IOA Method of System Assessment      

The evaluation process will begin by correlating the collected data from DT, OT, Field Familiarization, and IOA with the COIs/MOEs/MOSs to verify that all operational requirements have been assessed (see paragraph 4.3.1 for a description of COI/MOE/MOS decomposition).  There is a data trail from the Data Elements/MOPs to the MOEs/MOSs, and in turn, to the corresponding COIs and the hazards identified in the SRMD (if applicable).

The IOA Team will analyze the data to identify problems and categorize them as either operational hazards or comments.  Identified operational hazards will then be assessed for operational risk using the process described below.


Operational Hazard Assessment
Documenting an IOA hazard involves the first nine steps of the Preliminary Hazard Analysis, which is depicted in the figure below.
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Figure D.5-1: Preliminary Hazard Analysis 

Definitions of Severity
The IOA Team will assess the severity of each hazard using the following matrix:

	 
	Minimal

5
	Minor

4
	Major

3
	Hazardous

2
	Catastrophic

1

	Air Traffic Control
	Conditions resulting in a minimal reduction in ATC services or a loss of separation resulting in a Category D Runway Incursion (RI), Operational Deviation, or Proximity Event (PE) 
	Conditions resulting in a slight reduction in ATC services or a loss of separation resulting in a Category C RI or Operational Error (OE) 
	Conditions resulting in a partial loss of ATC services or a loss of separation resulting in a Category B RI or OE 
	Conditions resulting in a total loss of ATC services (ATC zero) or a loss of separation resulting in a Category A RI or OE 
	Conditions resulting in a collision between aircraft, obstacles, or terrain 

	Flight Crew
	· Flight crew receives Traffic Collision Avoidance System (TCAS) Traffic Advisory informing of nearby traffic

· Pilot Deviation (PD) where loss of airborne separation falls within the same parameters of a Category D OE or PE

· Minimal effect on operation of aircraft
	· Potential for PD due to TCAS Preventive Resolution Advisory advising crew not to deviate from present vertical profile

· PD where loss of airborne separation falls within the same parameters of Category C OE

· Reduction of functional capability of aircraft but does not impact overall safety (e.g., normal procedures as per Airplane Flight Manual (AFM))
	· PD due to response to TCAS Corrective Resolution Advisory issued advising crew to take vertical action to avoid developing conflict with traffic

· PD where loss of airborne separation falls within the same parameters of a Category B OE

· Reduction in safety margin or functional capability of the aircraft, requiring crew to follow abnormal procedures as per AFM
	· Near Mid-air Collision results due to proximity of less than 500 feet from another aircraft or a report is filed by pilot or flight crew member that a collision hazard existed between two or more aircraft

· Reduction in safety margin and functional capability of the aircraft requiring crew to follow emergency procedures as per AFM
	· Conditions resulting in a Mid-air Collision or impact with obstacle or terrain resulting in hull loss, multiple fatalities, or fatal injury

	Flying Public
	· Minimal injury or discomfort to passenger(s)
	· Physical discomfort to passenger(s) (e.g., extreme braking action; clear air turbulence causing unexpected movement of aircraft causing injuries to one or two passengers out of their seats)

· Minor injury to greater than zero to less or equal to 10% of passengers
	· Physical distress on passengers (e.g., abrupt evasive action; severe turbulence causing unexpected aircraft movements)

· Minor injury to greater than 10% of passengers
	· Fatalities, or fatal injury to passenger(s)
	· Serious injury to passenger(s)


Figure D.5-2: Definitions of Severity
Definitions of Likelihood

The IOA Team will assess the likelihood of each hazard using the following matrix:

	 

 

 
	NAS Systems
	 

ATC Operational

	
	Qualitative
	

	
	Individual Item/ System
	ATC Service/
NAS-level System
	Per Facility
	NAS-wide

	Frequent

A
	Expected to occur about once every three months for an item
	Continuously experienced in the system
	Expected to occur more than once per week
	Expected to occur more than every one to two days

	Probable

B
	Expected to occur about once per year for an item
	Expected to occur frequently in the system
	Expected to occur about once every month
	Expected to occur about several times per month

	Remote

C
	Expected to occur several times in the life cycle of an item
	Expected to occur numerous times in the life cycle of a system
	Expected to occur about once every year
	Expected to occur about once every few months

	Extremely Remote

D
	Unlikely to occur but possible in an item’s life cycle
	Expected to occur several times in the life cycle of a system
	Expected to occur about once every 10  – 100 years
	Expected to occur about once every three years

	Extremely Improbable

E
	So unlikely that it can be assumed that it will not occur in an item’s life cycle
	Unlikely to occur but possible in system life cycle
	Expected to occur less than once every 100 years
	Expected to occur less than once every 30 years


Figure D.5-3: Definitions of Likelihood
Risk Assessment Matrix

The IOA Team will use the following matrix to assign a risk rating to each hazard:

	 
	 
	SEVERITY

	 
	 
	Minimal
5
	Minor
4
	Major
3
	Hazardous
2
	Catastrophic
1

	LIKELIHOOD
	Frequent
A
	Low
	Medium
	High
	High
	High

	
	Probable
B
	Low
	Medium
	High
	High
	High

	
	Remote
C
	Low
	Low
	Medium
	High
	High

	
	Extremely Remote
D
	Low
	Low
	Low
	Medium
	High

	
	Extremely Improbable
E
	Low
	Low
	Low
	Low
	Medium / High*


Figure D.5-4: Risk Assessment Matrix
*Even if this risk is rated Medium, it will be considered be unacceptable if a single point or common cause failure exists.  Only one risk rating will be assigned to a hazard.   It will be based on Team consensus.
Operational Concerns: Issues that are not safety hazards but impact the operational use of the system will be documented as operational concerns.  Operational concerns are not rated, but their impact to operations, as determined by the expertise of the IOA Team, will be considered in the system assessment.

Comments: These are used only to provide information to the Service Team on items that do not impact the operational assessment.  Comments:

· Are not included in the Executive Summary

· Are not rated for risk

· Do not have to be addressed by the Service Team

· Are not tracked in the ISD Action Plan

· Do not support the assessment of operational readiness

· May provide a positive comment relative to a functionality.

 

System Assessment
In accordance with AMS policy, a system is considered Operationally Ready if it is operationally effective, suitable, and safe prior to deployment.

The system will be assessed for operational readiness based on the following criteria:

· Operationally Ready:

1. There are no high-risk safety hazards, and the combined level of risk of all hazards does not preclude operational use, and
2. The system is deemed operationally suitable and effective by the IOA Team based on the assessment of IOA operational concerns.

· Not Operationally Ready:

1. There is at least one high-risk safety hazard or the combined level of risk of all hazards precludes operational use, and/or
2. The system is deemed not operationally suitable and/or effective by the IOA Team based on the assessment of IOA operational concerns.

IOA Results
Results from IOA will be documented in an IOA report. The report will be distributed to the service organization and all ATO stakeholders at the Directorate and Vice President levels. The report will also be sent to the ATO COO. In the case of joint programs with the Department of Defense, the report will be sent to the appropriate Department of Defense offices.

The IOA report will normally be briefed in the week following the report’s completion. Briefings are scheduled at the Directorate and Vice President levels for all ATO stakeholders and the service organization. A briefing is also scheduled for key site managers.  The briefing series may be tailored as appropriate for the program.

APPENDIX E - ACRONYMS AND DEFINITIONS      


E1.0 Overview      

This appendix lists the acronyms and organizational abbreviations used in the guidance document and corresponding definitions. The appendix also defines T&E terminology that is not defined elsewhere on FAST.


E1.1 List of Acronyms

     

	APB
	Acquisition Program Baseline

	AMS
	Acquisition Management System

	CCD
	Configuration Control Decision

	CDR
	Critical Design Review

	CM
	Configuration Management

	CMTP
	Contractor Master Test Plan

	COI
	Critical Operational Issue

	CONOPs
	Concept of Operations

	COO
	Chief Operating Officer

	COTS
	Commercial Off-The-Shelf

	CPR
	Critical Performance Requirement

	DR&A
	Data Reduction and Analysis

	DT
	Development Test

	FAA
	Federal Aviation Administration

	FAST
	FAA Acquisition System Toolset

	FAT
	Factory Acceptance Test

	FF
	Field Familiarization

	FQT
	Functional Quality Test

	GFE
	Government Furnished Equipment

	HDR
	Hardware Discrepancy Report

	HF
	Human Factors

	HW
	Hardware

	IAR
	Interim Assessment Report

	IDA
	Investment Decision Authority

	IOC
	Initial Operating Capability

	IOA
	Independent Operational Assessment

	IOARD
	IOA Readiness Declaration

	ISD
	In-Service Decision

	ISM
	In-Service Management

	ISPD
	Implementation Strategy and Planning Document

	ITT
	Integrated Test Team

	JRC
	Joint Resources Council

	MOE
	Measure of Effectiveness

	MOP
	Measure of Performance

	MOS
	Measure of Suitability

	NAS
	National Airspace System

	NCP
	NAS Change Proposal

	NDI
	Non-Developmental Item

	OCD
	Operational Capability Demonstration

	OCT
	Operational Capability Test

	OMB
	Office of Management and Budget

	ORD
	Operational Readiness Date

	OSD
	Operational Suitability Demonstration

	OT
	Operational Test

	P3I
	Pre-Planned Product Improvements

	PAT
	Production Acceptance Test

	PDR
	Preliminary Design Review

	PR
	Program Requirements

	PTR
	Program Trouble Report

	R&D
	Research and Development

	SAT
	Site Acceptance Test

	SI
	Solution Implementation

	SOW
	Statement of Work

	SSD
	System Support Directive

	SSM
	System Support Modification

	SW
	Software

	T&E
	Test and Evaluation

	TEGS
	Test and Evaluation Gold Standard

	TIM
	Technical Interchange Meeting

	TSB
	Test Standards Board

	TWG
	Test Working Group

	V&V
	Validation and Verification

	VRTM
	Verification Requirements Traceability Matrix

	WJHTC
	William J. Hughes Technical Center



E1.3 Definitions

      

	Acceptance Testing
	Formal testing conducted to determine whether a system satisfies its acceptance criteria and to enable the customer to determine whether to accept the system.

	Analysis
	Method of verification that compares hardware or software designs with known scientific and technical principles, technical data or procedures and practices to validate that the proposed design meets with technical requirements.

	Anomaly or Failure
	Inability of a software or hardware to meet its specified test or operational requirements.

	Baseline
	A specification or product that has been formally reviewed and agreed upon, that thereafter serves as the basis for further development, and that can be changed only through formal change control procedures. 

	Build Baseline
	Software components that have been compiled and formally reviewed and agreed upon, that thereafter serves as the basis for further development, and that can be changed only through formal change control procedures.

	Case File
	A proposal recorded on FAA Form 1800-2 for any change to a baseline document or any deviation from national standards that needs technical concurrence.  Prelude to an NCP.

	Case File Number
	A number assigned through MIS by the preparing organization in accordance with NAS-MD-001.  (Example: CFOS500-VSCS-010 CF = Case File, OS500 = organization, VSCS = system, 010 = next number in sequence)

	Computer Software Configuration Item (CSCI)
	An aggregation of software that is designated for configuration management and treated as a single entity in the configuration management process.

	Configuration
	The arrangement of a computer system or network as defined by the nature, number, and the chief characteristics of its functional elements.  The functional or physical characteristics (or both) of systems hardware/software.

	Configuration Control
	An element of configuration management, consisting of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formal establishment of their configuration identification.

	Configuration Management
	A discipline applying technical and administrative direction and surveillance to identify and document the functional and physical characteristics of a configuration item, control changes to those characteristics, record and report change processing and implementation status, and verify compliance with specified requirements.

	Critical Operational Issue (COI)
	A key operational effectiveness or operational suitability issue that must be examined during operational test to determine the system’s capability to perform its mission.

	(COI) Resolved
	A decision based on test data that the COI requirement has been met. (e.g., COI: Is the system safe?  The COI is resolved if the answer is yes.)

	Critical Performance Requirement (CPR)
	A solution's CPRs and associated values are specified in the program requirements document.  CPRs are primary requirements that represent attributes or characteristics considered essential to meeting the mission need the program is seeking to satisfy.

	Development Test (DT)
	A series of tests designed to verify that system technical and performance requirements specified in the contract and system specification have been met. Development tests are usually performed by the contractor and witnessed by the FAA.

	Field Familiarization
	Tests conducted at each site by Air Traffic and Technical Operations personnel to verify that the site is ready to switch over to the new system.

	Field Site Acceptance Test
	Tests performed at operational sites to validate performance prior to operational use.

	First Article System
	A prototype system upgraded after production award.

	First Article Test
	Testing of the first subsystem built by the developer. Qualification testing and acceptance testing demonstrations to show compliance with the specification requirements and the SOW.

	Function
	The purpose for which something is designed or exists (a major element of a system baseline).

	Initial Operating Capability (IOC)
	IOC is the declaration by site personnel that the system is ready for conditional operational use in the NAS and denotes the end of field familiarization at that site.

	Independent Operational Assessment (IOA)
	A assessment of a new system’s operational effectiveness and operational suitability performed by an IOA team on systems designated for IOA by the COO.

	Interface Control Document (ICD)
	The documentation necessary to identify functional and physical characteristics between and within configuration items provided by developers used to resolve problems concerning the specified interfaces.

	Joint Resources Council (JRC)
	The FAA’s body responsible for making corporate level decisions. Membership consists of Associate Administrators representing all lines of business of the agency, the FAA Acquisition Executive, the Director of the Office of Financial Services, and Legal Counsel.

	Key Site
	Field site(s) where OT, and IOA for designated programs, is conducted. A first operational NAS site where T&E activity is conducted to verify that HW/SW modification meets user needs. It is the actual environment where the equipment is used.

	Measure of Effectiveness (MOE)
	First-level, qualitative decomposition of an operational effectiveness component associated with a COI.

	Measure of Performance (MOP)
	Quantitative values that characterize MOEs or MOSs. These values are measurable by a test process.

	Measure of Suitability (MOS)
	First-level, qualitative decomposition of an operational suitability component associated with a COI.

	NAS Change Proposal (NCP)
	Proposed changes to the system baseline.

	National Airspace System (NAS)
	The common network of U.S. airspace; air navigation facilities, equipment and services; airports or landing areas; aeronautical charts, information and services; rules, regulations and procedures; technical information; and manpower and material. Included are system components shared jointly with the military.

	Needs and Requirements Defined
	New needs identified during in-service management of a product’s lifecycle generally originate from the operational environment. Needs which cannot be satisfied at the local level or validated and entered into the national requirement process.

	Operational Capability Test/Demonstration (OCT/OCD)
	A test performed by the FAA to determine whether a COTS/NDI product meets stipulated NAS requirements.

	Operational Effectiveness
	The degree to which a product accomplishes its mission when used by representative personnel in the expected operational environment.

	Operational Readiness Date (ORD)
	The operational readiness date occurs at the end of the operational suitability demonstration (OSD)

	Operational Suitability
	The degree to which a product intended for field use satisfies its availability, compatibility, transportability, interoperability, reliability maintainability, safety, human factors, logistics supportability, documentation, personnel, and training requirements.

	Operational Suitability Demonstration (OSD)
	When a system achieves IOC, it enters an OSD. The OSD is a time period during which the system is operated under intense scrutiny.

	Operational Test (OT)
	A series of tests designed to demonstrate that a new system is operationally effective and operationally suitable for use in the NAS and that all technical and performance requirements specified in the Acquisition Program Baseline.

	Packaging
	A proposition or an offer presented to a CCB for approval, consisting of several items (software or hardware) to be fixed or included in a system baseline.

	Peer Review
	A review of a product, following defined procedures, by peers of the producers of the product for the purpose of identifying defects and improvements.

	Performance Measurements
	Verify that the system is operating within performance requirements as outlined in performance criteria. Quantifies the system impact of new functionality.

	Plan
	A detailed scheme, program, or method worked out beforehand for the accomplishment of an object.  A proposed or tentative project or purpose.

	Preliminary Design
	An informal design that precedes or introduces the main design.

	Preliminary Design Review/Critical Design Review (PDR/CDR)
	Used by the developers to finalize a new design and insure initial user “buy-in” to the design/development/implementation approach.

	Procedure
	Subordinate to a process. A set of activities or steps taken to achieve a given purpose. Any specific combination of machines, tools, methods, materials, and/or people employed to develop a work product. Could be used by multiple persons in one group either separately, interleaved, recursively, or concurrently. Some activities transform inputs into outputs needed for other activities.

	Process
	A description of a course of action to be taken to perform a given task from start to finish. 

	Product
	The complete set, or any of the individual items of the set, of computer programs, procedures, and associated documentation and data designated for delivery to a customer or end user.

	Production Acceptance Test  (PAT)
	Contractor-conducted testing performed on each end item before it leaves the factory to verify that the end item conforms to applicable specifications, is free from manufacturing defects, and is substantially identical to the qualified system.

	Project
	An undertaking requiring concerted effort, which is focused on developing and maintaining a specific product. Typically a project includes its own funding, cost, accounting, and delivery schedule.

	Project Lifecycle
	The period of time that begins when a project plan is conceived and ends when the product produced is no longer in use by the customer.

	Program Trouble Report (PTR)
	(Sometimes referred to as problem trouble report) Method used to document and report a software anomaly that occurs on a system. It includes a full description of the problem, the operational impact, if any, and the method of recovery and or operational workaround used to recover from the problem.

	Project Planning
	Determining a method of action or procedure to implement a large or major undertaking, usually one involving considerable money, personnel, and equipment.

	Quality
	(1) The degree to which a system, component, or process meets specified requirements. (2) The degree to which a system, component, or process meets customer or user needs or expectations.

	Quality Assurance
	(1) A planned and systematic pattern of all actions necessary to provide adequate confidence that a work product conforms to established technical requirements. (2) A set of activities designed to evaluate the process by which work products are developed and/or maintained.

	Site Acceptance Test (SAT)
	Testing conducted at a field facility, by the vendor, that demonstrates that the system is installed and integrated with other site equipment and is operating properly.

	Site Program Bulletin
	A directive used to authorize field release of changes to existing software programs, new software packages, and associated documentation.

	Stability Testing
	Verification that the system operates properly over an extended time period (typically run continuously for 48 to 72 hours). To be realistic, a typical “load” on the system is usually applied.

	Subsystem
	A combination of sets, groups, etc., that performs an operational function within a system and is a major subdivision of the system.

	System
	A collection of components organized to accomplish a specific function or set of functions.

	System Baseline
	A set of hardware, software, and documentation configuration items that define a configuration that is adapted or suited to support the function for which the system is designed or exists.

	System Development Plan
	The collection of plans that describe the activities to be performed for the system release on a project. It governs the management of the activities to be performed.

	System Requirement
	A condition or capability that must be met or possessed by a system or system component to satisfy a condition or capability needed by a user to solve a problem.

	System Requirements Review
	A review conducted jointly by users and developers to insure that requirements are documented, understood and prioritized.

	System Support Directive
	A directive used to authorize field release of changes to existing hardware/software, new hardware/software, and associated documentation.  The SSD replaces EEMs, SPBs, etc.

	Task
	(1) A sequence of instructions treated as a basic unit of work. (2) A well-defined unit of work in the process that provides management with a visible checkpoint into the status of the project. Tasks have readiness criteria (preconditions) and completion criteria (post-conditions).

	Test
	Method of verification that measures equipment’s performance under specific configurations and after the controlled application of known stimuli. Results are measured, compared against previous success criteria and then evaluated to determine the degree of compliance.

	Test Environment
	Simulated operational environment used during system test to revalidate existing performance and verify new functionality/system fixes. Typical parameters/limitations when testing in a simulated operational environment include system size/configuration (# of peripherals, interfaces, etc.), system loading (#/types of stimulus put into system under test), etc.

	Test Tools
	Automated HW/SW support equipment that allows the re-verification of existing baseline performance and the T&E of new functions/fixes. The thoroughness of the tools and the amount of automation of the tools directly affect the level of verification that can be done in a reasonable timeframe.

	Validation
	Validation demonstrates whether a product or product component will fulfill its specified purpose when placed in any aspect of its intended environment such as operation, training, manufacturing, maintenance, or support services. The methods employed to accomplish validation can be applied to work products as well as to the product or product components.

	Verification
	Verification ensures that work products (i.e., requirements, designs, and prototypes) meet their specified requirements. Verification is inherently an incremental process since it occurs throughout the development of the product and work products – beginning with initial requirements, progressing through subsequent changes, and culminating in verification of the completed product.
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