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Security(Revised 09/2000)
[image: image1.wmf]The FAA must conform with national policy related to the physical security of the aviation infrastructure including leased and owned facilities, the security of all information associated with operation of the agency and aircraft operations, and personnel security. The FAA is also obligated to protect proprietary information to which it has access.

Physical security is directly applicable to aviation industry operations and activities, and to supporting infrastructure such as communications, sensors, and information processing. In addition, physical security applies to the staffed facilities which the FAA leases, owns, and operates.

Personnel security applies to all FAA positions and FAA contractor positions (inclusive of persons employed as or by contractors, subcontractors, or consultants). Each position must be designated as to the level of risk in terms of suitability and access to FAA facilities, sensitive information, and/or resources, and also designated as to the level of sensitivity in terms of national security and public trust responsibilities related to the efficiency of the service.

The Acquisition Program Baseline and subsequent planning documents of each acquisition program must include the cost of complying with national security policy, and must allow sufficient time for doing so.
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