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1.0 Operational Analysis Guidance

1.1 Background

The Office of Management and Budget (OMB) Circular A-11 provides guidance for establishing operational analysis (OA) processes within federal agencies. OMB Circular A-123 states that whenever possible an agency must employ an efficient way of collecting and analyzing operating cost and performance data. The FAA incorporates this guidance within the Acquisition Management System (AMS) to meet the intent of the OMB Circulars A-11 and A-123 efficiently and effectively.

1.2 Introduction

This guidance describes how to conduct operational analysis on National Airspace System (NAS) systems and assets. It explains the FAA approach to operational analysis, identifies the objectives, and presents the framework for OA review and reporting.
1.3 The FAA Approach
Operational analysis in the FAA answers the following questions:

1. Are actual operating costs comparable to estimates in the business case analysis report?

2. Is the asset operating with a sustainable design?

3. Can the asset continue to meet the business needs and performance goals of the agency?

4. Is the asset continuing to meet stakeholder needs?

The FAA conducts OA at the asset level and NAS level. Operational analysis at the asset level answers questions 1 & 2. Operational analysis at the NAS level answers questions 3 & 4.
The basis for answering question 1 is the Resource Planning Document. The Resource Planning document is updated each year to reflect actual operating costs. The office of the Vice-President for Finance has this information on file.
The basis for answering question 2 is the operational analysis process in this document. 
Questions 3 and 4 will by answered via the FAA’s planning and investment analysis processes. Entry into concept and requirements definition or investment analysis is an option should the answer to either question be negative.
1.4 Why the FAA Approach is different

The FAA approach to operational analysis is different from the path prescribed in OMB Circular A-11 for the following reasons. First, the FAA has instituted mission and service analysis during which the capability of operational assets to provide needed services is compared with both current and projected demand for those services to identify and quantify infrastructure and service shortfalls as the basis for entering investment analysis. Reliability, maintainability, availability, and supportability data and trends for currently deployed operational assets is a key input to this analysis. Secondly, the FAA procures assets for the NAS that have long lifecycles, some approaching 20 years or more. Often it takes many years to develop and deploy these assets. It is counter-productive to investigate new alternatives mid-way toward deploying complex systems and components. Third, the NAS is comprised of systems and assets that evolve and interact together to provide intended services. No single asset can provide NAS services or derive benefits. The NAS is a single system composed of multiple assets. Designing each component to work within this complex framework is time-consuming, costly, and not easily restarted. Fourth, the FAA invests in technology or other infrastructure only after exhaustive studies and analyses. The FAA engages with industry and other stakeholders to align the NAS architecture to achieve both mandated and mutually agreed strategic and business results. When a component of the NAS is identified for replacement or when a new need is identified that will enable the NAS to improve service, FAA investment analysis processes provide the structure to perform the various analyses (e.g., alternatives, cost, performance, benefits, risk) necessary to make smart investment decisions. Once procured, well-established processes use documents such as site reports, problem trouble reports, and NAS change proposals to enable the FAA to gather the data necessary to monitor NAS performance and gain understanding of customer/user satisfaction. At other levels within the agency, configuration control boards are empowered to make decisions to address changing customer needs and address customer satisfaction. As a result, OA in the FAA does meet the intent of OMB Circular A-11 even though it does not follow the prescribed path exactly.
1.5 Individual or Portfolio Operational Analysis

The NAS is a complex system whose component parts must evolve together. As a result, the FAA performs OA at both the individual asset level and on groups of assets (or portfolio) together. Directors for performing/service organizations have the prerogative to perform OA at the portfolio, system, or asset level. 

1.6 Operational Analysis Objectives

The OA evaluates the capability of operational assets to continue to provide the intended service. In the FAA, OA at the asset level consists of gathering reliability, maintainability, and availability data, as well as supportability data and then analyzing that data to determine if the asset can continue to provide the expected service for the intended lifecycle.

The OA at the NAS level monitors the architecture of the NAS for continued viability, its ability to meet customer and stakeholder needs, and its ability to meet agency strategic and business needs. When data indicates that a change is necessary, the FAA’s investment analysis processes remediate the weakness or evolve the NAS.
2.0 Operational Analysis 

2.1 Operational Analysis Overview

Figure 1 shows how OA fits into the FAA lifecycle acquisition management process.
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Once in-service management begins, the Director for the performing/service organization begins collecting reliability, maintainability, and availability (RMA) data as well as supportability data for the asset. Two years after deploying the first asset, the formal OA process begins. This process consists of:
1. Collecting and analyzing RMA and supportability data
2. Remediating issues within the purview of the Directorate, and
3. Reporting results to the appropriate level of authority
· Director-level OA reports - The Director for the performing/service organization determines the content and frequency of OA reporting within the Directorate. OA reporting is flexible, but must achieve the intent of the reporting format in Appendix B. Director-level OA reports must be kept on-file by the Directorate.
· Operational Analysis exception report – The Director of the performing/service organization provides the exception report to the ATO Vice President (or equivalent authority for other lines of business) responsible for the investment program, the cognizant IDA, and/or key stakeholder organizations when the directorate lacks the resources to remediate RMA or supportability issues. Exception reports follow the format and instruction in Appendix C
· Service-level Review – The Director for the performing/service organization reports the overall health of its operational assets to the investment decision authority at service-level reviews. The Directorate highlights supportability issues it cannot handle within available resources.
Performing the OA processes is not intended to be labor-intensive within the Directorate. It is intended to use existing resources and databases to determine when action must be taken to resolve existing or emerging RMA, supportability, or cost issues. OA enables the Director for the performing/service organization to monitor the capability of an asset to perform the function for which it was procured, identify trends, and take action to remediate them before the NAS is impacted negatively.

2.2 Reliability, Maintainability, and Availability Definitions
Definitions for reliability, availability, and maintainability are per the FAA Reliability, Maintainability, and Availability (RMA) Handbook, FAA-HDBK-006A.
Reliability - Reliability can be expressed either as the probability that an item or system will operate in a satisfactory manner for a specified period-of-time, or, when used under stated conditions, in terms of its mean time between failures (MTBF). For repairable systems that must operate continuously, reliability is expressed as the probability that a system will perform a required function under specific conditions for a stated period-of-time. For additional information, see FAA-HDBK-006A.
Maintainability - The measure of the ability of an item to be retained in or restored to a specified condition through maintenance performed, at each prescribed level of maintenance and repair, by appropriately skilled personnel using prescribed procedures and resources. For additional information, see FAA-HDBK-006A.

Availability - The probability that a system or constituent piece may be operational during any randomly selected instant of time or, alternatively, the fraction of the total operating time that the system or constituent piece is operational. For additional information, see FAA-HDBK-006A.

2.3
Service Categories 
Directorates with responsibility for OA reporting establish definitions for the operational status of assets providing service. These definitions provide the basis for classifying an outage or a maintenance action so that analysis of the RMA information provides an accurate picture of the true state of the asset. For example, the failure of a radio transmitter may result in a loss of availability at the equipment level, but may not be an outage at the operational level since there will most likely be a back up transmitter. Knowing this information makes a difference in the categorization of an asset event. Service interruption reports must be reviewed for accuracy and corrections made. FAA Order 6040-15D, National Airspace Performance Reporting System, defines operational statuses. 
Generally, the following definitions apply:

Full Service - An asset is providing full service when all of the services are available and all redundant components are operational.
Reduced Service – An asset is operating at reduced service when it is in use but is no longer capable of fulfilling its complete intended mission of full equipment availability (primary and redundant) or an air traffic manager/supervisor declares an operational impact due to service degradation

Full Outage - The loss of all capabilities for 1 minute or more constitutes a full outage status.
It is incumbent upon each Directorate to ensure the definitions for the different service levels are appropriate to the deployed asset and worked with the appropriate FAA organization.
2.4
Data Sources

Directorates responsible for in-service management for each operational asset identify the source for data used to satisfy OA needs. The National Airspace System Performance Analysis System (NASPAS) is the official FAA performance reporting system. Data entered into NASPAS is derived from service interruption reports generated at commissioned sites. Sometimes, data sources do not exist that track a specific performance measure. In that case, Directorates must devise other data collection sources and methods to track the performance measure.
2.5
Data Storage

Directorates responsible for in-service management establish a database to store current and historical OA data for each asset. Records regarding the OA status of an investment are maintained for the life of the asset. The Directorate establishes the format for the data. 
2.6
Benchmarks 

2.6.1 Upper/Lower Standard Benchmarks

Directorates responsible for in-service management establish a standard benchmark for each RMA metric based on operational or design requirements, program goals, or values derived from data contained in program documentation such as requirement documents or specifications. A standard benchmark could also come directly from FAA documents such as the Flight Plan (e.g., Flight Plan goal of 99% operational availability). 

The standard benchmark serves as the standard by which to measure actual performance. The standard benchmark is the upper limit if measured data is not to exceed the value of the benchmark. The standard benchmark is the lower limit if measured data is not to fall below the value of the benchmark. The Directorate measures actual RMA data against standard benchmarks to monitor trends and identify performance gaps for analysis. Directorates may need to adjust benchmarks in response to operational realities.
2.6.2 Take-Action Thresholds
Directorates responsible for in-service management establish a take-action threshold for each RMA metric. Directorates use engineering standards, expert opinion, mathematical probability or best judgments to establish take-action thresholds. The take-action threshold is the trigger for taking action. The take-action threshold is placed lower than the standard benchmark if the standard benchmark is a 'not to exceed' benchmark. The take-action threshold is placed higher than the standard benchmark if the standard benchmark is a 'no lower than' benchmark. Directorates must do a root cause analysis if the take-action threshold is breached in order to determine if failure to remediate will cause a negative impact to the NAS.
Figure 2 is an example of an RMA metric that shows actual measurement data against the take-action threshold and standard benchmark. As long as measured data is above the take-action threshold, no action is required. If measured data falls between the take-action threshold and standard benchmark, the Directorate must consider taking action to remediate a potential problem. If the benchmark falls below the standard benchmark, then action is required immediately. Charts must graphically depict performance over time to identify early negative trends before a variance reaches the reportable level.
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2.7 Operational Analysis Root Cause Analysis

Directorates responsible for in-service management conduct a root-cause analysis when RMA data indicates a take-action threshold has been, or will be, breached. The root-cause analysis provides the Directorate with a basis for developing appropriate solutions to remediate issues before they impact the NAS. 
2.8 Variance Color Codes
Operational analysis involves the comparison of actual performance data against the standard benchmark.  It is recommended that directorates assign color-codes for each metric that displays whether an RMA metric is not breaching the ‘take-action threshold’, is in-between, or breaching the ’standard benchmark’. Color-coding provides a quick visual indicator to place the focus on metrics that need attention. In general, a metric is green if performance data is better than the take-action benchmark. If the performance falls between the take-action benchmark and the standard benchmark, the metric is yellow. The metric is red if performance is worse than the standard benchmark.  

Figure 3 displays one possibility for establishing color-codes for generic variance grade definitions and possible responses.  
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Figure 3: Example of variance grade definitions and responses
3.0 Supportability Processes

Commercial-off-the-shelf (COTS) manufacturers periodically announce End-of-Life (EOL) dates for their equipment. End-of-Life means the product is or will be withdrawn from marketing by the vendor. In addition to EOL, supportability issues can arise from such other product factors as increasing maintenance costs, increasing product failures, licensing issues, declining spare quantities, and repair turn-around time. The resolution of EOL and supportability issues involves both technical and financial considerations, and choosing the alternative that best balances them.  When any of these conditions occur, the issue must be analyzed and corrective actions taken. 

Software is not generally subject to the same supportability issues as hardware. However, each Directorate must manage hardware and software platforms to ensure a change to one does not create an issue with the other.

3.1 Supportability Monitoring Processes

Directors for performing/service organizations must establish processes to monitor operational assets for supportability. Multiple approaches are available. Appendix A provides one approach Directorates can adopt.
3.2 Supportability Analysis Processes

Directors for performing/service organizations must establish processes to analyze supportability issues. Appendix A provides one approach Directorates can adopt.

3.3 Supportability Remediation Processes

Directors for performing/service organizations must establish processes to remediate supportability issues. Appendix A provides one approach Directorates can adopt.

4.0 Operational Analysis Reports

4.1 Directorate Operational Analysis Reports

Directors for performing/service organizations must establish the format and frequency for operational analysis reports. However, the recommendation is that directorate reports provide at a minimum the information in the example report format found in Appendix B. Each program within a Directorate generates an OA report for its key assets. The Directorate uses these reports to determine whether to take action to mitigate operational issues with a "yellow" or "red" performance metric or to mitigate supportability issues. 
4.2 Operational Analysis Exception Report 
The OA exception report addresses issues the Director of the performing/service organization cannot mitigate due to technical or financial constraints. The report is generated after the Directorate determines that Directorate resources are insufficient to mitigate the issue and the investment decision authority needs to take action to ensure the service provided by the asset, if still required, is accommodated in FAA planning. The Director of the performing/service organization provides the exception report to the ATO Vice President (or equivalent authority for other lines of business) responsible for the investment program, the cognizant IDA, and/or key stakeholder organizations. Appendix C displays the format for the operational analysis exception report.
APPENDIX A:  Sustainment and Technology Evolution Planning – An approach to Supportability
Sustainment and Technology Evolution Planning Overview

Sustainment and Technology Evolution Planning (STEP) is a strategy to maintain technical currency of hardware and software of an investment program of record throughout the FAA lifecycle.

STEP is an approach for evaluating key risk factors associated with supportability and supportability issues. The STEP process includes monitoring the manufacturing and supply support status for an asset, identifying issues, conducting analysis, identifying possible solutions, testing new products (if required), selecting the best alternative, and implementing the approved corrective action. The OA report documents the results of STEP actions.
Sustainment and Technology Evolution Planning Monitoring

STEP requires a process be established within the Directorate for monitoring and maintaining the technical currency of each operational asset and that the process be executed. STEP starts commences during solution implementation of the acquisition management lifecycle and continues throughout in-service management The objective STEP is to identify supportability and supportability situations early so action can be taken before the issue impacts the ability of an asset to provide the required level of service. 

Sustainment and Technology Evolution Planning Analysis

STEP is a process for analyzing supportability and supportability issues. A good process results in development of a set of alternatives to remediate any supportability issue. Once the monitoring process flags an item as a risk, analysis determines the best approach to mitigate the issue.

The level of analysis required to choose alternatives is dependent on the end of life (EOL) issue. However, the analysis should consider the following:

Requirements Analysis – This analysis ensures a replacement item has the necessary form, fit, and function. It does not determine if the requirement is necessary.

Alternative Analysis – This analysis identifies alternatives that will enable the asset to continue to perform the service for which it was acquired. It does not determine whether the service is necessary.

Cost Analysis – This analysis identifies the alternative that provides the most cost effective solution.
Risk Management – This analysis determines the risk introduced or mitigated by each alternative.
Test Analysis – This analysis determines the compatibility of each alternative within the service environment and verifies it has the necessary form, fit, and function.
Sustainment and Technology Evolution Planning Solution Implementation

At the completion of the STEP analysis process, the best alternative for managing the supportability or supportability issue is selected. Solutions may include, but are not limited to:

No Action Required - A product’s reliability and/or the availability of replacement assets allows for continued product support regardless of supportability.

Lifetime Buy - The acquisition of sufficient replacement products, components or items to meet a projected failure/demand rate until a defined point in time

Extended Maintenance - The purchase of technical and/or repair support from the original manufacturer (OEM) that extends the support of a product beyond the original timeframe

Third-Party Maintenance - The establishment of technical and/or repair support by a vendor other than the OEM that is qualified to provide the support

Technology Refresh - The periodic replacement of COTS products within the larger system to assure continued supportability through an indefinite service life. Periodicity is based on a projection of when the product can no longer be supported. Technology refresh changes the asset technical baseline, but not the system performance baseline

Redesign - When supportability is addressed by a system redesign or when replacement of obsolete items is integrated into a larger system upgrade or pre-planned product improvement

Purchase Data Rights - An arrangement with the OEM to secure proprietary data rights for a product to obtain organic or third-party support.
Reclamation/Salvage - Also referred to as cannibalization, this is typically a last resort support option whereby pieces of a discarded product are reclaimed and re-assembled to create a functional product.

APPENDIX B: Sample Operational Analysis Reporting Format
	Federal Aviation Administration Operational Analysis

Reporting Format 

	Directorate:
	OA Report ID#:
	Asset:
	Date:

	Point of Contact:
	Phone:
	Email:

	Reliability

Condition: Based on the latest operational data is the reliability condition red, yellow, or green?
Trend: Is the reliability trend up, down, or stable?
Action: What action has been taken or is needed in response to the reliability condition or trend? State if no action is required.

	Maintainability

Condition: Based on the latest operational data is the maintainability condition red, yellow, or green?
Trend: Is the maintainability trend up, down, or stable?

Action: What action has been taken or is needed in response to the maintainability condition or trend? State if no action is required.

	Availability

Condition: Based on the latest operational data is the availability condition red, yellow, or green?
Trend: Is the availability trend up, down, or stable?

Action: What action has been taken or is needed in response to the availability condition or trend? State if no action is required.

	Supportability
Condition: Based on industry analysis is the supportability condition red, yellow, or green?
Trend: Is the trend up, down, or stable?

Action: What action has been taken or is needed in response to the supportability condition or trend? State if no action is required.

	Problem Trouble Reports

Number: State the number of Problem Trouble Reports (PTRs) in the latest reporting period
Trend: Is the trend up, down, or stable
Action: What action has been taken or is needed in response to PTRs or the trend other than standard operating responses? State if no additional action is required.

	Issues

Briefly describe significant RMA or supportability issues concerning this asset and whether Directorate action is needed. Include stakeholder and user issues.

	Resources
Identify resources in excess of available budgets needed to resolve issues 


APPENDIX C: Operational Analysis Exception Report

	Federal Aviation Administration Operational Analysis Exception Report 

	Directorate:
	OA Report ID#:
	Asset:
	Date:

	Point of Contact:
	Phone:
	Email:

	Issue: Briefly identify the issue.

	Remedial Options: Based on OA root-cause and supportability analysis, describe briefly the 3 most viable remedial options.

	Recommended Solution: Briefly describe the recommended solution and explain why you selected it. The solution may require investment analysis.

	Impact if not Remediated: Define the quantitative and/or qualitative impact if the issue is not remediated. Include enterprise architecture impacts.

	Timeline to Avoid Impact: Identify the key dates by which mitigation actions must be complete including funding and implementation dates. 

	Why Directorate Cannot Handle: Briefly state the barrier that prevents the Directorate from taking internal action to remediate the issue.

	What is the Need (Dollars, resources, other): Identify the need in terms of funds or other resources required to remediate the exception. Identify if the IDA needs to initiate Investment Analysis activities.

	Senior Vice-President of Finance Recommendation: Summarize ATO-F affordability recommendation.

	Senior Vice-President of NextGen and Operations Planning Recommendation (Only if the enterprise architecture or NextGen are impacted): Provide recommendation on the enterprise architecture and NextGen here.

	Recommended Action to IDA: Define the action the Directorate is asking of the IDA. This may include providing funding or other resources or initiating investment analysis activities.


APPENDIX D: List of Acronyms and Abbreviations     

AMS

Acquisition Management System

ATO

Air Traffic Organization

COTS

Commercial-Off-The-Shelf

EOL

End-Of-Life

FAA

Federal Aviation Administration

IDA

Investment Decision Authority

NAS

National Airspace System

NASPAS
National Airspace System Performance Analysis System

OA

Operational Analysis

OMB

Office of Management and Budgets

PTR

Problem Trouble Report

RMA

Reliability, Maintainability, Availability

STEP

Sustainment and Technology Evolution Planning
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