


New Definitions:





Access.  In general the term “access” is defined as the ability to physically enter or pass through an FAA area or a facility; or having the physical ability or authority to obtain FAA sensitive information, materials and resources.  In relation to classified information, the ability, authority or opportunity to obtain knowledge of such information or materials.





Approval.  The agreement that an item is complete and suitable for its intended use.





Baseline.  (1) An agreed-to-description of the attributes of a product, at a point in time, which serves as a basis for defining change.  (2) An approved and released document, or a set of documents, each of a specific revision; the purpose of which is to provide a defined basis for managing change.  (3) The currently approved and released configuration documentation.  (4) A released set of files consisting of a software version and associated configuration documentation.





Classified Information.  Official information or material that requires protection in the interest of national security and is classified for such purpose by appropriate classification authority in accordance with the provisions of Executive Orders 12958 “Classified National Security Information”, 12968 “Access to Classified Information”, and 12829 “National Industrial Security Program”.





Configuration.  (1) The performance, functional, and physical attributes of an existing or planned product, or a combination of products.  (2) One of a series of sequentially created variations of a product.





Configuration Audit.  Product configuration verification accomplished by inspecting documents, products, and records; and reviewing procedures, processes, and systems of operation to verify that the product has achieved its required attributes (performance requirements and functional constraints), and the product’s design is accurately documented.  Sometimes divided into separate functional and physical configuration audits.





Configuration Change Management.  (1) A systematic process which ensures that changes to released configuration documentation are properly identified, documented, evaluated for impact, approved by an appropriate level of authority, incorporated, and verified.  (2) The configuration management activity concerning the systematic proposal justification, evaluation, coordination and disposition of proposed changes, and the implementation of all approved and released changes into (a) the applicable configurations of a product, (b) associated product information, and (c) supporting and interfacing products and their associated product information.





Configuration Documentation.  Technical documentation, the primary purpose of which is to identify and define a product’s performance, functional, and physical attributes.





Configuration Identification.  (1) The systematic process of selecting the product attributes, organizing associated information about the attributes, and stating the attributes.  (2) Unique identifiers for a product and its configuration documents.  (3) The configuration management activity which encompasses selecting configuration documents, assigning and applying unique identifiers to a product, its components, and associated documents; and maintaining document revision relationships to product configurations.





Configuration Management.  A management process for establishing and maintaining consistency of a product’s performance, functional, and physical attributers with its requirements, design, and operational information throughout its life.





Configuration Status Accounting.  The configuration management activity concerning capture and storage of, and access to, configuration information needed to mange products and product information effectively.





Configuration Verification.  The action verifying that the product has achieved its required attributes (performance requirements and functional constraints) and the product’s design is accurately documented.





Contract.  As used herein denotes the document (for example, contract, memorandum of agreement or understanding, purchase order) used to implement an agreement between a customer (buyer) and a seller (supplier).


(2nd definition for contract)





Data.  Recorded information of any nature (including administrative, managerial, financial, and technical), regardless of medium or characteristics.





Disapproval. Conclusion by the appropriate authority that an item submitted for approval is either not complete or is not suitable or its intended use.





Firmware.  The combination of a hardware device and computer instructions or computer data that reside as read-only software “burned into” the hardware device; various types of firmware include devices whose software code is erasable/re-programmable to some degree.





Hardware Products.  Made of material and their components (mechanical, electrical, electronic, hydraulic, pneumatic).  Computer software and technical documentation are excluded.





Interface.  The performance, functional, and physical attributes required to exist at a common boundary.





Interface Control Documentation.  Interface control drawing or other documentation that depicts physical, functional, and test interfaces of related or co-functioning products.





Lifecycle.  A generic term relating to the entire period of conception, definition, build, distribution, operation and disposal of a product.





NAS Technical Documentation.  Any set of documents that describe the technical requirements of the National Airspace System.





Operational Baseline.  The approved technical documentation representing installed operational hard-ware and software.





Performance.  A quantitative measure characterizing a physical or functional attribute relating to the execution of an operation or function.  Performance attributes include quantity (how many or how much), quality (how well), coverage (how much area, how far), timeliness (how responsive, how frequent), and readiness (availability, mission/operational readiness).  Performance is an attribute for all systems, people, products and processes including those for development, production, verification, deployment, operations, support, training and disposal.  Thus, supportability parameters, manufacturing process variability, reliability and so forth, are all performance measures.





Personnel Security.  The standards and procedures utilized to determine and document that the employment or retention in employment of an individual will promote the efficiency of the service and is clearly consistent with the interests of the national security.





Prescreening.  The evaluation of case files for impacts on safety, ATC services, and other intangible benefits, as well as cost/benefits implications, to determine if the proposed change should be implemented.





Release.  The designation by the originating activity that a document or software version is approved by an appropriate authority and is subject to configuration change management procedures.





Requirements,  Specified essential attributes.





Resources.  As it applies to contractor personnel security refers to FAA resources including a physical plant, information databases including hardware and software, as well as manual records pertaining to agency mission or personnel.





Solution Providers A term used to specify a non-IPT organization that has the responsibility for providing equipment to satisfy National Airspace requirements.





Specification.  A document that explicitly states essential technical attributes/requirements for product and procedures to determine that the product’s performance meets its requirements/attributes.





Support Equipment.  The equipment and computer software required to maintain, test, or operate a product or facility in its intended environment.





Unit.  One of a quantity of items (products, parts, etc.)





Verification.  The act of validating that a requirement has been fulfilled.  





Version.  (1) One of several sequentially created configurations of a data product.  (2) A supplementary identifier used to distinguish a changed body or set of computer-based data (software) from the previous configuration with the same primary identifier.  Version identifiers are usually associated with data  (such as files, data bases and software) used by, or maintained in, computers.
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