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GENERAL GUIDANCE 

Program requirements drive the search for a realistic and affordable solution to a desired capability improvement for the Federal Aviation Administration (FAA).  Program Requirements should have traceability to the FAA’s Strategic Initiatives and Performance Measurement Profiles, and Line of Business (LOB) and other enterprise strategic plans. The responsible LOB and designated program management office develops the Program Requirements Document (PRD) during the various phases of the Acquisition Management System (AMS) lifecycle.  

Each successive investment phase that follows adds more detail and specificity to the PRD. For example, a preliminary PRD (pPRD) establishes the basis for determining alternative solutions and estimating costs, it is important to identify requirements that drive costs and make sure they are correctly specified. The pPRD should contain only high-level requirements.  No requirement should be entered into the pPRD that is solution-specific or would unduly restrict the search for solutions.

The initial PRD (iPRD) serves for developing the Statement of Work (SOW); and associated specification(s). The iPRD contains requirements conforming to the preferred alternative, is not solution specific, and supports Initial Investment Decision (IID).  The iPRD includes new functions, if any, and lower-level requirements as known. 

The final PRD (fPRD) should include additional requirements as more information becomes available on the selected solution at IID and is used to support the Final Investment Decision (FID). The fPRD is the foundation for the product specification to support an acquisition. Also the system specification document traces to the program requirement document.  The fPRD defines the programmatic, functional, and performance requirements for the investment program.    The product specification(s) is derived from the fPRD. The fPRD establishes the baseline program requirements at FID.  

Additional guidance on the applicability of individual sections to the pPRD, iPRD and fPRD is available in the Template Section Applicability Section (Appendix A).   Further guidance on requirements traceability is available in Appendix 4 of the PRD Template. When citing FAA Orders, handbooks, and standards in Program Requirements Documents, use the latest version.  Refer to the Table of Acquisition Categories and Tailoring in the AMS to determine if a requirements document is necessary.

For Non-NAS investment programs that are IT-centric, check for the latest and newest Mandatory Design Standards with the Information & Technology, Solution Delivery Services, Requirements, Planning and Standards Division (ADE-100).

Furthermore, a NAS Program should deliver a Dynamic Object Oriented Requirements System (DOORS) module that is synchronized with the pPRD, iPRD, and fPRD deliverables.  The NAS Requirements Services Division, ANG-B1 will help NAS programs create the appropriate DOORS module.  

The NAS Requirements Services Division, ANG-B1 and the Office of Information & Technology, Performance & Strategy Services, Enterprise Architecture Division, (ASP-200), maintain the Program Requirements template.

Special Consideration for System of Systems

In a System of Systems (SoS) environment, requirements that are necessary for fulfilling an investment’s business case may be satisfied by another system. In this case, it can be necessary to allocate requirements across multiple investments. 
Given the complexity and interconnectivity of the SoS within FAA, a program’s success may rely on certain new or modified functionalities being provided by other programs. When developing and managing requirements for an individual system, the engineer should also consider how requirements at the SoS level are affected, including the system of interest along with all interfacing systems. More information on requirements analysis, management, and development within a system of systems can be found in the FAA Systems Engineering Manual (SEM).



Requirements for Systems of Systems (NAS Programs)

Requirements management within a SoS takes on new responsibilities.   Previously the Program Requirements Document (PRD) was used for managing the programmatic, functional, and performance requirements for the implemented solution.  In the SoS environment the PRD is now responsible for managing all of the requirements that meet the Operational Event/Trace Description (OV-6) of the programs business case defined by the portfolio.  To incorporate this new use the PRD template has been updated to include sections for requirements that:

1) Support the business case of the program of interest but are allocated by the enterprise to another program for implementation (Requirements Allocated by the Enterprise)

2) Are implemented by the program of interest as allocated from the enterprise in order to support the business case of the portfolio (Requirements Allocated from the Enterprise)

The need for these requirements varies based on the AMS phase of the program and the applicable PRD.

For the pPRD Requirements Allocated by the Enterprise need to be considered but do not need to be filled out as the requirements may change based on the chosen alternative.  Any Requirements Allocated from the Enterprise should be included in the applicable sections within the Program Requirements Document template (3.1, 3.2, 4.2.1, 5.4.2).
For the iPRD an initial set of identified Requirements Allocated  by the Enterprise and any additional Requirements Allocated from the Enterprise need to be included in the applicable sections within the requirements template (3.1, 3.2, 4.2.1, 5.4.2).  

For the fPRD all identified Requirements Allocated  by the Enterprise and any additional Requirements Allocated from the Enterprise should be included in the applicable sections within the Program Requirements Document template (3.1, 3.2, 4.2.1, 5.4.2). 

All Enterprise Allocation requirements should also be consolidated in Appendix 5 of the PRD Template by the stakeholder for that requirement.  All Enterprise Allocation Requirements require a stakeholder to concur with their addition to the PRD.

If Requirements Allocated from the Enterprise are allocated to the program of interest, the PRD should contain those requirements even if the program has completed their Finial Investment Decision. In this case, a NAS Change Proposal (NCP) is required to change the fPRD.

When Enterprise Allocated Requirements are used the PRD requires the signature of the manager of the related system, program, or portfolio and applicable adjudication of comments from those teams in the Comment Matrix.

Enterprise Allocated Requirements also take a slightly different form from traditional program requirements. In order to denote this in the document itself, each Allocated Requirements should add the letter “A” to the end of its unique identifier.   The standard wording for Enterprise Allocated Requirements is

· For Requirement Allocated by the Enterprise:

 “The [NAS Service] shall [Perform a Function] for the [Program Name] in order to achieve [Operational Scenario Name].”

· For Requirements Allocated from the Enterprise

“The [Program Name] shall [Perform a Function] in order to achieve the [Operational Scenario Name]”

Use of Model Based Systems Engineering

Within a SoS environment the program should consider a Model-Based Systems Engineering (MBSE) approach to requirements.  In the traditional approach the program develops the architecture, requirements and safety information with the support of Office of Engineering Services, (ANG-B). These products are checked for consistency with each other prior to approval and then entered into the ANG-B Tools Suite for management.  This can be a time consuming process within a SoS environment, as multiple levels of architecture, requirements, and safety information need to be checked against each other. With the MBSE approach, the program can develop its requirements within the ANG-B Tools Suite (using DOORS), creating the linkages as the program is developed instead of afterwards.  Once the requirements are developed the Program Requirements Document (PRD) can be published into the official template and will be ready for signature. 
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1 
INTRODUCTION 

The introduction should be no longer than one page. 

1.1 Description

Identify the shortfall addressed by this Program Requirements Document and summarize the service or capability need.  Describe briefly how the capability, if any, will be replaced by the requested improvement to provide enhanced capability or service for the Federal Aviation Administration (FAA).  For Facility investments, describe the shortfall addressed by the Program Requirements, and discuss how the current facilities will be improved. 
Verify that the program is included in the Enterprise Architecture Roadmaps.

1.2 Scope

Describe the scope of the requested improvement to a service, facility, or capability.  Identify whether the improvement is new to the FAA or whether it is intended to replace an existing capability.  If the improvement requires a revision to an approved final Program Requirements document (fPRD), from an earlier phase or segment of the investment, briefly summarize any substantive changes since the last approval, and explain why the changes are required.
2 CAPABILITY DESCRIPTION AND PROGRAM INFORMATION 

2.1 Operational Concept

Details of the operational concept are described in a Solution Concept of Operations (ConOps) document, which is completed prior to developing a Program Requirements Document.  This section should ONLY be a synopsis of the concepts described in the ConOps and should include a link to that approved document when possible. 
Provide a brief, high-level discussion of the new capability and what the investment will bring to the FAA.  Explain how the capability will be used in the operational environment, who the users are, and how they will be affected. For NAS programs, include Enterprise Architecture (EA) artifacts such as a high-level operational concept diagram (OV-1), systems/services communications description (SV-2) or interface diagrams to illustrate the concept.  For Non-NAS programs, please refer to the EA Program Manager Guidance document for useful diagram types.
2.2 Quantities and Location 
In the fPRD, identify the total number of units or scope of services that will be needed to meet the mission need. Provide as much location information as possible (e.g., the number of initial units per region, evolving to specific locations during Business Case Analysis). In particular, the iPRD should include as much information as possible to aid the initial investment analysis.  

2.3 Constraints  

Identify the projected date by which products or services will achieve initial and full operational capability at the first site.  Also, state the trigger or parameter for initial and full operational capability. Identify the projected date all sites will achieve operational capability; that is operational readiness date (ORD).  If an interim demonstration or system mock-up is required, discuss the strategy and planned date for finalizing critical design or production decision.  Identify schedule constraints associated with any predecessor and successor interfacing or interdependent Enterprise Architecture elements required to achieve full operational capability. Constraints should be identified in the pPRD as much as possible and fully identified in the fPRD. Schedule constraints should conform to information in the Enterprise Architecture roadmaps. 

Identify any constraints or assumptions that bound the potential solution or limit the scope of the alternatives to achieve operational capability at all sites.  Constraints and assumptions can include predefined hardware/software use, information availability and connectivity, dependence on other technologies, database management, facilities, staffing, training, compatibility with legacy systems, etc.  Describe the constraints or limitations associated with predecessor or successor interfacing systems, inter-dependent Enterprise Architecture elements, or other resource considerations such infrastructure capabilities that may impact the alternative solutions.
Constraints and assumptions should be documented in the program Risk Plan in order to assess the extent to which constraints and assumptions raise the Program's exposure to risk (issues or opportunities).
3 Functional and Performance REQUIREMENTS
Refer to the FAA Systems Engineering Manual (SEM) or either of the following for guidance on writing requirements:
· INCOSE Systems Engineering Handbook v. 3.2, January 2010
· IEEE Standard 15288-2008 Second Edition, Systems and software engineering- System life cycle processes, February 2008.
It is recommend that a requirements numbering scheme be used that facilitates traceability of elements that are identified as Critical Performance Requirements (CPR), Criticial Operational Issues (COI) and/or that are “Allocated from the Enterprise” versus elements that are “Allocated by the Enterprise” 

3.1 Functional Requirements 

Functional Requirements are requirements that the intended capability must provide to satisfy a mission need or a shortfall. The source of these functions is the Functional Analysis (FA) document.  A functional requirement uses the same elements, e.g., required inputs, internal process, and outputs/interfaces to other functions, systems, and users.  The attributes of functional requirements include:
1.
Usage of Functional Analysis as the prerequisite for the requirements development.
2.
Identification of the desired capability by the system.

3.
Traceability to functions in the functional analysis.

4.
Traceability to organizational strategic goals.
5.
Traceability to Enterprise level services/capabilities.
6
Forward traceability of these requirements is to an interface requirement document (IRD), system specification or web service description document (WSDD).
7.
Traceability to Measures of Effectiveness (MOE).
Functional requirements describe “what” the solution must do to satisfy business/enterprise goals and objectives and not “how” it will accomplish them.  “What” includes information exchanged via interfaces with other systems and people.
If the investment program is intended to procure additional quantities of existing FAA equipment, or additional quantities of services, or is non-functional in nature, e.g., replacing shelters or fuel tanks, indicate that this section does not apply.  Also, include in this section the requirements document that the equipment or service was acquired against.
Include and identify any applicable functional requirements that are allocated by the enterprise to another program. These are requirements that are part of this programs business case but are implemented by another program in the portfolio.  Also include and identify any applicable requirements allocated from the enterprise from another program to this program.  These are requirements that this program must implement in order to support the business case of another program within the portfolio.  These requirements are consolidated in Appendix 5.  

3.2 Performance Requirements
Performance requirements quantitatively or qualitatively assert how well that function needs to perform.  Enterprise level service/capabilities form the basis for performance requirements. Performance requirements do the following:
1.
Define how well the intended system performs, E.g., accuracy, fidelity, operational range, resolution, and response time.

2.
Map to sub-functions.

3.
Trace to the MOEs.

Identify Critical Performance Requirements (CPRs) where and when they first appear, and list all CPRs including their values with a unit of measure in Appendix 1.  Appendix 1 provides guidance on items that should be considered CPRs.
Include and identify any applicable requirements that are allocated by the enterprise to another program. These are requirements that are part of this programs business case but are implemented by another program in the portfolio.  Also include and identify any applicable requirements allocated from the enterprise from another program to this program.  These are requirements that this program must implement in order to support the business case of another program within the portfolio.  These requirements are consolidated in Appendix 5.  
3.3 Reliability, Maintainability, and Availability (RMA) Requirements 

Reliability, Maintainability and Availability (RMA) requirements identify inherent availability, Mean-Time-To-Restore (MTTR), and other measures of performance and reliability.
It is important to note that only high-level RMA values are likely to be specified in the preliminary Program Requirements Document (pPRD).  Specific RMA values derive from these high-level values as the program develops the iPRD and fPRD.  Note:  Refer to the FAA RMA Handbook (FAA HDBK 006) for guidance, especially with regards to the requirements resulting from the desired level of system criticality.  

4 INTEGRATION REQUIREMENTS
4.1 Physical Integration
Identify physical integration requirements associated with implementing the solution/system in the FAA environment or facility.  For Non-NAS investment programs that are IT centric, work with the Data Center Infrastructure & Operations Service, Performance & Planning Group when defining your physical space and integration requirements.
Note:  FAA specification FAA-G-2100, Electrical Equipment, General Requirements is applicable to many physical integration requirements.  Reference the applicable sections of the specification.  

4.1.1 Environmental Requirements
Define requirements for evaluating the environmental impacts of the construction and operation of the new capability in accordance with the National Environmental Policy Act (NEPA).  If the deployment of the new capability requires real property transactions, e.g., land or lease acquisition, define requirements for conducting environmental due diligence audits in accordance with FAA Order 1050.19 - Environmental Due Diligence Audits in the Conduct of FAA Real Property Transactions.
For Non-NAS investment programs, an example of environmental needs you may need to plan for is cooling for large-scale IT installations.
4.1.2 Land and Facility

If known, include any requirements for land and facilities in the pPRD and iPRD.  In the fPRD identify requirements for real estate, facility space to accommodate systems, auxiliary equipment, and personnel for end-state operations and during transition to the new capability.
4.1.2.1 Grounding, Bonding, Shielding, Lightning Protection, Cables, Power and HVAC 
Define grounding, bonding and shielding, lightning protection, cable and power and Heating Ventilation Air Conditioning (HVAC) requirements during transition to the new capability and for end-state operations.  Power includes requirements for essential and/or critical buses, and back-up power sources such as engine generators, uninterruptable power supply (UPS) and batteries.

The following FAA Orders, specifications and standards may be applicable to this section:
· FAA-STD-019E - Lightning and Surge Protection, Grounding, Bonding and Shielding Requirements for Facilities and Equipment 

· FAA-G-2100H - Electronics Equipment, General Requirements 

· FAA Order 6030.20 - Electrical Power Policy 

· FAA Order 6950.2 - Electrical Power Policy Implementation at National Airspace System Facilities
4.1.2.2 Energy and Water Conservation

Define requirements to achieve compliance with energy and water conservation mandates of the following policy documents:
· National Energy Conservation Policy Act
· The Energy Policy Act of 2005 (EPACT) 
· The Energy Independence and Security Act of 2007 (EISA) 
· Executive Orders 13423 and 13514.  
This section includes consideration of energy and water-use efficiency, use of off-grid power and non-polluting energy sources, and energy consumption from operation of the product.

4.1.2.3 Hazardous Materials

Define the requirements for handling, removal, cleanup, and recycling hazardous materials for transition to the new capability, e.g., installation, and for end-state operations.  Be sure to consider disposal of replaced assets that contain silicon or other hazardous material. 
The following standards, regulations, and FAA Orders may apply to this section:  
· OSHA Standard 1910.120 subpart H - Hazardous Waste Operations and Emergency Response.
· EPA Regulation 40 CFR Part 260 - Hazardous Waste Management System:  General.
· FAA Order 1050.10, Prevention, Control, and Abatement of FAA Environmental Pollution at FAA Facilities
· FAA Order 1050.14- Polychlorinated Biphenyls (PCBs) in the National Airspace System (NAS)
· FAA Order 1050.18 - Chlorofluorocarbons and Halon Use at FAA Facilities
· FAA Order 1050.20 - Airway Facilities Asbestos Control Program 

· FAA Order 4600.27 - Personal Property Management
4.1.3 Telecommunications

Define telecommunications requirements for transition to the new capability and end-state operations.

Non-NAS investment programs will always need to consider telecommunications. Where does the information need to go? How will it be transferred? What FAA data transfer system will be used (i.e., Federal Telecommunications Infrastructure (FTI), System Wide Information Management (SWIM))? What protocols will be required for use? The following FAA Orders and standards may be applicable to this section:  
· FAA Order 1830.10 - Managing New Telecommunications Requirements 

· FAA-STD-049 - Fiber Optic Telecommunication System and Equipment
4.1.4 Special Considerations
Define unique requirements related to fiber optics, water and sewer, roadway, seismic safety, and access during transition to the new capability and for end-state operations.
4.2 Functional Integration

Define functional integration requirements associated with implementing the new capability in the operational environment, including portfolio allocation requirements.  Functional Integration Requirements describe interfaces to other FAA Enterprise Architecture Elements, External Interfaces and Spectrum requirements.
For Facility investments define functional integration requirements associated with implementing the new facility initiative.  Describe how the facility initiative will impact legacy FAA systems.

4.2.1 Interfaces to Other FAA Enterprise Architecture Elements 

Identify systems, subsystems, and networks or facilities that will interface with this capability and for which Interface Requirements Documents and Interface Control Documents are necessary.  Include remote maintenance monitoring and operational command and control interface requirements as applicable.

Identify software interface requirements, as well as specifications, protocols, and standards to ensure compatibility and interoperability with other fielded systems. Identify any unique user interface requirements, demonstration needs, and special software certification.

Define information requirements associated with the need to collect or create data. Define requirements for quality of service characteristics of or constraints on the information to be produced or collected. 

Define requirements to use existing data specifications and structures in use in the Enterprise Architecture, such as a common flight object or message set, registered extensive markup language (XML) schemas, standardized tables of valid values or code lists, or other standards to facilitate data exchange.  

Define requirements for publishing or disseminating data, including creation of information about the data products (i.e. metadata), methods for enabling search and discovery of the data, methods for obtaining the data, and rules for using the data. Define requirements for archiving data and data products.
The following FAA orders and standards may be applicable to this section:  
· FAA-STD-025E - Preparation of Interface Documentation
· JO 6000.53C - Remote Maintenance Monitoring Interface Development and Implementation
For Facility investments discuss the systems, subsystems, and networks that will be impacted by the facility initiative (Please refer to the Table of Acquisition Categories and Tailoring in the AMS).
Include and identify any applicable requirements that are allocated by the enterprise to another program. These are requirements that are part of this programs business case but are implemented by another program in the portfolio.  Also include and identify any applicable requirements allocated from the enterprise from another program to this program.  These are requirements that this program must implement in order to support the business case of another program within the portfolio.  These requirements are consolidated in Appendix 5.  
4.2.2 External Interfaces

4.2.3 Spectrum Requirements 

Define spectrum requirements including certification of radio spectrum availability.  Non-NAS investment program spectrum needs will typically be commercial spectrum versus the tightly managed NAS spectrum. But you may need to make sure your solution provider understands your requirements.
The following orders may be applicable to this section:  

· FAA Order 6050.32B - Spectrum Management Regulations and Procedures Manual
· FAA Order 6050.19 - Radio Spectrum Planning
4.3 Human-System Integration 

Identify human-system integration (HSI) requirements for all users, e.g., operators, maintainers, trainers, and supervisors, of the product or service.  HSI helps to ensure that the system appropriately accommodates and leverages human capabilities and limitations.  Include considerations of usability, suitability, trainability, human-system performance and safety implications on design and implementation.  HSI-related requirements may cover, but are not limited to the following items:  

· Allocation of Functions
· Knowledge, Skills, and Abilities

· Anthropometrics and Biomechanics

· Operational Suitability

· Communications and Teamwork

· Procedures

· Culture

· Special Skills and Tools

· Displays and Controls (human interface)

· Staffing

· Documentation

· Task Analysis

· Environment

· Training

· Information Presentation

· Visual/Auditory Alerts

· Information Requirements

· Input/Output Devices
Include consideration of human integration at FAA-levels, such as integration across facilities, job tasks, and teams.  

Define HSI requirements to minimize subjective interpretation, so that compliance is testable.  Also provide rationale when appropriate, to improve understanding for current and future designs and modifications.
For Facility investments identify human integration requirements for all users of the impacted facilities.  
The following FAA Orders, Standards and guidance may be applicable to this section: 

· FAA Human Factors Policy, Order 9550.8, October 1993
· FAA Human Factors Acquisition Job Aid, December 2003 
· FAA Human Factors Design Standard, HF-STD-001, June 2003 

4.4 Employee Safety and Health

Define requirements related to compliance with federal regulations and mandates, FAA Orders, and national consensus standards as they apply to the physical architecture of the program.  These requirements ensure the physical architecture is safe for FAA personnel to install, maintain and operate.  Where applicable, consideration must be given to the following topics:  electrical safety, fire life safety, indoor air quality, material handling, personal protective equipment, and lockout/tag out.
The following FAA orders, standards and specifications may apply to this section: 

· FAA Order 3900.19 - FAA Occupational Safety and Health Program
· DOT Specification FAA-G-2100, Electronic Equipment, General Requirements
5 SECURITY AND SAFETY REQUIREMENTS
5.1 Facility Security

Identify facility internal and external security requirements.  The pPRD should list applicable standards and orders, e.g., FAA Order 1600.6 - Facility Security Policy, and the local security policy.  The iPRD and fPRD should include more specific requirements when they become known.
5.2 Personnel Security 

Identify personnel security requirements.  The pPRD should list applicable standards and Orders, e.g., FAA Order 1600.1 - Personnel Security Program.  

5.3 Information Systems Security (ISS)

Identify ISS requirements applicable to developmental and commercial off-the-shelf (COTS)/non-developmental item (NDI) products.  ISS requirements have been standardized under the Federal Information Security Management Act (FISMA) and are managed with the agency by FAA Order 1370.82, Information Systems Security (ISS) Program. At the start of CRD, the program should contact their security authorizations lead: ANG-B32 if NextGen; AJW-0, NAS ISS Manager, if NAS; or AIS-100the Information Security & Privacy Service if Non-NAS, when developing your information security and privacy requirements.  The lead will provide the program with the handbooks and templates necessary to determine the program solution’s security risk level of Low, Moderate or High and its set of security requirements, to be included in the pPRD, iPRD and fPRD.
The following FAA orders, standards and specifications may apply to this section: 
· FAA Order 1370.81- Electronic Mail
· FAA Order 1370.103 - Encryption Policy
· FAA Order 1370.89 - Information Operations Condition 

· FAA Order 1370.82 - Information Systems Security (ISS) Program 

· FAA Order 1370.83 - Internet Access Points Policy 

· FAA Order 1370.84 - Internet Services 

· FAA Order 1370.79 - Internet Use Policy
· FAA Order 1370.105 - Logical Access Control Policy 

· FAA Order 1370.100 - Media Sanitizing and Destruction Policy
· FAA Order 1370.92 - Password and PIN Management
· FAA Order 1370.111 - Removable Media Security Policy
· FAA Order 1370.107 - Rules of Behavior/System Use Policy
· FAA Order 1370.110 - Secure Telework Policy 

· FAA Order 1370.95 - Wide Area Network Connectivity Security
· FAA Order 1370.94 - Wireless Technologies Security Policy
· FAA or ATO FYxx ISS Acquisition Handbook and Templates
· FAA or ATO FYxx Security Authorization Handbook and Templates
· DOT Order 1351.37 – Departmental Cybersecurity Program and Compendium (DCC)
5.4 System Safety

Identify requirements for a safety program to ensure the acquired solution is managed for risk and safety during acquisition and its in-service lifecycle.  The pPRD should include as minimum a listing of applicable standards and orders, e.g., JO 1000.37 - Air Traffic Organization Safety Management System, and others as referenced in the Safety Risk Management Guidance for System Acquisitions (SRMGSA) and Safety Management System Manual. 
Include the specific safety requirements in the iPRD and fPRD as they are identified in the applicable safety assessments and when they become known.  All controls or requirements in this template that are outside of those listed in 5.4, 5.4.1, and 5.4.2 but that have a safety impact or effect must be identified or flagged by marking them with asterisks so they may also be tracked by ANG-B Safety and Information Security Division. 
Identify safety requirements to ensure the selected solution is managed for safety risk during the lifecycle management process.  System Safety Management shall be in accordance with FAA Order 8000.369, Safety Management System Guidance and FAA Order 8040.4, Safety Risk Management.  Program safety assessments shall be conducted in accordance with the Safety Management System Manual and SRMGSA.
This section of the pPRD constitutes the safety plan required by the SRMGSA for the IARD.  A Program Safety Plan (PSP) shall be developed for the IARD and updated for IID and FID in accordance with the SRMGSA.  This requirement for a PSP is based on the Safety Strategy Meeting (SSM) conducted with ATO’s Safety and Technical Training (AJI) Office and will include a list of any required safety risk management activities.
5.4.1 Existing Controls

Beginning with the Operational Safety Assessment, list the existing controls/requirements identified in the current Safety Risk Management Document (SRMD) for the program under consideration.  List the existing controls/requirements by Hazard Identification number as in the Existing Control column of the applicable hazard analysis, e.g., Operational Hazard Assessment, Preliminary Hazard Analysis and beyond, worksheet.
5.4.2 Safety Requirements

Begin a list with the Operational Safety Assessment followed by other safety requirements recommended for having potential to further mitigate the hazard in the program’s current Safety Risk Management Document (SRMD).  List the Safety Requirements by Hazard Identification number as they appear in the Safety Requirements column of the applicable hazard analysis, e.g., Operational Hazard Assessment, Preliminary Hazard Analysis and beyond, worksheet.  
Include a requirement that all software will comply with the software integrity standard, RTCA DO-278A.  As such, this will require a safety assessment to identify if any hazards have software causes.  Once that is done, an appropriate software development assurance level will be proposed in accordance with section 2.3 of the standard.  That assurance level will determine if any/how much of the standard applies.Include and identify any applicable requirements that are allocated by the enterprise to another program. These are requirements that are part of this programs business case but are implemented by another program in the portfolio.  Also include and identify any applicable requirements allocated from the enterprise from another program to this program.  These are requirements that this program must implement in order to support the business case of another program within the portfolio.  These requirements are consolidated in Appendix 5.  
6 QUALITY MANAGEMENT REQUIREMENTS
6.1 Quality Assurance 

Identify requirements for a quality program for acquisition and in-service lifecycle. Quality management requirements become increasingly specific as a program progresses.  In addition, configuration management plays a key role in quality assurance.  Limit the pPRD requirements to following standards and orders for quality assurance as they apply:

· JO 7210.633 – Air Traffic Quality Assurance (QA) Program
· FAA-STD-013D - Quality Control Program Requirements
· FAA-STD-016A - Quality Control System Requirements
Include more specific requirements in the iPRD and fPRD when they become known.

6.2 Configuration Management 

Identify requirements for a configuration management program for acquisition and in-service lifecycles.  Limit the pPRD to applicable standards and orders for configuration management:

· FAA Order 1800.66 - Configuration Management Policy
· FAA-STD-021A - Configuration Management
· FAA-STD-058 - Facility Configuration Management
Include more specific requirements in the iPRD and fPRD when they become known. 
7 TEST AND EVALUATION REQUIREMENTS
7.1 NAS Testing Requirements 

Identify the types of tests that should be performed to verify the system/solution satisfies functional and performance requirements, and the human interface is acceptable.  The pPRD should identify only applicable FAA Test Orders and other test guidance documents, for example:

· CT 1810.8 – FAA William J. Hughes Technical Center’s Test and Evaluation Policy
For further guidance on testing, refer to the following documents:  

· FAA Systems Engineering Manual (SEM) 
· FAA William J Hughes Technical Center Test and Evaluation Handbook
·  V&V Guidelines in the AMS Toolset
· FAA Test Policy in the AMS
Within the Information and Technology (AIT) organization, the Solution Delivery Services, Testing & Quality Assurance Group can provide excellent advice for Non-NAS investment programs.

For Facility investments identify the types of tests that should be performed to ensure the facility meets critical performance requirements, and the human interface is acceptable (e.g., heating, plumbing inspections).
The fPRD should expand testing requirements to include specific performance evaluation, operational verification, HSI, and acceptance criteria for the new capability.

7.2 Critical Operational Issues 

Define the critical operational issues (COIs) to be assessed during Operational Test & Evaluation (OT&E) and by the Independent Operational Assessment team when determining whether a new capability is operationally acceptable.  COIs relate to operational effectiveness and operational suitability.  COIs are not applicable to human resource service acquisitions.  The pPRD may include known COIs in the Concept and Requirements Definition (CRD) timeframe.  The iPRD and fPRD should have more detailed information on COIs.  

8 IMPLEMENTATION AND TRANSITION REQUIREMENTS

Implementation requirements typically encompass implementation planning, pre-installation checkout, site preparation, installation and checkout, site integration, system shakedown, dual operations, and the removal and disposal of replaced systems, equipment, land, facilities, and other items.  

Define requirements related to transition from the current capability to the new capability to prevent service disruption.  

For services programs where there will be transitions from an existing services provider to a different services provider, implementation requirements may include training, setting up contacts, office automation, support systems, databases, and operational procedures.
The In-Service Review (ISR) checklist (see FAST) identifies implementation concerns.  In the fPRD, define rulemaking requirements related to commissioning the new capability in the FAA.  

For Facility investments define requirements related to transition from the current facility to the new facility so as to not disrupt services, if applicable.
9 IN-SERVICE SUPPORT and Management REQUIREMENTS
In-service support requirements apply when equipment (hardware), software or facilities are acquired to support the personnel providing the services.  

Write a high-level statement on how the acquired system, facility or service will be managed throughout its lifecycle.  Maintenance philosophy for COTS/NDI hardware and software should be distinguished from FAA developmental hardware and software. 
Non-NAS investment programs should contact the Solution Delivery Service, Building & Management Group when planning maintenance strategy and requirements.

9.1 Hardware Maintenance 

Specify local/on-site organic or contractor provided maintenance; second-level engineering support, and depot support requirements.  The pPRD, iPRD, and fPRD should contain the same maintenance philosophy unless it changes prior to final investment decision.  Include warranty requirements if applicable. 
9.2 Software Maintenance 

Specify software maintenance requirements for on-site and engineering support provided by FAA or contractor personnel.  Define requirements for off-site or centralized software maintenance.  Identify requirements for software maintenance development, diagnostics and data reduction and analysis tools.

The pPRD, iPRD, and fPRD should contain the same maintenance philosophy unless it changes prior to fPRD.  Include warranty requirements if applicable.  

9.3 Supply Support

Identify in-service lifecycle needs such as integrated logistics support, instruction/ maintenance manuals, engineering and depot support, site sparing, support facilities and equipment, repair procedures, and packaging, handling, storage, and transportation.  The pPRD contains only high level requirements and identifies applicable orders for supply support, such as the following orders:  
· FAA Order 4650.15 - Supply Support Code Assignment/cross-reference Maintenance
The iPRD and fPRD should include more specific requirements when they become known.
9.4 Staffing and Training 

Identify staffing and training requirements for operators and maintenance personnel.  Also identify applicable standards and orders for staffing and training:
· FAA Order 1380.55 - Air Traffic Staffing Standards Program
· FAA Order 1380.28 - Staffing Standards - Flight Standards Field Regulatory Programs
· FAA Order 3000.22 - Air Traffic Service Training
· FAA Order 3000.57 – ATO Technical Operations Training and Personnel Certification
· FAA-STD-028 - Contract Training Programs
Include more specific requirements in the iPRD and fPRD when they become known.  

9.5 Lifecycle Support 

Identify requirements for future and periodic hardware and software upgrades.  If lifecycle support requirements are not known for the pPRD, indicate in a note. 
Include lifecycle support requirements in the iPRD and fPRD when they are identified.
9.6 In-Service Management

Define requirements for monitoring, assessing, and optimizing the performance of this capability during its in-service lifecycle. These requirements determine if the new capability is working as intended in the operational environment. These requirements also relate to determining the capacity of deployed assets to meet emerging demand for services so that replacement or upgraded capability can be obtained and in place when needed.  

Identify requirements for labs, support services, and test beds to support In-Service Management.  Include requirements for performance metrics, measurement points, pass/fail remediation plans, and features for Post Implementation Review (PIR).
APPENDIX 1.  CRITICAL PERFORMANCE REQUIREMENTS
Critical Performance Requirements (CPR) represent attributes or characteristics considered essential to meeting the needs that the program is seeking to satisfy.  Only high-level RMA values are likely to be available when the preliminary Program Requirements (pPRD) document is written.  CPRs are part of the total program requirements that define the operational framework and performance baseline for the investment.  
Critical performance requirement values are expressed as units of measure.  The value represents the minimum acceptable operational value below which the utility of the solution becomes questionable.  The failure to attain program critical performance requirements may degrade product performance, delay the program (possibly impacting dependent programs), or place into question the overall affordability and capability provided by the solution.  
The initial CPRs are identified in the iPRD prior to IID, finalized in the fPRD, and included in the Acquisition Program Baseline (APB).  The formulation and composition of CPRs are consistent with Primitive Requirements Statements as defined in the FAA Systems Engineering Manual.  CPRs are written as mature requirement statements and included in the fPRD.

CPRs must be testable for effective validation and verification (V&V) and decision-making processes.

Summarize the CPRs in a table as shown below.

	Critical Performance Requirements

	Performance Requirement
	Value (unit)

	Requirement 1
	

	Requirement 2
	

	Requirement 3
	

	Requirement 4
	

	Requirement 5
	

	Requirement 6
	

	Requirement N
	


Table 1. Critical Performance Requirements 

Definition – Critical performance requirements are primary requirements that represent attributes or characteristics considered essential to meeting the mission need the program is seeking to satisfy. Critical performance requirements are a part of total program requirements that define the operational framework and performance baseline for the investment program. Program requirements are the basis for evaluating the readiness of products for operational use, with particular emphasis and priority given to critical performance requirements. CPRs are expressed in terms of a value with a unit of measure. They are summarized in a table as shown above.

Value (Unit) – The value represents the minimum acceptable operational value below which the utility of the solution becomes questionable. The failure to attain critical performance requirements may degrade product performance, delay the program (possibly impacting dependent programs), or place into question the overall affordability and capability provided by the solution.  
Implementation –The formulation and composition of critical performance requirements are consistent with primitive requirements statements as defined in the FAA Systems Engineering Manual. The service organization with the mission need must write all critical performance requirements as mature requirements statements in appropriate locations of sections 3-9 using their values in the statement.  Critical performance requirements must be testable to support validation and verification for effective decision-making. The service organization with the mission need is responsible for identifying and documenting meaningful critical performance requirements that are central to meeting the intended mission need and benefit targets in the business case.

Verification and validation of critical performance requirements and other program requirements is performed throughout the program lifecycle, from the time of their development until in-service use of the system or service, as described in the verification and validation guideline document.
Management of Critical Performance Requirements – Critical performance requirement status provides the decision authority with pertinent information regarding a solution’s progress toward operational acceptability. At milestone decisions, validated and verified critical performance requirements (or lack thereof) justify approvals (or disapprovals) for proceeding (or not) into:

1. Solution implementation (final investment decision)

2. System production (if applicable)

3. Initial operational use (initial operating capability)

4. In-service management (in-service decision)

Milestone decisions should be delayed until all CPRs are validated and verified. During program reviews, the status of critical performance requirement provides the decision authority with insight into program progress towards its end state. This status information is used to identify program risks and issues, allowing opportunities to make adjustments to underperforming programs. The decision authority should ensure the total number of critical performance requirements is the minimum number required to characterize what is needed to meet the mission need. During development of the Program Requirements Document, performance requirements that do not support achievement of critical performance requirement values are part of the engineering trade space.

Critical performance requirements also provide additional attention and priority during the conduct and reporting of test and evaluation so as to evaluate the ability of the system or service to fulfill the mission. Planning for early and formal test should give precedence to critical performance requirements over other requirements. Test and evaluation results roll up detailed test and evaluation data based on critical performance requirements to assess overall performance and limitations of the system or service to better support decision-making and risk management.

APPENDIX 2.  ACRONYMS AND GLOSSARY TERMS
Below are the terms used in this template.  Each program requirement document will define its own acronyms and glossary terms in Appendix 2.  At a minimum, the technical terms used repeatedly in the document should be in the glossary.   Acronyms and Glossary terms should be consistent with the FAA Enterprise Architecture where applicable. The official FAA source for acronyms and abbreviation is found in the FAA Acronyms and Abbreviation website.
	AMS
	Acquisition Management System

	APB
	Acquisition Program Baseline

	ConOps
	Concept of Operations 

	COIs
	Critical Operational Issues 

	COTS
	Commercial Off-The-Shelf

	CPRs
	Critical Performance Requirements 

	CRD
	Concept and Requirements Definition 

	EA
	Enterprise Architecture

	FA
	Functional Analysis 

	FAA
	Federal Aviation Administration

	FID
	Final Investment Decision 

	fPRD
	final Program Requirements Document

	HSI
	Human System Integration 

	IARD
	Investment Analysis Readiness Decision 

	IID
	Initial Investment Decision 

	ISR
	In Service Review 

	iPRD
	Initial Program Requirements Document

	ISS
	Information Systems Security 

	MTTR
	Mean-Time-To-Restore 

	NAS
	National Airspace System

	NAS RD
	NAS Requirement Document

	NDI
	Non-developmental Item

	NEPA
	National Environmental Policy Act 

	NCP
	NAS Change Proposal

	pPRD
	preliminary Program Requirements Document

	PIR
	Post Implementation Review

	PSP
	Program Safety Plan

	ORD
	Operational Readiness Date

	OT&E
	Operational Test & Evaluation 

	QA
	Quality Assurance 

	RF
	Radio Frequency 

	RMA
	Reliability, Maintainability, Availability

	SEM
	Systems Engineering Manual 

	SSM
	Safety Strategy Meeting

	T&E
	Test and Evaluation 

	V&V
	Validation and Verification

	VRTM
	Verification Requirements Traceability Matrix

	XML
	Extensive Markup Language


Table 2. Acronyms

	Term
	Definition

	Acquisition Management System (AMS)
	establishes agency-wide policy and guidance for all areas of lifecycle acquisition management.  (FAA FAST)

	Acquisition Program Baseline (APB)
	establishes the performance to be achieved by an investment program, as well as the cost and schedule boundaries within which the program is authorized to proceed.  The acquisition program baseline is a formal document approved by the investment decision authority at the final investment decision, and is a contract between the FAA and the service organization. (FAA FAST)

	Availability
	The probability that a system or constituent piece will be operational during any randomly selected period of time, or, alternatively, the fraction of the total available operating time that the system or constituent piece is operational. (FAA SEM 5.1)

	Business Case Analysis
	summarizes the analytical and quantitative information developed during investment analysis in the search for the best means for satisfying mission need.  It is the primary information document supporting the initial investment decision.  (FAA FAST)



	Commercial off-the-shelf(COTS)
	is a product or service that has been developed for sale, lease or license to the general public and is currently available at a fair market value. (FAA FAST)

	Concept and Requirements Definition (CRD)
	translates priority operational needs in the enterprise architecture into preliminary requirements and a solution concept of operations for the capability needed to improve service delivery.   It also quantifies the service shortfall in sufficient detail for the definition of realistic preliminary requirements and the estimation of potential cost and benefits.  (FAA SEM 8.3.2.2)

	Configuration management
	a management process for establishing and maintaining consistency of a product's performance, functional, and physical attributes with its requirements, design, and operational information throughout its life. (FAA FAST)

	Critical operational issues (COIs)
	key operational effectiveness or suitability issues that must be examined in operational test and evaluation to determine a product's capability to perform its mission.  (FAA FAST)

	Critical Performance Requirements (CPR)
	Primary requirements of a solution representing attributes or characteristics considered essential to meeting the mission need that the investment program is seeking to satisfy.  Critical performance requirements and associated values are specified in the program requirements document.  (FAA FAST) 

	Destination 2025
	is a document that captures FAA vision statement of transforming the nation's aviation system by 2025.  In the executive summary of the document, the FAAA states that its mission is to provide the safest, most efficient aviation system in the world. (https://www.faa.gov/about/plans_reports/media/Destination2025.pdf)



	DOORS
	is a requirement management tool used for requirements management, analysis and traceability. (http://pic.dhe.ibm.com/infocenter/doorshlp/v9r5/index.jsp?topic=%2Fcom.ibm.doors.requirements.doc%2Ftopics%2Fc_welcome.html)



	Enterprise level services/capabilities
	includes enterprise-level requirement documents that programs needs to aligned with.  Enterprise level service/capabilities form the basis for performance requirements.

	FAA Systems Engineer Manual
	defines the systems engineering practices that FA employees should follow, and specifies how the agency agrees to implement these practices in order to accomplish the mission. (FAA SEM Preface)

	FAA Acquisition Toolset (FAST)
	is the official record of AMS.  As a toolset, FAST contains AMS Policy (agency-wide, mandatory requirements) and AMS Guidance (information implementing or supplementing policy) (FAA FAST)

	Final Investment Decision (FID)
	when they key investment analysis work products are sufficiently mature and fully validated and verified, the team prepares the final investment package and briefing material for the Final Investment Decision.  This is a major review and determines whether an investment opportunity is approved for funding and implementation.  The investment decision authority approves, disapproves, or modifies the recommendations in the final investment package.  If the authority disapproves the recommendations, it returns the investment package with specific instructions for further work or terminates the effort.  (FAA SEM 2.2.4.2)

	Final Program Requirements Document (fPRD)
	updates the Initial Program Requirements to provide a complete statement of functional and performance requirements.  Final Program Requirements are tailored to the solution selected for implementation and form the basis for program assessment during Solution Implementation. (FAA SEM 2.2.4.2)

	Functional Analysis
	A Systems Engineering process that translates stakeholders' needs into a sequenced and traceable functional architecture (FAA SEM 3.2)

	Initial Investment Decision (IID)
	when the business case is sufficiently mature IIA results and recommendations are presented to the investment decision authority for approval.  The following item may need to be completed and socialized before this decision point: briefing material and supporting documentation, readiness checklist, verification that exit criteria are satisfied, stakeholder coordination identification of outstanding issues or concerns, briefing of the financial review authority, and a pre-brief of investment decision authority members.  Based on program requirements, business case, and Implementation Strategy and Planning Document, The Initial Investment Decision selects the best alternative to proceed to Final Investment analysis.  The investment decision authority may also reject the alternatives and specify what alternate action is needed.  The decision-makers determine which solution best contributes to FAA strategic and performance goals and provides the greatest economic benefit.  (SEM 2.2.4.1)

	Initial Program Requirements Document (iPRD)
	updates the preliminary program requirements to provide a solution-specific statement of functional and performance requirements.  Used to solicit market capability information from industry.  Initial Program Requirements are not vendor-specific.  (FAA SEM 2.2.4.1)

	In-Service Review (ISR)
	This formal review ensures that all activities necessary for the in-service decision are completed.  This includes resolution of all support issues identified by the operating service organization and integrated logistics management team; completion of management actions arising from the in-service review checklist and independent operational assessment report (designated programs only); resolution of stakeholder issues; development of the in-service decision briefing and action plan; and concurrence of key stakeholders.  (FAA SEM 4.1.4.7)

	Interface Requirement Document (IRD)
	Document that provides FAA interface requirements between two elements, including type of interface (electrical, pneumatic, hydraulic, etc.) and the interface characteristics (functional or physical).  (FAA SEM 4.2.3.3)

	Investment Analysis Readiness Decision (IARD)  
	At the Investment Analysis Readiness Decision (IARD) the Investment Decision Authority (IDA) reviews the analytical products produced during the Concepts and Requirements Definition (CRD) phase of the Acquisition Management System (AMS) lifecycle and validates that the proposed initiative should proceed to the Investment Analysis phase by entering Initial Investment Analysis (IIA) for further consideration. The following items are created during CRD and are instrumental for a successful completion of the Investment Analysis process: 
Final Shortfall Analysis Report 
ACAT Determination Request 
preliminary Program Requirements (pPRD) Document 
 Enterprise Architecture products and Amendments 
 Signed Investment Analysis Plan (IAP) 
 preliminary Alternatives Description (pAD) 

(http://www.ipa.faa.gov/Tasks.cfm?PageName=Investment+Analysis+Readiness+Decision)



	Investment program
	A sponsored, fully funded effort initiated at Final Investment Decision of the lifecycle management process by the investment decision authority in response to a priority agency need. The goal of an investment program is to field a new capability that satisfies performance, cost, and schedule targets in the acquisition program baseline and benefit targets in the business case analysis report.  (FAA FAST)

	Line of Business (LOB)
	 An informal term used to characterize the major organizations of the FAA, headed by the Chief Operating Officer(ATO) or the Assistant or Associate Administrator (non-ATO), having major roles and responsibilities in the lifecycle Acquisition Management System (FAA staff offices led by an Assistant Administrator are considered a line of business for purposes of AMS).  They are:  Air Traffic Organization; Aviation Safety, Airports; Commercial Space Transportation; Security and Hazardous Materials Safety; Finance and Management; NextGen and Operations Planning; Policy, International, Affairs and Environment; Human Resources; Civil Rights; Government and Industry Affairs; and Communications.  (FAA FAST) 

	Maintainability 
	The measure of the ability of a failed system or constituent piece to be restored to its fully operational status (FAA SEM 5.1)

	Markup Language (XML)
	is a markup language that defines a set of rules for encoding documents in a format that is both human readable and machine readable.   

	Mean-Time-To-Restore (MTTR)
	The average total elapsed time from initial failure to resumption of operation (FAA SEM 5.1.1)

	Measures of Effectiveness (MOE)
	are metrics used to measure results achieved in the overall mission of an investment.  They identify the most critical performance requirements to meet system-level mission objectives and will reflect key operational needs.  Data for this step comes from the ConOps, pPRDs and fPRDs, the NAS Enterprise Architecture, the NAS-level requirements, and operational scenarios.  Measures of Performance (MOP), which are expressed as distinctly quantifiable performance features that are related to the achievement of MOES are also defined.  MOES measure the outcome, where MOPs measure the outputs.  (FAA SEM 3.3.1.2)

	Model-Based Systems Engineering (MBSE)
	is a systems engineering paradigm that emphasizes the application of rigorous visual modeling principles and best practices to systems engineering activities through the system development life cycle (SDLC).  These systems engineering activities include, but are not limited to, requirement analysis and verification, functional analysis and allocations performance analysis, trade studies, and system architecture (http://www.modelbasedsystemsengineering.com/mbse-faq/)



	NAS Change Proposal (NCP)
	The NCP is the coordination vehicle used internally to formally manage NAS baselines.  Every NCP must consider any safety or security issues that the change could generate. (FAA SEM 4.4.1)

	National Airspace System
	the overall environment in which aircraft operate, including aircraft, pilots, tower controllers, terminal area controllers, en route controllers, oceanic controllers, maintenance personnel, and airline dispatchers, as well as the associated infrastructure (facilities, computers, communication equipment, satellites, navigation aids, and radars)  (FAA SEM 1.5)

	non-developmental item (NDI)
	is an item that has been previously developed for use by federal, state, local, or a foreign government and for which no further development is required. (FAA FAST)


	High-Level Operational Concept Diagram (OV-1)
	provides a graphical overview of the system depicted in its intended operational environment.  The OV-1 is a technical vision for the system end state and the systems engineer frequently must work with a graphical artist to produce and effective OV-1.  The diagram is accompanied with some descriptive text.  (FAA SEM 3.4.2.1)

	Operational effectiveness
	Any kind of practice which allows a business or other organization to maximize the use of their inputs by developing products at a faster pace than competitors or reducing defects, for example. Operational effectiveness is often divided into four components: Leading and controlling functional performance, measuring and improving the process, leveraging and automating process and continuously improving performance.  (http://www.businessdictionary.com/definition/operational-effectiveness.html)



	Operational Safety Assesment (OSA)
	Develops coordinated, systematic safety objectives and requirements for the overall solution (including procedural considerations) early in the development phase.  (FAA SEM 2.2.3)

	The Operational Event/Trace Description (OV-6)
	is used to describe operational activity sequence and timing that traces the actions in a scenario or critical sequence of events.  (FAA SEM 3.4.2.1)

	Operational suitability
	the capability of a product to be satisfactorily integrated and employed for field use, considering such factors as compatibility, reliability, human performance factors, maintenance and logistics support, safety, and training.  The term also refers to the actual degree to which the product satisfies these parameters.   (FAA FAST)

	strategic goals
	The planned objectives that an organization strives to achieve. Most senior managers will take the time to develop and articulate appropriate strategic goals for their business in order to demonstrate to subordinate employees what their plans and vision for the company are. Such strategic goals should be achievable and should reflect a realistic assessment of the current and projected business environment. (http://www.businessdictionary.com/definition/strategic-goals.html)

	Post Implementation Review (PIR)
	reviews that the FAA conducts between 6 and 24 months after the first product of an investment program has become operational.  PIR exception reports provide the agency with useful information and recommendation on how best to satisfy unfulfilled requirements, needs, and performance either with the current program or by other means.  (FAA SEM 3.3.3.4)

	Preliminary Program Requirements Document (pPRD)
	High-level functional, performance, interface, safety, security, and constraint requirements that must be solution-agnostic.  (FAA SEM 2.2.3)

	Program Safety Plan (PSP)
	overall plan for conducting system safety management in the AMS.  (FAA SEM 5.6.3)

	Quality assurance
	is a way of preventing mistakes or defects in manufactured products and avoiding problems when delivering solutions or services to customers. QA is applied to physical products in pre-production to verify what will be made meets specifications and requirements, and during manufacturing production runs by validating lot samples meet specified quality controls. QA is also applied to software to verify that features and functionality meet business objectives, and that code is relatively bug free prior to shipping or releasing new software products and versions.  (http://en.wikipedia.org/wiki/Quality_assurance)



	Reliability
	Ability of a system and its parts to perform its mission without failure, degradation, or demand on the support system.  It is generally characterized by the Mean-Time-Between-Failure (FAA SEM 5.1)


	Safety risk
	The composite predicted severity and likelihood of the potential effect of a hazard. 
1.  Initial- The predicted severity and likelihood at the current time.
2.  Current- The predicted severity and likelihood at the current time.
3.  Residual- The remaining predicted severity likelihood that exists after all selected risk control techniques have been implemented.  (FAA SEM 2.2.2)

	Safety Risk Management Document (SRMD)
	document that must be developed at each of the principal AMS decision points.  The goal is to ensure the safety of the NAS by identifying system risks and associated mitigations as early as possible.  (FAA SEM 2.2.3)

	Systems Functionality (SV-4)
	documents system functional hierarchies and system functions as well as the data flows between the system functions. The Enterprise-level SV-4 is represented as a "Taxonomic functional hierarchy" rather than a set of data flow diagrams.  A taxonomic functional hierarchy helps to visualize the evolution of the NAS towards a service oriented paradigm where services are reused across the enterprise as opposed to individual investments implementing all functions as a standalone capability.  This is particularly useful in capability-based procurement which it is necessary to model the functions that are associated with particular capability.  For Service Unit and Program-level architectures, SV-4 is represented by Data Flow Diagrams.  In addition, the Enterprise-level SV-4 is the structure by which NAS requirements are aligned.  (FAA SEM 3.4.2.1)

	Concept of Operations (ConOps)
	Description of what is expected from the system, including its various modes of operation and time-critical parameters.  (FAA SEM 2.2.3)


	Safety Risk Management Guidance for System Acquisitions (SRMGSA)
	is the required guide for applying Safety Risk Management (SRM) to acquisitions that affect the NAS.  The SRMGSA serve as:
-  SMS guidance for acquisitions during these phases of the AMS cycle:  Mission Needs Analysis (MNA), Concept and Requirements Definition (CRD), Investment Analysis (IA), Solution Implementation (SI), and In-Service Management.
-  Specific guidance for system changes.
-  A definition of the Investment Decision Authority's (IDA's) expectations regarding SRM.
The SRMGSA provides a framework and further process definition to ensure the execution of SRM throughout the entire lifecycle of a system or product.  (FAA SEM 5.6.1)

	Statement of Work (SOW)
	The SOW is a detailed description of the specific services or tasks that a contractor is required to perform under a contract.  The SOW is incorporated into a vendor contract.  (FAA SEM 2.2.4.2)

	System of Systems (SoS)
	is a collection of task-oriented or dedicated systems that pool their resources and capabilities together to create a new, more complex system which offers more functionality and performance than simply the sum of the constituent systems.  (http://en.wikipedia.org/wiki/System_of_systems)



	The Systems/Services Communications Description (SV-2)
	describes the data mechanism used to execute systems interfaces.  This product focuses on establishing boundaries and depicting communication implementation approaches between the NAS and various stakeholder systems (FAA SEM 3.4.2.1)

	System specification
	Derived from the program requirements, specifications provide low-level detail for functional and performance attributes of the selected solution.  (FAA SEM 2.2.4.2)


	Validation
	Confirmation that an end product or end-product component will fulfill its intended purpose when placed in its intended environment.  The methods employed to accomplish validation are applied to selected work products as well as to the end product and end-product components.  Work products should be selected on the basis of which are the best predictors of how well the end product and end-product component will satisfy the intended purpose and user needs.  Validation may address all aspects of an end product in any of its intended environments, such as operation, training, manufacturing, maintenance, or support services.  (FAA FAST)

	Verification
	Confirmation that selected work products meet their specified requirements.  This includes verification of the end product (system, service, facility, or operational change) and intermediate work products against all applicable requirements.  Verification is inherently an incremental process since it occurs throughout the development of the end product and work products-beginning with initial requirements, progressing through subsequent changes, and culminating in verification of the completed end product.  (FAA FAST)

	Verification Requirements Traceability Matrix (VRTM)
	Matrix correlating requirements and the associated verification method(s).  The VRTM defines how each requirement (functional, performance, and design) is to be verified, the stage in which verification is to occur, and the applicable verification levels.  (FAA SEM 4)

	Web Service Description Document (WSDD)
	is a Web service description, as it is defined and understood in Service-Oriented Architecture (SOA), which is rendered as a human-readable document in a way consistent with FAA acquisition process standards and practices.  WSDD are developed in accordance with FAA-STD-065.  WSDD has become de facto “Interface Control Document (ICD) for Web Services”.  WSDD are processed by National Airspace System and/or other configuration boards in accordance with established configuration management policies.  (http://www.faa.gov/about/office_org/headquarters_offices/ato/service_units/techops/atc_comms_services/swim/documentation/media/briefings/How%20to%20read%20and%20understand%20WSDD%20for%20SWIM%20060811r2.ppt)




Table 3. Glossary Terms
APPENDIX 3.  REFERENCE DOCUMENTS
Reference Documents used in the Program Requirements should be consistent with the FAA Enterprise Architectures TV-1 where applicable.

Note:  In the event that a more current version of a document exists, the most current version will be applicable.
For FAA Orders please refer to https://www.faa.gov/regulations_policies/orders_notices/
For FAA Handbooks & Manuals please refer to http://www.faa.gov/regulations_policies/handbooks_manuals/
FAA William J Hughes Technical Center Test and Evaluation Handbook CT 1810.8 FAA William J. Hughes Technical Center’s Test and Evaluation Policy 
EPA Regulation 40 CFR Part 260 – Hazardous Waste Management System 

FAA Human Factors Acquisition Job Aid, December 2003
FAA Human Factors Design Standard, HF-STD-001, June 2003 

FAA Human Factors Policy, Order 9550.8, October 1993 

FAA Order 1050.10, Prevention, Control, and Abatement of FAA Environmental Pollution at FAA Facilities
FAA Order 1050.14, Polychlorinated Biphenyls (PCBs) in the National Airspace System (NAS)
FAA Order 1050.18, Chlorofluorocarbons and Halon Use at FAA facilities
FAA Order 1050.19 - Environmental Due Diligence Audits in the Conduct of FAA Real Property Transactions
FAA Order 1050.20 - Airway Facilities Asbestos Control Program 
FAA Order 1370.100 - Media Sanitizing and Destruction Policy
FAA Order 1370.103 - Encryption Policy
FAA Order 1370.105 - Logical Access Control Policy
FAA Order 1370.107 - Rules of Behavior/System Use Policy
FAA Order 1730.110 - Secure Telework Policy
FAA Order 1370.111 - Removable Media Security Policy
FAA Order 1370.79 - Internet Use Policy
FAA Order 1370.81 - Electronic Mail
FAA Order 1370.82 - Information Systems Security (ISS) Program
FAA Order 1370.83 - Internet Access Points Policy
FAA Order 1370.84 - Internet Services
FAA Order 1370.89 - Information Operations Condition
FAA Order 1370.92 - Password and PIN Management
FAA Order 1370.94 - Wireless Technologies Security Policy  
FAA Order 1370.95 - Wide Area Network Connectivity Security
FAA Order 1380.28 - Staffing Standards - Flight Standards Field Regulatory Programs
FAA Order 1380.55 - Air Traffic Staffing Standards Program
FAA Order 1600.1 - Personnel Security Program  
FAA Order 1600.6 - Facility Security Policy
FAA Order 1800.66 - Configuration Management Policy
FAA Order 1830.10 - Managing New Telecommunications Requirements
FAA Order 3000.22 - Air Traffic Service Training
FAA Order 3000.57 - ATO Technical Operations Training and Personal Certification
FAA Order 3900.19 - FAA Occupational Safety and Health Program
FAA Order 4600.27 - Personal Property Management
FAA Order 4650.15 - Supply Support Code Assignment/cross-reference Maintenance
FAA Order 6030.20 - Electrical Power Policy 

FAA Order 6050.19 - Radio Spectrum Planning
FAA Order 6050.32B - Spectrum Management Regulations and Procedures Manual
FAA Order 6950.2 - Electrical Power Policy Implementation at National Airspace System Facilities
FAA Order 8040.4 - Safety Risk Management
FAA RMA Handbook (FAA HDBK 006) 
FAA Systems Engineering Manual (SEM)
FAA-G-2100H - Electronics Equipment, General Requirements 

FAA-STD-013D - Quality Control Program Requirements
FAA-STD-016A - Quality Control System Requirements
FAA-STD-019E - Lightning and Surge Protection, Grounding, Bonding and Shielding Requirements for Facilities and Equipment 

FAA-STD-021A - Configuration Management
FAA-STD-025E - Preparation of Interface Documentation
FAA-STD-028 - Contract Training Programs
FAA-STD-049 - Fiber Optic Telecommunication System and Equipment
FAA-STD-058 - Facility Configuration Management
IEEE Standard 15288-2008 Second Edition, Systems and software engineering-System life cycle processes, February 2008. 
INCOSE Systems Engineering Handbook v. 3.2, January 2010
JO 1000.37 - Air Traffic Organization Safety Management System  

JO 6000.53C - Remote Maintenance Monitoring Interface Development and Implementation
JO 7210.633 – Air Traffic Quality Assurance (QA) Program
National Energy Conservation Policy Act 
National Environmental Policy Act (NEPA). 

NIST FIPS 199 - Standards for Security Categorization of Federal Information and Information Systems 
NIST FIPS 200 - Minimum Security Requirements for Federal Information and Information Systems 
NIST SP 800-53 - Recommended Security Controls for Federal Information Systems and Organizations 
OSHA Standard 1910.120 subpart H- Hazardous Waste Operations and Emergency Response. 
Safety Management System Manual and ATO-S:  FAA Safety Risk Management Guidance for System Acquisitions (SRMGSA)
Test and Evaluation Handbook issued by the FAA William J. Hughes Technical Center, v 3.0, September 2013
The Energy Independence and Security Act of 2007 (EISA) 
The Energy Policy Act of 2005 (EPACT) 
V&V Guidelines in the AMS Toolset 

APPENDIX 4.  PROGRAM REQUIREMENTS TRACEABILITY AND VERIFICATION
Each program requirement must be validated against a source to establish requirements traceability.  Additionally, for each requirement a verification method must be provided.  Verification methods include test, demonstration, inspection, and analysis.  Since typically, programs completing their PRD before FID may not have a physical implementation, it is expected that the most common form of verification may be analysis.  The Verification Requirements Traceability Matrix (VRTM) shown in Table 3 should be used to demonstrate traceability.   Refer to the following documents for additional guidance on verification methods.

· Test and Evaluation Handbook issued by the FAA William J. Hughes Technical Center, v 3.0, September 2013
· V&V Guidelines in the AMS Toolset (http://fast.faa.gov)  

As shown in Table 3, the VRTM matrix should document each program with a unique identifier, reference to validations source, and identification of the verification method.   Validation sources include three primary artifacts:
1. NAS RD: Each program requirement needs to trace up to one or more enterprise level requirement listed in the NAS-RD corresponding to the program’s timeframe. 

2. Functional Analysis Functions: Functional Analysis is the primary driver of program requirements derivation.  Each program requirement needs to be traced to a function identified in the Functional Analysis Document delivered by the program.

3. Program EA Systems Functionality View (SV-4): As the program requirements mature, architecture artifacts will be developed that align with those requirements.  Once the SV-4 artifact has been developed for the program, the requirements pertaining to system functions in the PRD need to be mapped to the SV-4 functions. Non-NAS EA points to EA Program Manager Guidance and Non-NAS EA Repository.  
	Requirement Designator and Text
	Reference Designator and Text
	Validation Source
	Verification Method

	
	Enterprise   NAS-RD
	Functional Analysis
	EA SV-4
	

	
	
	
	
	
	

	
	
	
	
	
	


Table 4. Sample Verification Requirements Traceability Matrix (VRTM)

APPENDIX 5.  Requirements Allocation Matrix
The allocation is accomplished via a matrix listing requirements, each with unique identifiers and identifying architecture elements, programs, systems or organizations that will implement the requirement.   Some of the requirements will be allocated to programs, or some organization or entity to execute the requirements. Other requirements will be allocated to architecture elements.  

Table 4 is an example of a Requirements Allocation Matrix (RAM) and contains the following data:

A unique identifier for the requirement

A requirement derived from a function needed

An architecture element derived from an architecture product/view 

A system/subsystem that will implement the requirement 

An organization/contractor that will manage the implementation of the requirement 

Additional information about the requirement and allocation may also be included in the RAM.  The RAM will be expanded in the Validation and Verification processes to define validation characteristics and to describe requirements verification methodology.

	Unique Identifier
	Requirement
	Architecture Element
	System/Subsystem
	Organization/

Contractor

	5592
	The TFDM system shall provide coordination with Air traffic controllers electronically.
	Air Traffic Control Automation
	EFSTS/ Pre and Post Flight Plan Processing
	EFSTS program office 

	6913
	The TFDM system shall provide pre-coordinated approved alternate departure routes
	Air Traffic Control Automation
	TFMS/Enterprise Traffic flow
	TFMS contractor

	7854
	The TFDM system shall create a local EFS for locally adapted/pre-assigned beacon codes
	Surveillance
	ASDE-X/Surface and Approach Surveillance
	ASDE-X program office 


Table 5. Requirements Allocation Matrix

APPENDIX A.  Template Section Applicability 

This is a notional guidance and it is up to the program to provide applicability in accordance with the AMS policy and guidance.

[image: image5.emf]Document Iteration pPRD updated PRD fPRD

RD Template RD Template at IARD RD Template at IID RD Template at FID

General Guidance General Guidance General Guidance General Guidance

Signature Page/Focal Point Signature Page/Focal Point Signature Page/Focal Point Signature Page/Focal Point

1 Introduction  1 Introduction  1 Introduction  1 Introduction 

1.1 Description 1.1 Description 1.1 Description 1.1 Description

1.2 Scope 1.2 Scope 1.2 Scope 1.2 Scope

2 Capability Description and Program 

Information

2 Capability Description and Program 

Information

2 Capability Description and Program 

Information

2 Capability Description and Program 

Information

2.1 Operational Concept 2.1 Operational Concept 2.1 Operational Concept

2.1 Operational Concept 

  

   

2.2 Quantities and Location 2.2 Quantities and Location 2.2 Quantities and Location 2.2 Quantities and Location

2.3 Constraints  2.3 Constraints  2.3 Constraints  2.3 Constraints 

3 Functional and Performance  

Requirements 3 System Requirements 3 System Requirements 3 System Requirements

3.1 Functional Requirements 3.1 Functional Requirments 3.1 Functional Requirements  3.1 Functional Requirements

3.2 Performance Requirements 3.2 Performance Requirements 3.2 Performance Requirements 3.2 Performance Requirements

3.3 Reliability, Maintainability, 

Availability (RMA) Requirements

3.3 Reliability, Maintainability, Availability 

(RMA) Requirements

3.3 Reliability, Maintainability, 

Availability (RMA) Requirements

3.3 Reliability, Maintainability, Availability 

(RMA) Requirements

4 NAS Integration Requirements 4 NAS Integration Requirements 4 NAS Integration Requirements 4 NAS Integration Requirements

4.1 Physical Integration To Be Determined  4.1 Physical Integration 4.1 Physical Integration

4.1.1 Environmental Requirements To Be Determined  4.1.1 Environmental Requirements 4.1.1 Environmental Requirements

4.1.2 Land and Facility To Be Determined  4.1.2 Land and Facility 4.1.2 Land and Facility

4.1.2.1 Grounding, Bonding, Shielding, 

Lightning Protection, Cables, Power and 

HVAC To Be Determined 

4.1.2.1 Grounding, Bonding, Shielding, 

Lightning Protection, Cables, Power 

and HVAC

4.1.2.1 Grounding, Bonding, Shielding, 

Lightning Protection, Cables, Power and 

HVAC

4.1.2.2 Energy and Water Conservation To Be Determined  4.1.2.2 Energy and Water Conservation4.1.2.2 Energy and Water Conservation

4.1.2.3 Hazardous Materials To Be Determined  4.1.2.3 Hazardous Materials 4.1.2.3 Hazardous Materials

4.1.3 Telecommunications To Be Determined  4.1.3 Telecommunications 4.1.3 Telecommunications

4.1.4 Special Considerations To Be Determined  4.1.4 Special Considerations 4.1.4 Special Considerations

4.2 Functional Integration 4.2 Functional Integration 4.2 Functional Integration 4.2 Functional Integration

4.2.1 Interfaces to Other FAA 

Enterprise Architecture Elements

4.2.1 Interfaces to Other FAA Enterprise 

Architecture Elements

4.2.1 Interfaces to Other FAA 

Enterprise Architecture Elements

4.2.1 Interfaces to Other FAA Enterprise 

Architecture Elements

4.2.2 External Interfaces 4.2.2 External Interfaces 4.2.2 External Interfaces 4.2.2 External Interfaces

4.2.3 Spectrum Requirements 4.2.3 Spectrum Requirements 4.2.3 Spectrum Requirements 4.2.3 Spectrum Requirements

4.3 Human-System Integration 4.3 Human-System Integration 4.3 Human-System Integration 4.3 Human-System Integration

4.4 Employee Safety and Health 4.4 Employee Safety and Health 4.4 Employee Safety and Health 4.4 Employee Safety and Health

5 Security and Safety Requirements 5 Security and Safety Requirements 5 Security and Safety Requirements 5 Security and Safety Requirements

5.1 Facility Security Not Applicable 5.1 Facility Security 5.1 Facility Security

5.2 Personnel Security 5.2 Personnel Security 5.2 Personnel Security 5.2 Personnel Security

5.3 Information Systems Security 5.3 Information Systems Security 5.3 Information Systems Security 5.3 Information Systems Security

5.4 System Safety 5.4 System Safety 5.4 System Safety 5.4 System Safety

5.4.1 Existing Controls 5.4.1 Existing Controls 5.4.1 Existing Controls 5.4.1 Existing Controls

5.4.2 Safety Requirements  5.4.2 Safety Requirements  5.4.2 Safety Requirements  5.4.2 Safety Requirements 

6. Quality Management Requirements 6. Quality Management Requirements 6. Quality Management Requirements 6. Quality Management Requirements

6.1 Quality Assurance Not Applicable 6.1 Quality Assurance 6.1 Quality Assurance

6.2 Configuration Management Not Applicable 6.2 Configuration Management 6.2 Configuration Management

7 Test and Evaluation Requirements  7 Test and Evaluation Requirements  7 Test and Evaluation Requirements  7 Test and Evaluation Requirements 

7.1  Testing Requirements Not Applicable 7.1  Testing Requirements 7.1  Testing Requirements

7.2 Critical Operational Issues Not Applicable 7.2 Critical Operational Issues 7.2 Critical Operational Issues

8 Implementation and Transition 

Requirements

8 Implementation and Transition 

Requirements

8 Implementation and Transition 

Requirements

8 Implementation and Transition 

Requirements

9 In- Service Support and Management 

Requirements

9 In- Service Support and Management 

Requirements

9 In- Service Support and Management 

Requirements

9 In- Service Support and Management 

Requirements

9.1 Hardware Maintenance Not Applicable 9.1 Hardware Maintenance 9.1 Hardware Maintenance

9.2 Software Maintenance Not Applicable 9.2 Software Maintenance 9.2 Software Maintenance

9.3 Supply Support 

  

   

Not Applicable

9.3 Supply Support 

  

    9.3 Supply Support 

  

   

9.4 Staffing and Training Not Applicable 9.4 Staffing and Training 9.4 Staffing and Training

9.5 Lifecycle Support 9.5 Lifecycle Support 9.5 Lifecycle Support 9.5 Lifecycle Support

9.6 In-Service Management Not Applicable 9.6 In-Service Management 9.6 In-Service Management

Appendix  1.  Critical Performance 

Requirements Not Applicable Not Applicable

Appendix  1.  Critical Performance 

Requirements

Appendix  2.  Acronyms and Glossary 

Terms

Appendix  2.  Acronyms and Glossary 

Terms

Appendix  2.  Acronyms and Glossary 

Terms

Appendix  2.  Acronyms and Glossary 

Terms

Appendix  3.  Reference Documents Appendix  3.  Reference Documents Appendix  3.  Reference Documents Appendix  3.  Reference Documents

Appendix  4.  Program Requirements 

Traceability and Verification

Appendix  4.  Program Requirements 

Traceability and Verification

Appendix  4.  Program Requirements 

Traceability and Verification

Appendix  4.  Program Requirements 

Traceability and Verification

Appendix 5.  Requirements Allocation 

Matrix  Not Applicable Not Applicable

Appendix 5.  Requirements Allocation 

Matrix 


Table 6. Template Section Applicability
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