


[INVESTMENT NAME]
FUNCTIONAL AND NON-FUNCTIONAL REQUIREMENTS
	1. Document Purpose

	The purpose of the Functional and Non-Functional Requirements artifact is to guide the customer to define critical requirements the investment must meet in order to gain acceptance from the end users.



	2. Functional Requirements and User Acceptance Criteria

	
[image: ]Describe the high-level functions the investment is intended to perform in order to satisfy a mission need. Define acceptance criteria for each functional requirement that signals when the requirement has been met. Acceptance criteria should identify functionality standards by two thresholds: (1) a target threshold desired and (2) a minimum threshold for the FAA to accept the system. Please use the space below to embed one or more documents that contain the functional requirements and acceptance criteria for the investment. The detail of the requirements should contain enough information to roughly estimate the overall scope of the investment. This may include user stories, epics, etc…




	


























	3. Operating Environment

	[image: ]
 Explain how the investment will be used in the operating environment, who the users are, and how they will be affected.




	Operating Environment
	Users

	Where is the operating environment located?
	How will the investment be used in the operating environment?
	Who are the users of the environment?
	How will the users of the environment be affected by the investment?

	Example: System is a web-based tool that will operate in the FAA cloud
	Example: Investment will be used to create, track and resolve IT tickets for all FAA employees
	Example: All AHR employees
	Example: Users’ ability to create, track, and resolve tickets will be greatly enhanced



	4. Non-Functional Requirements

	[image: ]
Define the non-functional requirements for the investment. Non-functional requirements should consider the following aspects of the investment: (1) Usability, (2) Security, (3) Performance, and (4) Design. 

Examples: 
1) Usability – System must be web-enabled so users can easily access it from the FAA intranet.
2) Security – Transmission of all Personally Identifiable Information (PII) must be encrypted in accordance with FAA/DOT/Government regulations in order to protect all PII data.
3) Performance – System must respond to requests in [#] seconds or less.
4) Design – Components of the system must be designed to minimize dependence on specific hardware or software, so the system can continue to function effectively in FAA's evolving enterprise architecture.

Please use the space below to embed one or more documents that contain all the non-functional requirements for the investment. The detail of the requirements should contain enough information to roughly estimate the overall scope of the investment.
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