[bookmark: _Toc496167681][bookmark: _GoBack]3.3.X	Configuration Management Program 
The Contractor must establish and implement a CM program using FAA Order 1800.66 and the requirements of EIA 649-1 Configuration Management Requirements for Defense Contracts, as tailored by the FAA.  The Contractor must use an internal Configuration Management (CM) system for the control of all elements of the (insert name of system(s), including hardware, software and firmware, documentation, test equipment, space, physical media, and physical parts. The detailed requirements are included in the subparagraphs.
The CM program must provide an organizational structure with configuration identification and control methods, configuration audits, and configuration status accounting procedures for the (insert name of system(s) hardware and software and its environment and support systems. 
[bookmark: _Toc393813259][bookmark: _Toc332312667]3.3.X.X		Configuration Management 
The Contractor must maintain configuration control of hardware, software, firmware, and its associated documentation. The Contractor must maintain configuration control of the hardware to the Line/Lowest Replaceable Unit (COTS).  The Contractor must maintain configuration control of hardware to the component level for non-developed item (NDI). The Contractor must maintain configuration control of software and firmware to the current approved version. Documentation must be maintain to include all current approved versions or hardware, software, and firmware. 
3.3.X.X		Configuration Management Plan
The Contractor must develop and submit a Configuration Management Plan (CMP), which fully documents the Contractor’s CM Program including a description of how the Contractor will establish, implement, and maintain the CM program. The Contractor must describe their process for configuration identification, configuration control, configuration status accounting, and configuration audits. 

The Contractor CMP is an extension of the Government’s CM Plan.   The CMP must describe the Contractor’s CM Program including responsibilities, methodology and procedures for baseline identification, configuration control and audit, and status accounting of software and hardware, documentation, support equipment, firmware, databases and the physical plant and environment.  The Contractor must identify a primary point of contact for all communication on CM-related issues. 
The CM Plan must identify the Contractors Configuration Control Board (CCB) and members who recommend approval/disapproval of proposed engineering changes to a CI(s) or Product Configuration Information (PCI). PCI includes design and interface documents; training material; courseware; and other integrated logistics support documentation.  The CMP must be developed IAW CDRL C001.
CDRL    C001 	 Configuration Management Plan
[bookmark: _Toc393813260][bookmark: _Toc332312668]3.3.X.X		Configuration Identification
Configuration identification is the basis from which the configuration of a product is defined and verified. Its products and their Product Configuration Information (PCI) are labeled; changes are managed; and traceability is maintained throughout the product’s life cycle.  A Configuration Item (CI) represents item(s) requiring formal change review.  The CI designation is used to refer to items that have separate requirements specifications and drawings (including those provided by a supplier as a product used to satisfy an approved FAA Specification or requirement) or may be separately developed. Configuration items receive special CM attention: they are usually serialized or have version control and are often the subject of design reviews or configuration audits.  
The configuration identification process combines the identified items into an overall product structure/hierarchy (PH), establishing relationships with the components and artifacts. The Contractor must recommend Configuration items (CIs) using the selection criteria provided in EIA-649-1. Upon approval by the Government of the CIs, the Contractor must use the approved CM Plan to manage the CIs to maintain the integrity and traceability of its configuration, including all components provided by subordinate vendor.  The Contractor must have a configuration management tool to maintain a definitive basis for control and status accounting to validate the status of approved CIs/PCI throughout the (insert name of system(s) life cycle/contract closeout.   
The Contractor must assign a discrete part/item identification number at the LRU level for Modified COTS or Non Developmental Items.  
The Contractor must assign a discrete version/release number to each software product released to include; medium (e.g., magnetic tape, disk) containing release-or build-type software executables. The medium thus identified must be inclusive and contain all software segments; thereby providing easy identification of software releases after the establishment of a product baseline.
[bookmark: _Toc393813261][bookmark: _Toc332312669]3.3.X.X		Configuration Baselines 
The Contractor must maintain the configuration baselines and the required documentation to support these baselines IAW EIA-649-1 for all identified CIs (insert name of system).  The approved Product Baseline IAW CDRL C002 must be established after successful completion of the Functional Configuration Audit/Physical Configuration Audit (FCA/PCA).
CDRL  C002	Product Baseline Index
[bookmark: _Toc393813262][bookmark: _Toc332312670]3.3.X.X		Configuration Control 
The Contractor must implement configuration control procedures IAW the approved CMP to ensure proposed changes are documented, evaluated and adjudicated by its designated CCB.  The Contractor must perform impact analysis to the proposed changes and apply configuration control measures to each CI/PCI.  Configuration control must provide effective means to maintain parts substitution control at the LRU level for COTS and at the component or LRU level for modified COTS and developed items. 
The Contractor must document the software configuration methods and procedures to be used to manage configuration items and their interfaces.   A software LRU can be identified as a script, DLL, software release etc. and is determined by how this software item is released into operations. This effort must include establishing and maintaining a software development library to provide storage and controlled access to software, documentation and associated tools and procedures.   The library must also contain management data pertinent to the software development project. The Contractor must maintain change control of the engineering design and production after FCA/ PCA IAW the guidance contained in EIA-649-1 and the baseline requirements established at the Systems Requirements Review (SRR).
The Contractor must establish a Configuration Control Board (CCB) in accordance with EIA-649-1.  The Contractor must maintain traceability to the current approved configuration consisting of the current approved baseline and all approved changes. The Contractor must prepare and deliver Engineering Change Proposals (ECPs), for any change proposed against an established CI or product configuration information (PCI).
Proposed changes that could affect Government provided requirements or documentation must be raised to the Government for submittal to the Government’s CCB. In those cases, approval by the Government’s CCB will be required prior to making the changes.  
[bookmark: _Toc280183778][bookmark: _Toc288226237]3.3.X.X		Engineering Change Proposal
 The Contractor must implement an effective engineering change control program. The Contractor must submit ECPs IAW CDRL C003 and the guidance in MIL-HDBK-61A, for approval prior to implementation of a change.  The Contractor must submit an ECP when:
a. A change to the current approved CI and its documentation change
b. An item is no longer manufactured and cannot be procured or the vendor is no longer in business
c. An item is no longer repairable because the piece parts are no longer available from vendors
d. A new component is introduced
As part of the ECP, the Contractor must provide estimated costs, schedules, benefits and risks associated with the ECPs.  Submittal of ECPs must begin after the FCA/PCA. The Contractor must submit, with each ECP, as necessary, a NOR IAW CDRL C004 or a Specification Change Notice (SCN) IAW CDRL C005.  
CDRL C003 Engineering Change Proposal
CDRL C004 Notice of Revision
CDRL C005 Specification Change Notice
[bookmark: _Toc393813263][bookmark: _Toc332312671]3.3.X.X		Configuration Audits
The Contractor must host and participate in joint Contractor/FAA configuration audits for the (insert system name).  The Contractor must use MIL-HDBK-61A to prepare a Configuration Audit Plan to support configuration audits. The audit plans must be approved and the agenda must be agreed to between the Contractor and the FAA prior to the audit.  The Contractor must prepare and submit a Configuration Audit Plan IAW CDRL C006 for FCA/PCA, which describes the Contractor’s approach for conducting the audits.    The Contractor must prepare and submit a FCA/PCA Configuration Audit Summary Report IAW CDRL C007 documenting all findings of the FCA/PCA.
CDRL    C006	 Configuration Audit Plan  
CDRL    C007	 Configuration Audit Summary Report 
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The Contractor must support a FCA at the Contractor's facility using SAE EIA 649B and ANSI/EIA 649-1 as guidance.  The FCA must be conducted on the first production article against the approved requirements or verification test matrix. The intent of the FCA is to audit and validate the functional requirements.     
FCA entrance criteria must include successful completion of Operational Test and Evaluation (OT&E)
FCA exit criteria must include validation by the Government that all requirements have been verified successfully.
At a minimum, the following documents must be audited: Test Plans and Procedures (Government and Contractor), Software Design Documents, Source Code, and Site Adaptation Description Documents. 
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The Contractor must support a PCA at the Contractor's facility using SAE EIA 649B and ANSI/EIA 649-1 as guidance.  The Contractor must support a PCA of a first production article used for the FCA. The Vendor must perform a PCA in accordance with the Configuration Audit Plan. The PCA validates the contractors product configuration documentation (including CAD models, drawings, training manuals, technical data and software source code) accurately reflects the validated product.  The PCA validates the documentation is clear, complete and accurately represents the intended design used to establish the final product baseline. 
PCA entrance criteria must include all design and product documentation. 
PCA exit criteria establishes the final product baseline.

At a minimum, the following documents must be audited: Production Test Report, Technical Instruction Books (TIBs), Specifications, Drawings, Support Equipment Manuals, Product Baseline Index (PBLI), and Logistics Management Information (LMI).
[bookmark: _Toc393813266][bookmark: _Toc332312674]3.3.X.X	.	Configuration Status Accounting (CSA) Information 
The Contractor must maintain a Configuration Status Accounting (CSA) Information System to report the status of each CI/PCI. The Contractor must ensure that the CSA information is available for review by the FAA, as requested.
The Contractor must generate Configuration Status Accounting Reports (CSAR’s) IAW CDRL C008.  The Contractor must record and report the following information:
1. Current approved configuration documentation associated with each configuration item.
2. Status of proposed engineering changes from initiation to approval and status of implementation.
3. Results of configuration audits including disposition of actions.
4. Traceability of changes.
5. Status of the implementation of changes at all locations.
6. Identifiers of electronic documentation and software.
CDRL C008 	Configuration Status Accounting Report
